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HOW TO READ THIS MANUAL

In this Administration Manual, we will cover all the administration features as you may encounter while using SENDYS
Explorer web portal application. By using this if you have a specific problem you can go straight to the correspondent section.
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OVERVIEW

SENDYS Explorer is a web based server application that transforms scanned images into editable formats (Microsoft Word,

Microsoft Excel, TIFF, searchable PDF and PDF/A) using OCR (Optical Character Recognition) technology which is included in
all versions.

With this application, users can scan documents and distribute the files to email, network folders, email-fax servers, cloud
services and document management systems.

rer Premium

Fig. 1 - Overview
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FEATURES MATRIX

Please go to the follow URL to review the application features:

https://www.sendysexplorer.com/support/feature-matrix/

SUPPORTED LANGUAGES
Please go to the follow URL to review the application supported languages:

https://www.sendysexplorer.com/support/specifications/

OCR SOFTWARE
SENDYS Explorer software comes with two OCR options:

The free version of SENDYS Explorer uses Google Tesseract, possibly the most accurate open source OCR engine available.
Combined with the Leptonica Image Processing Library it can read a wide variety of image formats and convert them to text
in over 60 languages.

To see the supported languages, refer to the online list at:

https://github.com/tesseract-ocr/tesseract/blob/master/doc/tesseract.1.asc#languages

SENDYS Explorer PREMIUM uses ABBYY Recognition Server OCR - An award-winning professional OCR software that offers a
broad range of functionality for the various needs of small business, enterprise, academic and government environments. It

helps to streamline document processing, turning scans, PDFs into searchable and editable formats, such as Microsoft Word
and Microsoft Excel.

For a list of supported languages please refer to:

https://www.abbyyeu.com/rs/en:recognitionlanguages

SENDYS Explorer PREMIUM is designed for mid-to high-volume batch processing through different licensing tiers:

e Bronze server (up to 25,000 scanned pages per year)
e Silver server (up to 50,000 scanned pages per year)
e Gold server (up to 100,000 scanned pages per year)

©Alidata 2021 9 of 341
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INSTALLATION

SYSTEM REQUIREMENTS

‘HARDWARE / OPERATING SYSTEM
Please refer to:

https://www.sendysexplorer.com/support/specifications/

SOFTWARE
The following software is required and will be installed if not currently present on the system.

e Internet Information Service (lIS 7/11S 8)

e  FTP Server

e .Net Framework 4.0

e  Windows Installer 4.5 (if you have not this requirement you will be need to restart the system after the installation).

©Alidata 2021 10 of 341
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INSTALLING

1. Run SendysExplorer.exe as administrator

D winrar

Extracting files to SendysExplorer folder
Extracting from SendysExplorer.exe

Extracting inetpub.rar

Installation progress

— — — — 4

Fig. 2 - Installation start up

2. If the system does not have .NET framework 4.5 installed the installer will set it up before proceeding to the product

installation.
3. If the system does not have the required features the installer will try to enable them.
4. Select setup language and press OK.

B SENDYS Explorer Setup = =

Select Setup Language

EE - | _ ok |

Fig. 3 - Language Selection

©Alidata 2021 11 of 341
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5. Click on Install.

Server based software . ‘. 2iTldit
smart Extendable Platform [sXP] A - SULU IO ..l o
Please Note: Installation of this soft 0 Bgdmi tor access, and

SENDYS Explorer Setup

knowledge of your local network configuration.

©

Remove

Install Update

" Forcer

1]
2

&

6. Click on Next.

Fig. 4 - Setup Options

B SENDYS Explorer Setup

s

SENDYS Explorer Setup

@ Internet Information Services (I1S)
@ 1156 Compliant Tools
Q i Secuity Features
Q  File Transfer Protocol (FTF) Server

Q Free disk space reguirement (3 GE)

<Back

@ Internet Information Services (IIS)
@ 1156 Compliznt Tools
Q s Secuity Features
Q  File Transfer Protocol (FTF) Server

Q Free disk space reguirement (3 GE)

Please. review SENDYS Explorer
System Reguirements

Next= Exit <Back

|

Exit

Fig. 5 - Installation requisites without/with error.

Note: If you have any missing components, the system will prompt to automatically install them but if there is any error,

please review the troubleshooting guide.

©Alidata 2021
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7. Read and Accept licence terms and click on Next

D SENDYS Explorer Setup = =

License terms

End User License Agreement
(EULA)

PLEASE READ CAREFULLY BEFORE USING THIS PRODUCT: This
End-User License Agreement ("EULA") is a legal agreement

bmticimmm fal aimis fmitbme mm fm Al idiiml me m mimmln mmdid d mm T2

W

¥ | accept the license terms

<Back Mext= Cancel

Fig. 6 - Installation license

8. Insert username and password of a user with local administrator privileges.

a. For alocal account: account

b. For a domain account: domain\account

B SENDYS Explorer Setup = =

Information

Please specify the user account to run SENDYS Explorer.

The account should have printer install / remove privileges.
In order to avoid service interruption, this account password should not expire.

Recom jed user : Local Administrator
Domain users use the format DOMAIN\UserName

Username: Iadministlator

Password: I

<Back Cancel

Fig. 7 - Installation Account setup

©Alidata 2021
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9. Select the Server IP address and Application port (the default port is 50091). If you are unsure about the port, press

Next to accept the suggested port. If your choice of IP address is a host name, you must ensure that all connected

devices (MFPs and printers) are correctly configured to use DNS.

10. Click on Next

|

B SENDYS Explorer Setup

Information

Select network address and application port. If you are unsure about the port, please select
"Next' to accept the suggested application port.

If your choice is the host name, you must ensure that all connected devices (MFPs and
printers) are correctly configured to use DNS.

Network address:  |[leRlRR0ES A
Application port; I50091

<Back Next= Cancel

Fig. 8 - Installation IP setup

11. Wait for installation to complete

D SENDYS Explorer Setup

D

D]

Installing software...

SENDYS Explorer Setup

|

Installing software...
Alidata\SendysExplorer'Aspose.... Alidata\Tesseract-OCR\classifi...

Fig. 9 - Installation progress

©Alidata 2021
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12. If you have internet access you can proceed with online activation. Otherwise go to step [16].

13. Insert the serial number that you got from the registration website, and click Next

14. Proceed to step [21].

Note: The steps [16] to [21] are only required if you lack an internet access and can’t use online activation.
15. Insert the serial number that you got from the registration website, and un-check the online activation box.
16. Click on License file location.

17. Send the file SENDYSExplorer_lic as attachment to activation@sendysexplorer.com.

18. You will receive the Activation Key in your email.
19. Insert the Activation Key into the installer.
20. Click Next to activate your product, if successful you will receive a message.

B SENDYS Explorer Setup = =

r—Information
Enter the Serial Number provided during regi ion and download p

=Sendys Explorers

Serial Number: JF s s e m o ol
[~ Online activation

—Step 1
Send email to activation@sendysexplorer.com with the file SendysExplorer_lic.txt available
on your desktop attached. to obtain activation key

Licence file location |

Step 2
After you receive our email response, please insert your activation key here and press
“Neat

Ac‘tivationKey:r e " wm [T L s

If the installation responds with

Next= Exit

Fig. 10 - Installation Offline Activation

“Activation failed”, please contact support@sendysexplorer.com.

©Alidata 2021
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21. Click Exit to finish the installation and start the application.

r— Information

SENDYS Explorer Setup = =

Flease login using the follow default administrator account credentials:

Username: admin Passwaord: admin

<Back lext> Exit

Fig. 11 - Installation Completed

22. The default administrator credentials are.

a. Username: admin
b. Password: admin

23. To complete the installation, go to Admin Config

©Alidata 2021
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UPDATING

The Update option is available if the SENDYS Explorer software is already installed on your server. The entire configuration in
the database will not be deleted.

Server based software 4 ’. simart o
smart Extendable Platform [sXP] L - oo k_] L \_J [ [_J \l f:,
Flease MNote: Installation of this software reguires Administrator access, and
knowledge of your local network configuration.

G| O @

Install

Fig. 12 - Updating

©Alidata 2021 17 of 341
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REMOVING

1. Click on Remove.

SENDYS Explorer Setup

Server based software
smart Extendable Platform [sXP]

knowledge of your local network configuration.

G | O

Install Update

'Q
\/ SOLUTIONS

Please Note: Installation of this software requires Administrator access, and

e

Remove

|

Fig. 13 - Uninstalling

2. Click on Yes to confirm uninstall

3. Click on Yes to remove the scanned files.

-
Uninstall

[é] Uninstall -

A -

l} Are you sure you want to uninstall?

Fig. 14 - Removing files

4. Click on Yes to remove ABBYY Recognition Server installation if you have it installed.

5. Click OK to complete the removal.

-
Uninstall i_l i u
SENDYS Explorer setup has detected an ABBYY RS installation. Do you
want to remove ABBYY RS? Removal completed successfully
Ver w ||l
=

Fig. 15 - Uninstalling ABBYY

©Alidata 2021
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ADMIN CONFIG

GLOBAL SETTINGS

Go to the browser http://serverIP:50091/.
Login on the application as admin.

Note: By default, you can sign in using admin both username and password.
3. Click on Admin Config.

explore [ 0(PCL) =

% Home 2 G

Logout

ﬂ W —

i Upload Documents | Document Explorer = Contacts User Config

Fig. 16 - Web Portal

All configuration screens are work similarly, so we will start by explaining the basic icons and options of the admin
configuration section.

H B B B B &

Fig. 17 - Grid of possible Options

In the grids/table of contents we can find the above icons:

Selection element E Preview
m Not possible to delete element Link to device webpage
m Delete element E Download
Edit element

©Alidata 2021 19 of 341
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In most of the sections the edit and delete buttons are in the grid/table of contents on the left side, as in the following
picture.

n SENDYS Explorer Printer Name Printer Driver Name Network Address MAC Address Serial Number

OKI MCT70(PCL) OKI MC770{PCL)

Showing 1to 1 of 1 entries Previous 1 Next

Fig. 18 - Grid buttons

The Add button and other section options are in the top right corner as in the below picture.

Remove Selecied

u--m i m“

m . n admin Contact contact.email@email.com

Showing 1to 1 of 1 entries Previous 1 Next

Fig. 19 - Section Options

explorel OKIMCT70(PCL) ¥k

'~'f Administration A

u...n SENDYS Explorer Printer Name Printer Driver Name Network Address § MAC Address 4 Serial Number %

a 1 OKI METTOPCL) OKI MCTTO(PCL)
£} Senver Configuration Showing 1 to 1 of 1 entries Previous | 1 Next
o® Connectors
& 0cR Configuration

Sync actions

L3 s Explorer Senice
{®) Backup/Restore

A\ Erors & Logs

@ ticence

(D About

F

g. 20 - Admin navigation menu

©Alidata 2021 20 of 341
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NAVIGATION MENU

Name Details

Printer View, add, edit and delete devices

User View, add, edit and delete users

Contacts View, add, edit, import and delete contacts

Server Configuration Configure all the settings of the application

Connectors Configure all the profiles, parameters and views

OCR Configuration Configure OCR options

Sync Actions Synchronization, import and bulk actions

:EEV?;S Explorer Start or re-start the service

Backup/Restore Backup and Restore options

Errors & Logs View Logs and send message to development team
License License and activation

About Verify the current version and some application information

Table 1 - Administration Details

©Alidata 2021 21 of 341
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AFTER INSTALLATION / FIRST TIME SETUP

There is a common series of steps that you should follow after the product installation. These topics are covered in the next

part of the guide.

W N oW,

10.

11.
12.

Install the printer driver on SENDYS Explorer server, this will be needed to print the scanned files.

Add the Printer(s) to SENDYS Explorer (if you are working with Directory Service, make the directory service
configurations and synchronize the users before adding the devices).

Setup the devices.

Users and Error! Reference source not found.:

a. If you are working with Error! Reference source not found. follow the steps [5 to 8].

b. If you are working with SENDYS Explorer Authentication jump to step [9].

Go to Error! Reference source not found..

Setup Error! Reference source not found. map.

Setup Error! Reference source not found. settings.

Synchronize with Error! Reference source not found. jump to step [10].

Create the users on SENDYS Explorer.

Now that you have defined the users’ authentication type go to Server Configuration>Application and setup the
correct authentication method.

Setup the connectors.

You can start scanning and printing.

©Alidata 2021 22 of 341
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PRINTER MANAGEMENT

PRINTER

For the application is only possible to add OKI devices. All other devices are unsupported by the application. You can only add
unique devices! to the application.

e Go to Admin Config>Printer

e Use Add button to add a new printer

e Use Remove Selected to remove the selected devices

e  Use List Button to list all printers and access the devices QR Codes
e Click Help to access the administration manual

admin | &
D Se S
e OKI MCT70(PCL) ¥k

'~'f Administration L

=R I—

“ SENDYS Explorer Printer Name 4 Printer Driver Name 4 Network Address 4 MAC Address Serial Number %

OKI MGTT0(PCL) OKI MC770(PCL) 192.168.0.97 00:80:91:76:78:32  AK39047804

Previous | 1 | Next

R Configuration

Syne actions

{3 SENDYS Explorer Senice

{®) Backup/Restore
A\ Erors & Logs
@ ticence

(D About

Fig. 21 - Printers/MFPs Section

1 “Unique devices” meaning a unique device Serial Number, MAC address and IP address/Hostname.
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ADD

When you add the devices if it is a smart device we will create a firewall exception for the device’s scanned files reception on
SENDYS Explorer.

Note: You should install the printer driver on the PC before adding the printer to SENDYS Explorer.

1. Click on Admin Config > Printer.
2. Click on Add to register a new device.

& OKIMCT70(PCL) 1R

w'f Administration
B Printers T
B e [ [ [ e

[ x] 1 OKI MCTTO(PCL) OKI MCTTO(PCL)
£} server Configuration Showing 1 to 1 of 1 entries Previous
O® Connsetors
[E3 0CR Configuration

Syne actions

L3 SENDYS Explorer Senice

%®) Backup/Restore
A\ Erors & Logs
@ Licence

(D About

Fig. 22 - Adding a printer
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3. Insert valid settings referring to the following information table:

Name

Printer Driver Name

SENDYS Explorer
Printer Name

IP Address or
Hostname

MAC Address

Email fax sender
address

Default User
A3/Tabloid
Color

Online Activation

Device activation key

Details
Select the printer on the server (image as example).
Internal application name for the device.

IP address or Hostname of the device.

If you have some MAC restriction on the network you can configure the device MAC
manually, otherwise the system will acquire this information automatically.

If you desire to send fax with the device email used in email fax server.

Insert one valid SENDYS Explorer User to be the default user on the device, when using
other authentication then SENDYS Explorer

Select if the device is A3/Tabloid, by default the option is disable.
Whether this device is allowed to print in color
Uncheck for offline device activation.

Offline device activation only.

Table 2 - Printer Details

Note: Printer Driver Name, SENDYS Explorer Printer Name and IP Address or Hostname are required fields.

4. If you are using online activation this will create the device and activate it. Otherwise you will need to uncheck

online activation. When you click on save this will create a file and will also give you a destination email, send the file

as email attachment and you will receive the offline activation key.

Email Fax sender sddress
T

wsing an email fax mevice this

Clowd Prines
you mud inm

Fig. 23- Add Printer Form
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5. A Pop-Up will appear. It will prompt you if you like to try to auto configure the device. Or if you prefer to proceed
with manual device configuration.

The device will be added.
To attempt auto device configurations pre ss (OK).
To manual configure the device press (Cancel).

Fig. 24- Configure Printer Pop-up

ONLINE ACTIVATION

To use online activation, make sure that you have internet access.

Click Save.

After you activate the device you will need to set it up depending on the device type. Refer to [Device
Configuration].

OFFLINE ACTIVATION

Uncheck Online activation.

Click Save, get the license file, and send email to activation@SENDYSexplorer.com
Send the email with the device information as an email attachment.

Wait for an email with the activation key.

Insert the activation key in Device activation key.

Click on Save

After you activate the device you will need to set it up depending on the device type. Refer to [Device
Configuration].

No v wDde

Device Successfully installed.

Fig. 25 - Success and Error messages
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EDIT

1. Go to Admin Config > Printer
2. Click on the pencil icon to edit the device.

admin | &
() >
2 OKI MCT70(PCL) ¥k

w'f Administration

B printers/MFPs

“ SENDYS Explorer Printer Name 4 |  Printer Driver Name 4|  Network Address 4 MAC Address 4

OKI MCTTO(PCL) OKI MCTT0(PCL)
OKI MC853(PCLE) OKI MC853(PCLE)

Showing 1 to 2 of 2 entries Previous

DOP®aE

Fig. 26 - Edit Printer

3. Click Save to save the changes, Setup Device to send configurations to device or Cancel to discard them.

~p Administration

OKI MC770(PCL)

Hpe:
Smat MFP ESPIXX, ESIAXX, MCTXX. MEFXX, ESSXS,
MPS5502, MPS3537, MPSI262

MEP Any other MEP.

Printe. 123 angle function device

3 s
£
®
A e
(€]
@ e

Email Fax sender address: Il you are using an email [ax muice
thisisthe sender address that wil be used

Google Cloud Printer Neme: o snatie Google Cioud Printer
featufe you mu insen the mme pinler name hat you configured
forthe device on Gaogle Cloud Prnting senice

Only available when you purchazd Google Dive connector

Fig. 27 - Printer Form
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 REMOVE

To remove the printer, you can either remove a single printer by using the cross icon, or several printers by selecting the
printers and clicking on Remove Selected.

1. Click on Admin Config > Printer.
2. Click on the cross icon to remove one printer.

admin | &
D Se S
RSt OKI MCT70(PCL) =k

'~'f Administration

1 Users .“ SENDYS Explorer Printer Name # |  Printer Driver Name 4|  Network Address § MAC Address Serial Number %

51 Contacts m 1 OKI MCTTO(PCL) OKI MCTTO(PCL) -- CL TR

£} server Configuration OKI MCB53(PCL6) OKI MCB53(PCL)

o® Connectors Showing 1 to 2 of 2 entries Pravious
& 0CR Configuration

Syne actions

£3 senove ver Senice

{®) Backup /Restore

A\ Erors 8 Logs

@ Licence

(D About

Fig. 28 - Remove Printer

3. Click OK to confirm the Printer removal.

Are you sure that you wish to remove printer(s)?

Fig. 29 - Remove Printer confirmation

If you are removing more than one printer:

1. Select the printers that you need to remove.
2. Click on Remove selected.
3. Click “OK” to confirm the printer removal.

Are you sure that you wish to remove printer(s)?

Fig. 30 - Remove Printer confirmation
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‘DEVICE CONFIGURATION

AUTHENTICATION TYPES

There are several authentication methods: Directory Service, MFP Local Authentication, SENDYS Explorer and SENDYS
Explorer PIN:

e Directory Service means that you authenticate on the application and device from a Directory Service and that all
users will be imported from it to SENDYS Explorer. The device needs to be configured to use the same Directory
Service authentication.

e  MFP Local Authentication means that the users must be created on the device. SENDYS Explorer will create the
user accounts based on the device in which the first user authentication occurs. The initial SENDYS Explorer
password will be the same as the username.

Note: For the following two options device authentication must be disabled, otherwise you will have two authentication
methods. For both options user accounts will be created through the application's Admin Config.

e SENDYS Explorer means that users will authenticate on the device using their username/password combo.
e SENDYS Explorer PIN means that users will authenticate on the device using their randomly generated PIN number.

Note: Configuration processes for smart and non-smart devices are quite different. Please be sure to refer to the appropriate
following sections.

Type Model

Smart MFP ES94X5/ ES84X3/ MC8X3/ ES71XX/ ES74XX/ MB7XX/ MC7XX/ MPS5502/ ES5162/
ES5162LP/ MB562/ ES4192/ MB492/ MPS3537/ MPS4242/ MC573/ ES5473

Smart SFP ES5442/ C542

MFP any other MFP

Printer single function device (such as printer)

Table 3 - Device types
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éSMART DEVICE CONFIGURATION (SXP VERSION 1.0 (MC7XX/ES74XX/ES9XXX SERIES))

BASIC CONFIGURATION

For each Smart device a port will need to be assigned for scanning. The base scanning port can be changed under Server
Configuration > Application on the application's Admin Config, and defaults to port 8080.

A port will then be set for each device added, equal to the sum of the base port plus the device's id (BasePort + Deviceld).
E.g. if the base port is 8080, the device with an id of 1 will be set to port 8081.

When the devices are added to SENDYS Explorer the application will try to open these ports on the firewall. Depending on
your Security Suite and networking setup the automatic opening of ports may fail.

If you are unable to scan, please confirm that you have these ports open.
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SCAN SETUP

We have to configure the device to allow SENDYS Explorer to initiate the scanning process.

Configure Guest account access

1. Go to TopAccess http://[DevicelP].
2. Click on Login.
3. Insert admin username and password (default: admin/123456).

OKI

Login with your TopAccess User Name and Password,

User Name admin

Password sornne

Fig. 31 - Smart Device Login

4. Click on User Management> Role Management.
5. Click on Guest.

Registration Administration

Counter

User Management

Department Management Exportimport

Role Management

Group Management

(5
Role Management REFRESH

New | Delete

Rol Name
Adminisirator

CopyOperator

ScanOperator

prnt

PrntOperator

eFiingOperator

FaxOperator

Auator

o]

Lest

ser

ax

[m] [m] ||

userprintony

Fig. 32 - Smart Device Role Management

e-Filing

Logout

javascriptivaid(0);

©Alidata 2021

31 0f 341


http://[DeviceIP]

D s6ndys

Administrator Manual

6. Check:
a. Scan Function:
i Remote Scan/WS Scan(Pull).
b. Remote:
i. Send Email.
ii. Store to Remote Server.
iii. WS Scan(Push).
7. Click on Save.

Edit Role
*Required
“Role Name Guest
MFP Function ~ -
(] Copy Funetion Copy Function
[ copyJod Function Stat
opy Job Disable
[ printFunction olour Copy Disable
O Print Job tore to Local Fie Share Dsable
0 tore to Remote Server Disabe
Print Management fore o < Filng Dinabe

Scan Function
RemateScan/WsScan(Pull)

Print Function

[ FauiFax Function fmctony ik
Print Job. Disable
[ Intemnet Fax Transmission Colour P Disabe
[ Fax Transmission Store 10 e-Fing Disable
[ FaxReceived Print Print lianagement Disable

[J Output Setting

[ colour Print Scan Function

uncton Status
[ Local File Share tore to Local File Share Disable
[ Storeto Local Storage tore to Remote Server Encble
[ storeto USB Device end Emal Enable
tore to e-Fiing Disable
EmolEE Can/ WSS can(Pul) Encble
FaxiiFax Function
v
WS Scan(Fush) [t Siatus |
[ nternet Fax Transmission Disable |
[ eiing [FascTransmission Disable |
[]_e-Filing Access Z [Fax Received print abl 1 hd

Fig. 33 - Smart Device Configuration

8. Check Web Service Settings

Click on Administration> Setup > Network.

Click on Web Services Setting.

Click on Web Services Setting button.

Enable Web Services Scan.

Set Authentication for PC Initiated Scan as “Accept any job”.
Click on OK.

S om0 T o
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Web Services Setting

Cancel

General
Enable SSL

Friendly Name

Print
‘Web Senvices Print
Printer Name

Printer Information

Scan
Web Senvices Scan
Scanner Name

Scanner Information

Selecting'Save' inthe Main Window is required to Save the new setings

Disable v
OKIMC770-767832

Enable v
OKIMC770-767332

OKIMC770-767832

Authentication for PC Initiated Scan  [Accept any job V)

Note:Accept any job - Accounted as Guest if ussr name is invalid. (Enable Gusst account with Remote Scan permission )

9. Click on Save.

Fig. 34 - Web Services Settings
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SCREEN APPLICATION CONFIGURATION

In order to see the application on the device screen you need to configure the Embedded Web Browser application on the
smart device.

The application address is http://[ServerIP]:50091/scan.aspx and you need to make the configurations on two places. EWB
application and server registration.

1. Go to TopAccess http://[DevicelP]/.
2. Click on Login.

3. Insert admin username and password (default: admin/123456).

OKI

Login with your TopAccess User Name and Password,

User Name admin

Password  eessss

Jop  Help
Fig. 35 - Smart Device Login

To configure SENDYS Explorer as default machine screen:

Click in Administration >Setup> EWB.
On Embedded Web Browser:

a. Set Home Page to http://[ServerIP]:50091/scan.aspx.
3. Click Save.

Registration User Management

Maintenance

Setup

General | Network | Copier | Fax| Saveasfile | Email | InternetFax | Printerie-Filing | Printer | Print Service | ICC Profile | Print Data Converter ODCA | Version

Cancel

Embedded Web Browser
Home Page Setting

Home Page | |

Enforcement automatic screen change  Enable

Fig. 36 - Smart Device Configuration

Note: Registering the application on the device is a required step in order for the application to function correctly.
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4. Click in Administration >Setup> EWB.
5. On Server Registration Settings:

a. Insert the address http://[ServerlP]:50091/scan.aspx.

6. Click Add.
7. Click Save.

Regisiration Counter

Securily Maintenance Registration

Setup

User Management Administration

Save Cancel

General | Network | Copier | Fax | Save asfils | Email | InternstFax | Printerie-Filing | Printer | Print Senice | ICC Profile | Print Data Converter ODCA | Version

Use automatic configuration script Disable ~

EVB History Setting
EWB History Disable
*Cookies, Passwords and a part of Form Data are saved

Server Registration Setting

Delete

[ [ Server Address

Fig. 37 - Smart Device Configuration

To configure SENDYS Explorer Shortcut On the device:

1. Click in Administration >Setup> EWB.
2. On URL List for Menu Screen and Hard Button:
a. Click on Add.

Registration

Counter User Management

Administration

Security Maintenance

Setup

Reqistration

General | Metwork | Copier | Fax| Saveasfile | Email | InternetFax | Printerle-Filing | Printer | PrintSenice | ICC Profile | Print Data Converter ODCA | Yersion

Use automatic configuration script Disable ~

EWB History Setting
EWB History Disable
*Cookies, Passwords and a part of Form Data are saved.

Server Registration Setting
Add

Delete

[ | Server Address

URL List for Menu Screen and Hard Button
Add Delete

[ [Ho Nams JURL

Hard Button

Fig. 38 - Smart Device EWB Configuration

b. Setthe URL Name to SENDYS Explorer.
c. Setthe URL to http://[ServerIP]:50091/scan.aspx.
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3. If you wish to configure a hard button, select Assighment for Hard Button.

Note: We recommend configuring the SCAN button so that after logging-in users will be taken directly to the SENDYS
Explorer screen by pressing the SCAN button.

4. Click Save.

@ Add New URL - Mozilla Firefox

I & 1921681 243/ Administration/Setup/EwbMNewlUrl.html?v=1405021538talparam=NEW &editld=

Add New URL

URL Name | |

URL | |

Assignment for Hard Button I:I

Enforcement automatic screen change  Disable

Fig. 39 - Smart Device URL Configuration
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MFP LOCAL AUTHENTICATION

This section will describe how to configure the device to work with MFP local authentication.

1. Go to TopAccess http://[DevicelP]/.
2. Click on Login.

3. Insert admin username and password (default: admin/123456).

OKI

Login with your TopAccess User Name and Password.

Top Help

Fig. 40 - Smart Device Login
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Configure Device Authentication

Enable Cre

WX NOOY R WDNR

Click Save.

Enable Gui

Click in Administration> Security.

Enable User Authentication.

Enable Guest User.

Set Authentication type to MFP Local Authentication.
To enable pin set Pin Code Authentication to enable.
Enable Auto Change Login User.

ate User Information Automatically.
dance Screen.

Job Status. Registration ‘Counter User Management Administration
Maintenance Registration
Security
| Certificate | Password Policy

User ication Setting

[[User Authentication Enable + ]
Authentication failed print job/Raw Print Job Print =
Auto Release on Legin Disable ~

[7] use Password Authentication for Print Job
“Itis not able to print from ether than Windows Client when this function is enabled.

Enable Guest User
Authentication Type MFP Local Authentication -
PIN Code Authentication Setting
[[PIN Code Autnentication Enable ~|
Winimum FIN Code Length 1 (1-32)

Card Authentication Setting
[Aufe Change Login User Enable _~]

[T Card ID is used as User Name

Create User Information Automatically
[Z] Enable Guidance Screen
[CT Require PIN Code

Fig. 41 - Smart Device Configuration

Note: You must create all users on the device. SENDYS Explorer will automatically create the users within the application
when each user first logs-into the device. Their initial SENDYS Explorer password is the same as the username that is

displayed on the device.
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To create new users, go to User Management > User Accounts > New

Device Jok Status Reristration Courter User Management Adminiztration

User Accounts

User Accounts

= N
= REFRESH
[% 192.168.1.10/usermanagement/userconfirm/UserCreate htm | tw=1427 918905 taBehAXPAC T
Create User Information
[(Game [
Reset {
Set Registered Q1
Nurnber 14114 “Required
Mumber *User Mame partment Number
EE
= 3 Local User which is available in Windows Domain Authentication/LDAP Authentication
— Dornain Name/LDAFR Server v
o |s
o |a Authertication Method MFP Local Authentication v
0| Password
o |s
10001 PIN Code
[ | 10002
Card Information
O | 10003
(1 |10004
@] 10005 Role Assignment
I

Fig. 42 - Smart Device User Creation
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DIRECTORY SERVICE AUTHENTICATION - CONFIGURATION

This section will describe how to configure the device to work with your directory service for authentication.

1. Go to TopAccess http://[DevicelP]/.
2. Insert admin username and password (default: admin/123456).

3. Click on Login.

OKI

Login with your TopAccess User Name and Password.

Top Help

Fig. 43 - Smart Device Login

Configure Device DNS settings:

Click in Administration>Setup> Network.
Click on DNS Session.

Click on the DNS Session button.

Enable DNS.

Configure the primary DNS Server Address.
Click OK.

Click Save.

No v bk owne
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Configuring Device authentication:

1. Click on Administration> Maintenance > Directory Service.

2. Click on New.

New

Maintenance
Create CloneFile | Install CloneFile | Import | Export | Delete Files | Directory Service | Notification | Lanquages | Sustem Updates | Rebeot

e-Filing

Logout

Regisiration User Management

Maintenance

Reaistration

Name

Directory Service
Name

Server IP Address
Port Number
Search Base
Username

Password

Fig. 44 - Directory Service Configuration

Directory Service Properties birectory senice List

[0k ) [Reset ] Dol

*Required
*Directory Service Name

*Server IP Address

*Port Number 389

Authentication Auto -

Search Base

User Name

Password

Search Timeout 1~

Enable S5L Disable -
SSL Port Number 636

Fig. 45 - Directory Service Properties

Details

Directory service name. Example: company.com note this is only a name to identify the
directory service on top access.

Directory Service IP address or Hostname.

Default Directory Service port is 389. You should only change this if your LDAP server
has been configured to use a different port.

Directory Service or LDAP search base. E.g. CN=Users,DC=company,DC=com

User from AD or LDAP that has access to read all the AD or LDAP groups that you need
to synchronize.

Password of that user.

Table 4 - Server Details

3. Make the Directory Service configurations and click on OK.
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Test Directory Service Configurations

vk wN e

Go to Registration>Address Book.
Click on Search.
Select the Directory Service that you which to test.

Enter search criteria in one of the fields for a user that you know exists and has either fax or email contact.
Click Search.

Device Job Status

Registration Counter User Management Administration

Template
Address Book
Contacts | Groups

Add Address

Group All Groups ~

Address Book

@
@ Contacts - Moxzilla Firefox

NE—)

| D [Hame

Go to top of this page

First Name
Last Name
Email Address
Fax Number
Company

Department

P 192.168.1.241/Registration/AddressBook/AddrSearch htmliv=

Search Contact

Enter a partial name or Email address to search for a contact

Directory Service Name | OM1.COM__ +|

77212846ta8ADD=SEARCH

Fig. 46 - Contacts Search

Note: If the user is displayed then the connection between the device and the directory service is working properly.
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Configuring Device Authentication:

1. Click in Administration>Security.

2. Enable User Authentication.

3. Enable Guest User.

4. Set Authentication Type to LDAP Authentication.
5. Click on LDAP Serverl.

6. Select your LDAP Server.

7. Click OK.

8. Click Save.

Note: If you see the message “Please enter a valid value. (Mail Domain Name)”, change the From Address to “From Address’
of Email Setting” and click Save again.

Addminis traton

Security

Security

Authentication | Carficate Managemant | Pagsswaid Policy

(e ] (oot |

User Authentication Seling

User Aumentication
Copy Enable -
Fax Enable -
Prirg Enable -
Scan Enable ~
List Enable =

Authenticalion Mefod fr Admin User Hame and Password =

Aythenticalion failed print joRaw Print Job Print =

Aulo Releass on Login Disable =

We e Paeswond Authenlicason for Print Job
“Wis ol A 1 Ao om olher e Windows bt whien Tis fundtion it enabled

4] Enathé Guist User
Auithentication Type [LOAP Auteracabon -
Creabe Uiser information Automatically

Uss Cachi information wiven User Juenicabion taled

Validity Panied of Cache 7 Daysi1-14)
Rugister Local User which is avaslable in Windows Demain Authenlicalion/LDWF suFenication
‘aligty Parod of Lotal Uasd n Diays(0-180. Unkmited 0}
Framary | LDAP Server Tyew ARbuts typs o User Name™
@ L Servare el com Windaws Senver
LDAE Servaid Daatie
| e Servery [
Dap 14 Daabis
A i Dnabis
[P Servart [
| LA Serverf Disalie

Fig. 47 - Smart Device User Authentication
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If you wish to work with PIN in Directory Service then:

Note: SENDYS Explorer will not make any configurations of PINs in Directory Service, so if you are working with Directory
Service PIN you need to configure the device PINs manually in your Directory Service.

Click in Administration> Security.

Go to PIN Code Authentication Settings.

Click Enable.

Set the Minimum Pin Code Length.

Click on LDAP Serverl.

Select LDAP Server (Other than Windows Server).

IR

eFiling

Logout

Job Status. Registration Counter User anagement Administration

Maintenance Reaistration

Security

| Certificate | Password Policy

Role Based Access Setting
Role Based Access using LDAP server Disable v
LDAP Server omlcom ¥

PIN Code Authentication Setting

PIN Code Authentication
Minimum PIN Gode Lengin 1 (1-32)
Priary (5P Server T Al type of User Rarme” Akt type of P 3
© | Lapsenvert om com LOAP Server (Other than Windows Server)| sAMAccourtams homephone 3
0% Server2 Disable |
L0AP Servers Disable

Fig. 48 - Smart Device PIN Configuration

7. Select the LDAP Server that you have set up.

8. Insert the field that you have mapped as Username in SENDYS Explorer (the default is sSAMAccountName and it is
case sensitive).

9. Insert the field that you have configured in SENDYS Explorer for PIN (the default is homePhone).
10. Click OK.

@ PIN Code Authentication - Morila Fifox i i ﬂ

192.1681. /A i /Security/PinCodeA htmi?v=1405021598ta _
PIN Code Authentication M
|

PIN Code Authentication

LDAP Servert

© windows Server

I

© LDAP Server (Other than Windows Server)

‘Afiibute ype of User Name' [sAMAccouniName |
Attribute type of "PIN" [ |
LDAP Server2 Disable ~

) windows Server
LDAP Server (Other than Windows Server)
Atribute type of User Name’
Attribute type of "PIN" eBMUserPIN

Fig. 49 - PIN Code Authentication

11. Click Save.
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If you wish to work with Card Authentication in Directory Service, then:

Note: SENDYS Explorer will not setup any card ids in Directory Service, so if you are working with Directory Service Cards you
need to configure the device cards manually in Directory Service.

Click in Administration> Security.
Go to Card Authentication Settings.
Enable Auto Change Login User.
Click on LDAP Serverl.

P wNR

e-Filing,

Logout

Registration

Counter

User Management Administration

Maintenance Reaistration

Security

Authentication | Certificate Wanagement | Password Policy

Save Cancel

Card Authentication Setting
Auto Change Login User
[ Enable Guidance Screen
[ Reauire PIN Gode
Primary
)

LDAP Server Type Attriute type of “User Name”

Attribute type of “Card information™
LDAP Server (Qther than Windows Server) sANAccountiame

pager

omi.com

Disable

Disable

Disable

Disable

Disable

Disable

Disable

Fig. 50 - Smart Device Card Authentication
Select LDAP Server (Other than Windows Server).
6. Select the LDAP server that you have configured.

Insert the field that you have mapped as Username in SENDYS Explorer (the default is sSAMAccountName and it is
case sensitive).

And insert the field from Directory Service where you had set up the Card Id.
9. Click OK.

@ Card Authentication - Mazilla Firefox o ]
I 192.168.0 243/ Achminis I

Card Authentication

Gancel
Card Authentication
LDAP Servert

Windaws Server

@ LDAP Server (ONEr an Windows Senver)

Aibute pe of User Name'

[sAMAccouniName
Agribute type of Card information pager

LDAP Server2

Disable =
5 Windows Server
LDAP Server (Other than Windows Server)
Atribute fype of User Name'
Aibute type of Card information”

Fig. 51 - Card Authentication

10. Click Save.
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éSMART DEVICE CONFIGURATION (SXP VERSION 2.0 (MC8X3/ES84X3 MC573/ES5473 SERIES))

SCAN SETUP

We have to configure the device to allow SENDYS Explorer to initiate the scanning process.

Benp

. Go to the device webpage http://[DevicelP]
Click on [Administrator Login]
Insert admin username and password default credentials (admin/aaaaaa), in MC573/ ES5473 (admin/999999)
If the following screen is appeared, please click [SKIP]

OKI

Refresh

View Info | Direct Print | Links

View Information Alert Information Remaining Toner 3

100%

o] PDL Error Occurred
Counter Toner Low for Cyan
o Supples e miormation W M

Network

Device Name OKI-MCB883-0ED516
O System IP Address 10.37.41.133
IPv6 Address LPR :
) R ) R ) ) R Port9100
Indliin et fe80:0000:0000:0000:0225: 36f:fele:d516
Link-Local Address TP O
0000:0000:0000:0000:0000:0000:0000:0000 IPP .

Stateless Address

MAC Address 00:25:36:0E:D5:16

Location

SNMP O
Serial Number BETA100048

WEB O
Asset Number

Telnet O

Contact Name
- Administrator

Fig. 52 - Smart Device Login

This is the devices identity on the network (sysMame, and Device Name).

Short Device Name |MC883-0ED516 (Max.15characters)

A maximum of 15 characters can be used (alpha/numeric characters and "-"
are acceptable.)

Location (Max.255 characters)
Asset Number (Max.32 characters)

Contact Name
- Administrator

TCP/IP Enable

(Max.255 characters)

NetBIOS over TCP Enable ¥

Do not show this page again.

Fig. 53 - Smart Device Login
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5. Click in Admin Setup >Scanner Setup>WSD Scan Setup
6. Enable WSD Scan
7. Click Submit

OKI

View Info | Paper Setup | List | Admin Setup | Job List | Direct Print | Transmission Settings | Links
User Management | Account Management | sXP Application |Indexed Scan |Qutput Management

oD iy WSD Scan Setup

Network WSD Scan

ST R Binding Long Edge Bind ¥
Fax Setup
FaxServer Function
Internet Fax Setup
1
Scanner Menu
@ E-mail Setup
O USB Memory Setup
O TWAIN Setup
@ PC Scan Mode
@ Scanner Adjust

Print From USB Memory Setu

Print Setup - - _
Submit | Cancel | Press Submit to send changes. Press Cancel to ¢

Fig. 54 - Scan Setup
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SCREEN APPLICATION CONFIGURATION

In order to see the application on the device screen you need to configure the sXP application on the smart device.

The application address is http://[ServerIP]:50091/scan.aspx.

Click on [Administrator Login]

P wNR

Go to the device webpage http://[DevicelP]

Insert admin username and password default credentials (admin/aaaaaa), in MC573/ ES5473 (admin/999999)
If the following screen is appeared, please click [SKIP]

OKI

Counter
O Supplies Life
Network

@ System

Administrator Login

Alert Information

PDL Error Occurred

Toner Low for Cyan

Device Name OKI-MC883-0ED516
IP Address 10.37.41.133
IPvG Address
fe80:0000:0000:0000:0225: 36ff:fe0e:d516
Link-Local Address
0000:0000:0000:0000:0000:0000:0000:0000
Stateless Address
MAC Address 00:25:36:0E:D5:16
Location
Serial Number BETA100048

Asset Number

Contact Name
- Administrator

Refresh

Remaining Toner :

lack: | —]  :00%
T
agents: I :00%
llow: [ | 0%

Print Service Enabled
LPR @
Porto100 (0]
FTP O
PP @
SNMP (5]
WEB [ ]
Telnet O

Fig. 55 - Smart Device Login

Location

Asset Number

Contact Name
- Administrator

TCP/IP
NetBIOS over TCP

This is the devices identity on the network (sysMame, and Device Name).
Short Device Name |MC883-0ED516 (Max.15characters)

A maximum of 15 characters can be used {alpha/numeric characters and "-"
are acceptable.)

(Max.255 characters)

[Max.32 characters)

(Max.255 characters)

Enable
Enable ¥

OK | SKIP Do not show this page again.

Fig. 56 - Smart Device Login
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To configure SENDYS Explorer as default machine screen:

5. Click on sXP Application.
6. Click on [+].

OKI

View Info | Paper Setup | List | Admin Setup | Job List | Direct Print | Transmission Settings | Links
User Management | Account Management Indexed Scan |Qutput Management

SXP Application

DefaultMode| Application Name URL Address

Fig. 57 - Screen Application Configuration

7. Inthe new window:
a. Define the Application Name.
b. Set URL Address to http://[ServerlP]:50091/scan.aspx.

8. Click OK.

“required input

SENDYS Explorer

Application Name*

URL Address* |http:,r‘,n'[Server[P] :50091}5can.aspx|

ﬂl Cancel |

Fig. 58 - Screen Application Configuration
Note: This will add SENDYS Explorer to the device JOB Macro.
Then on the device you need to:

e  Access as admin.
e Go to Admin Setup > Configure Home Screen > Touch a blank space > ADD

e Select SENDYS Explorer from the JOB Macro
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9. Select Default Mode.
10. Click Submit.

iew Info | Paper Setup | List | Admin Setup | Job List | Direct Print | Transmission Settings | Links
ser Management | Account Management |sXP Application |Indexed Scan | Qutput Management

sXP Application

DefaultMode| Application Name URL Address
| . | SEMDYS Explorer http://[ServerlP]:50091/scan.aspx

sXP Application

| Submit |I cancel | Press Submit bo send changes.
Press Cancel to clear changes.

Fig. 59 - Screen Application Configuration

Note: This will only define the default screen application.
Then on the device you need to:

e  Access as admin.
e Go to Admin Setup > Manage Unit > Default Mode
e Select Web Browser
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FAX DELIVERY CONFIGURATION

In order to be able to work with Fax Delivery, you need to setting up the network ftp scan profile.

Go to the device webpage http://[DevicelP]
Click on [Administrator Login]

el A

If the following screen is appeared, please click [SKIP]

Insert admin username and password default credentials (admin/aaaaaa), in MC573/ ES5473 (admin/999999)

View Info | Direct Print | Links

ey Alert Information

o PDL Error Occurred

Toner Low for Cyan

Device Name OKI-MC883-0ED516

IP Address

IPvG Address
fe80:0000:0000:0000:0225: 36ff:fe0e:d516

Link-Local Address

Counter

O Supplies Life

Network

0O System 10.37.41.133

Administrator Login

0000:0000:0000:0000:0000:0000:0000:0000
Stateless Address
MAC Address 00:25:36:0E:D5:16
Location
Serial Number BETA100048
Asset Number

Contact Name
- Administrator

Refresh

Remaining Toner :

LPR @
Port9100 @
FTP @
PP [ ]

Setting Service Enabled

SNMP (5]
WEB (5]
Telnet O

100%
Cyan: 10

100%

80%

Fig. 60 - Fax Delivery Configuration

This is the devices identity on the network (sysName, and Device Name).

MC883-0EDS16

Short Device Name

{Max. 15characters)

A maximum of 15 characters can be used (alpha/numeric characters and "-"
are acceptable.)

Location (Max.255 characters)
Asset Number (Max.32 characters)

Contact Name
- Administrator

TCP/IP Enable

(Max.255 characters)

r

NetBIOS over TCP Enable

0K Do not show this page again.

Fig. 61 - Fax Delivery Configuration
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Setting up the network ftp scan profile.

1. Click on List/Profile.
2. Click on New.

OKI

User Management | Account Management |sXP Application |Indexed Scan | Qutput Management

—

(o]

Delete | Edit |

Profile List:

O NetworkScan

View Info | Paper Setup Admin Setup | Job List | Direct Print |Transmission Settings | Links

Fig. 62 - Fax Delivery Configuration

3. Refer to following table while filling the information:

Name Details

Profile Name Name of the profile.

Protocol Protocol that will be used with this profile. Set to FTP.

Target URL FTP path to ScannedFiles/FaxReceptionFolder/[Device Name] folder on the server.
Port Number Port number for this profile. By default, 21 is the port assigned to FTP.

FTP Passive Mode Set to OFF.

User Name Same Administrator username that you used in the SENDYS Explorer installation.
Password Same Administrator password that you used in the SENDYS Explorer installation.

Table 5 - Profile details.

4. Click on Submit

Profile Settings

Encode Communication Mone T

¥ Detail

Press Subrit to send changes, Press Cancel ta dear

Subimit Cancel changas.

Profile Name SendysExplarerF & (Max.16 characters)
Protocol FTP v
ftp: //serveripaddress/SendysExplorer/Scannedril
Target URL [Max.144 characters)
Examnple: [/ TESTCOMPUTER/TEST
Port Number 21 (1-65535)
FTP Passive Mode OFF v
User Name administrator (Max.32 characters)
Password [TIITTIT) (Max, 32 charactars)
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Fig. 63 - FAX Delivery Configuration
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Enabling Automated Delivery Setup

1. Click on Transmission Settings/Automated Delivery Setup.
2. Click on New.

OKI

¥iew Info | Paper Setup | List | Admin Setup | Job List | Direct Print |Transmission Settingsl Links
User Management | Account Management |sXP Application |Indexed Scan |Qutput Management

Liansriscionlsotyp Automated Delivery Setup

GAutomated Delivery Setup Automated Delivery Status @] (Stop)

COTransmission Settings

12 345 .10 x>

Dautomated Delivery Log

No. Delivery Settings Status Operation

CTransmission Lo
¢ 1 OFF

I e |I

Fig. 64 - Fax Delivery Configuration

3. Refer to following table while filling the information:

Name

Details

Automated Delivery
Automated Delivery
Search Field

Delivered To

Name of the automated delivery.
Set to ON.
Select [Received Fax].

Click the Edit of the Folder, in the new view select the profile configured earlier.

Print Set to OFF.

Table 6 - Automated Delivery details

4. Click on Submit
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Automated Delivery Setup

You can configure Autormated Delivery in this page. When you mowve to other
page without any change, please press "Back” button in this page. If you
move to other page with different way, you will not be able to edit
"addresshook/Profilef/automated Delivery/Transmission” settings in time that
is set by "Address info lock time-out".

Automated
Delivery

Automated
Delivery

Received E-mail{Internet Fax) Preferences |

lendys Explorer | (1-15 characters)

Search field

Preferences
E-rnail -
address: -
Deliver To —
Edit: |

Folder: SendysExplorerFa

prnt
f When you want to set above, press "Submit" buttan,
Submit Back When you want to move to other page, press "Back" button,

Edit |

Delete

Fig. 65 - Fax Delivery Configuration
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MFP LOCAL AUTHENTICATION

This section will describe how to configure the device to work with MFP local authentication.

=

Eall

Go to the device webpage http://[DevicelP]
Click on [Administrator Login]

Insert admin username and password default credentials (admin/aaaaaa), in MC573/ ES5473 (admin/999999)
If the following screen is appeared, please click [SKIP]

Refresh

View Info | Direct Print | Links

o]

Counter

O Supplies Life
Network

@ System

ey Alert Information

Remaining Toner :
PDL Error Occurred

Administrator Login

Toner Low for Cyan
wacents: ] 100%
Device Name OKI-MC883-0ED516
IP Address 10.37.41.133
IPvG Address LR ©
fe80:0000:0000:0000:0225: 36fF:fe0e:ds16 T orto100 1
Link-Local Address TP O
0000:0000:0000:0000:0000:0000:0000:0000 IPP .
Stateless Address
MAC Address 00:25:36:0E:D5:16
Location
SNMP O
Serial Number BETA100048
WEB (0]
Asset Number
Telnet O

Contact Name
- Administrator

Fig. 66 - Smart Device Configuration

Short Device Name

Location
Asset Number

Contact Name
- Administrator

TCP/IP
NetBIOS over TCP

This is the devices identity on the network (sysName, and Device Name).
MC883-0ED516

{Max. 15characters)

A maximum of 15 characters can be used (alpha/numeric characters and "-"
are acceptable.)

(Max.255 characters)

(Max.32 characters)

(Max.255 characters)

Enable
Enable v

0K Do not show this page again.

Fig. 67 - Smart Device Configuration
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Configure Device Authentication

Click in Admin Setup >Management>Access Control Setup

Enable Access Control

Disable Guest user use

To enable Authenticate Local Name. (to enable Authenticate Local PIN and Authenticate Local IC Card if you need)
Click Submit

L X N O w

OKI

View Info | Paper Setup | Listl] Admin Setup J{Job List | Direct Print | Transmission Settings | Links
User Management | Account Management |sXP Application |Indexed Scan | Qutput Management
Access Control Setup

Print From USE Memory Set. -

Access Control Disable

Print Setup

Email Color v

Local Interface print
- Coogle
cl gd Color v
O System Setup ou
Print
(0 Power Save
Guest user use Enable |® pisable
O Memory Setup

» Set Guest Permissions

O Language Maintenance

Setup Confirmation method :

O Font Setup Authenticate Local Name ® Enable Disable

Authenticate Local PIN . :
O Admin Password Enable Disable

Authenticate Local IC Card =

(@ Reset Settings
~ | submit [J cancel Press Submit to send changes. Press Cancel to clear changes.
S

Fig. 68 - Smart Device Configuration

Note: You must create all users on the device. SENDYS Explorer will then automatically create the users within the
application when each user first logs-into the device, their initial SENDYS Explorer web password is the same as the
username that is displayed on the device.

Note: Users can select the authentication method by their selves. If you would like to restrict the authentication method,
please disable Confirmation Method (Authenticate Local Name, Authenticate Local PIN, Authenticate Local IC Card) if you
need.

Note: If you can allow users to associate their card ID with their account, enable Register general user’s IC card.

O System Setup Confirmation form :
O Power Save Default authentication Authenticate Local Name ¥
method

O Memory Setup N N
Name authentication

@ Language Maintenance method when PC printing
Setup

Authenticate Local Name ¥

PIN authentication method Authenticate Local PIN *

O Font Setup when PC printing
O Admin Password (R el o IE - Enable Disable
card
U Reset Settings » Card read settings
@ Print Statistics System Setup
Pllizzrinsic | T Submit | Cancel | Prass Submit to send changes. Prass Cancel to clear changes.

Fig. 69 - Smart Device Configuration
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To create users go to User Management > User List>Local User >[+]

lser Managementl Account Management | sXP Application |Indexed Scan |Qutput Management

User Management

O Group List

ype of user to be displayed.

O Role List LDAP User ) Kerberos User

LDAP Authentication Settings

User Name PIN Card ID

admin

2000000000

Copy

Fig. 70 - Smart Device Configuration

User Name *

Password *

Display Name

E-mail address

Language Code

User Information Settings

“required input

(Max.32 characters)

(Max.32 characters)

(Max.54 characters)

(Max.54 characters)

other v (Max.&4 characters)

PIN (1-1,879,048,1%1)
Card ID
(Max.256 characters)
Role Change I
Group Change I
Submit I Cancel

Fig. 71 - Smart Device Configuration

Note: You must enter PIN if you use Authenticate Local PIN.

Note: You must enter Card ID if you use Authenticate Local IC Card and disable Register general user’s IC card in Access
Control Setup. MC8x3/ES84x3 supports Elatec TWN4 card reader with keyboard interface for authentication by IC Card.
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DIRECTORY SERVICE AUTHENTICATION

This section will describe how to configure the device to work with your directory service for authentication.

el e

Go to the device webpage http://[DevicelP]
Click on [Administrator Login]

Insert admin username and password default credentials (admin/aaaaaa), in MC573/ ES5473 (admin/999999)
If the following screen is appeared, please click [SKIP]

Refresh

View Info | Direct Print | Links

o]

Counter

O Supplies Life
Network

@ System

ey Alert Information

Remaining Toner :
PDL Error Occurred

Administrator Login

Toner Low for Cyan
wacents: ] 100%
Device Name OKI-MC883-0ED516
IP Address 10.37.41.133
IPvG Address LR ©
fe80:0000:0000:0000:0225: 36fF:fe0e:ds16 T orto100 1
Link-Local Address TP O
0000:0000:0000:0000:0000:0000:0000:0000 IPP .
Stateless Address
MAC Address 00:25:36:0E:D5:16
Location
SNMP O
Serial Number BETA100048
WEB (0]
Asset Number
Telnet O

Contact Name
- Administrator

Fig. 72 - Smart Device Configuration

Short Device Name

Location
Asset Number

Contact Name
- Administrator

TCP/IP
NetBIOS over TCP

This is the devices identity on the network (sysName, and Device Name).
MC883-0ED516

{Max. 15characters)

A maximum of 15 characters can be used (alpha/numeric characters and "-"
are acceptable.)

(Max.255 characters)

(Max.32 characters)

(Max.255 characters)

Enable
Enable v

0K Do not show this page again.

Fig. 73 - Smart Device Configuration
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Configure Device DNS settings:

Note: If Device DHCP server information is retrieved from DHCP server correctly, you don’t have to configure Device DNS

setting manually.

Click OK

vk wn e

Click Submit

Click in Admin Setup > Network>TCP/IP
Click on (OPTIONAL) Change other TCP/IP settings.
Configure the primary DNS Server Address

View Info | Paper Setup | List
User Management | Account Management [sXP Application |Indexed Scan | Qutput Management

Ad Setup

@ General Network Settings

O NBT

@ Mail Server
E-mail

SNMP

IPP

0 Google Cloud Print
O Windows Rally

O IEEE802.1X

Job List | Direct Print | Transmission Settings | Links

Admin Setup

General Network Settings

HUB Link Status OK(100Base-TX Full)
Gigabit Network Disable ¥
HUB Link Setting Auto Negotiation ¥

Energy Efficient
Ethernet

TCP/IP Settings

STEP1. Select method for obtaining IP Address.

Enable v

= Obtain IP Address automatically.(by DHCP)
Obtain IP Address automatically.{by BOOTP)
» Set IPv4 Address manually.

STEP2. » I(OPTIONAL)Chanqe other TCP/IP settings.{DNS...} I

O Secure Protocol Server — ~ gy pmie | cancel | Prass Submit to send changas. Prass Cancel to clear changes.
»

Change other TCP/IP settings

These settings are optional.

= DNS Server : ﬁ)

Fig. 74 - Smart Device Configuration

IDNS Server(Primary) | I

DNS Server(Secondary) |

= Dynamic DNS (DDNS) :

Dynamic DNS Disable v

Host Name MC883-0ED516 EQ

Domain Name (Max.253
characters)

Registration Status I?a)

= WINS Server : Eg

WINS Server(Primary) Example:192,168.0.2

WINS Server(Secondary) [Example:192.168.0.3

WINS Registration Status Name registration successful.
Scope ID

= Auto Discovery :

Windows Disable v
Macintosh Enable v

|OKI-MCa83-xx000q l(Max.31
Device Name characters)

I OK I Cancel |

i
13
i}

(Max.
characters)

(Printer is identified by this Name.)

Fig. 75 - Smart Device Configuration
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Configure Device

SNTP settings:

Note: If Device SNTP server information is retrieved from DHCP server correctly, you don’t have to configure Device DNS

setting manually.

Note: If you set correct date and time manually, you don’t have to configure Device SNTP server setting.

P wNR

Click in Admin Setup >User Install > Time Setup
Set “Auto” in Time Setup
Configure the SNTP Server (Primary) Address
Click Submit

OKI

View Info | Paper Setup | List
User Management | Account Management

Admin Setupf| Job List | Direct Print | Transmission Settings | Links
sXP Application |Indexed Scan |Qutput Management

CHTn T Time / SNTP Settings

Network
Copy Setup
Fax Setup
FaxServer Function
Internet Fax Setup
Scanner Setup
Print From USE Memory Seti
Print Setup
Management

O Power Setup

O Fax Setup
==]

0 Business Phone Setup

[ Cther Settings

T Submit | Cancel
|3

Setup the printer time using SNTP { Simple Network Time Protocal ).

Time Setup
» Manual Setup
SNTP Server (Primary)
(Max.64 characters)

SNTP Server
(Secondary)

(Max.64 characters)

Set Time Zone

Time Zone +09:00 ¥ | (Offset from GMT.)

Press Submit te send changes. Press Cancel to clear changes.

Fig. 76 - Smart Device Configuration
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Configure Device authentication:

1. Click in Admin Setup > Network >LDAP

View Info | Paper Setup | List | Admin Setup J| Job List | Direct Print | Tr:

Settings | Links

Admin Setup

[ General Network Settings

o TCR/IP

O NBT

0 Mail Server
E-mail

SNMP

PP

@ Google Cloud Print
O Windows Rally
CIEEE802.1X

O Secure Protocel Server

O Proxy

Security
Maintenance
Copy Setup
Fax Setup
FaxServer Function
Internet Fax Setup
Scanner Setup

Print From USB Memory SetL

M Aine Cnben

3

User Management |Account Management |sXP Application |Indexed Scan |Output Management

LDAP Server Setup

Server Settings :
LDAP Server

Port Number
Timeout

Max. Entries

Search Root

Attributes :

User Name

Mail Address
Additional Filter
Authentication :
Method

User ID

Password

Encryption :
Encryption

v Submit I Cancel I

[Max.B0 characters. This field = required.)

389 (1-65535)
30 (10-120)
100 (5-100)

ou=People,o=odc.local
(Max.64 charactars. This field is required.)

Namel: uid

(Max.32 characters. This field is required.)
Name2:

(Max.32 characters)

Name3:

(Max.32 characters)

mail

(Max.32 characters. This field is required.)

(Max.32 characters)

Digest-MD5 v
(Max.80 characters. This field is required.)

(Max.32 characters)

Mone v

Press Submit to send changes. Press Cancel to clear changes.

Fig. 77 - Smart Device Configuration
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Name Details

Directory Service IP address or HostName. If you select Secure Protocol in Method, you
LDAP Server have to set a host name or IP address which can be reversely resolve a host name from
the DNS server.

Default Directory Service port is 389. You should only change this if your LDAP server
has been configured to use a different port.

Timeout to get information from LDAP server after login the device. The setting is used
when you set Authenticate LDAP PIN or Authenticate LDAP IC Card.

Specify the maximum number of search results that are a response by e-mail address
Max. Entries search.

The setting is not used for LDAP authentication.

LDAP search base. Ex : CN=Users,DC=company,DC=com

The setting is not used for LDAP authentication.

Insert the field that you have mapped for the username.

Port Number

Timeout

Search Root

User N . ..
ser Name The setting is not used for LDAP authentication.

Mail Address Insert the flelgl thfat you have mapped for the email address. The setting is not used for

LDAP authentication.
(e . This filter is to find email address from LDAP server.

Additional Filter The setting is not used for LDAP authentication.
Select [Digest-MD5] or [Secure Protocol] based on your LDAP server environment.

Method Note: [Anonymous] and [Simple] doesn’t work for the access control.

Note: [Secure Protocol] requires DNS configuration and SNTP configuration in order to
synchronize the device time with the Secure Protocol server’s time.

User from AD or LDAP that has access to read all the AD or LDAP groups that you need
Username to synchronize. The setting is used when a user authenticates by Authenticate LDAP PIN
or Authenticate LDAP IC Card

Password Password of that user.

Encryption Encryption type.

Table 7 - Server Details

2. Make the LDAP configurations and click on Submit
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Configure Secure Protocol Server setting

Note: If you select Secure Protocol Server as Method in LDAP Server Setup, you must configure Secure Protocol Server.

1. Click in Admin Setup > Network >Secure Protocol Server

2. Configure Secure Protocol Server name in Domain.

OKI

View Info | Paper Setup | List] Admin Setup |Pob List | Direct Print | Transmission Settings | Links
User Management | Account Management |sXP Application |Indexed Scan | Qutput Management

[T I

© NET Secure Protocol Server Setting

) Please set SNTP Settings and DNS Settings for SecureProtocol to operate
O Mail Server

correctly.
E-mail (Max.64
|
SNMP characters.)

IPP
O Google Cloud Print
& Windows Rally

O JEEES02.1X

C

O LDAP
O Proxy

Security

13

Maintenance ;
T Submit | Cancel | Press Submit to send changes. Press Cancel to clear changes.

Fig. 78 - Smart Device Configuration

Note: The Secure Protocol Server name must be entered in capital letter.
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Configure Device Authentication:

Click in Admin Setup >Management>Access Control Setup

Enable Access Control

Disable Guest user use

To enable Authenticate LDAP Name. (to enable Authenticate LDAP PIN and Authenticate LDAP IC Card if you need)
Click Submit

vk wN e

OKI

View Info | Paper Setup | Listl] Admin Setup J{Job List | Direct Print | Transmission Settings | Links
User Management | Account Management |sXP Application |Indexed Scan | Qutput Management

Print From USE Memory Set. il Access Control Setup

Access Control Disable

Print Setup

Email Color v

Local Interface print
- Coogle
cl gd Color v
O System Setup ou
Print
(0 Power Save
Guest user use enable |® pisable
O Memory Setup

» Set Guest Permissions

O Language Maintenance

Setup Confirmation method :

O Font Setup Authenticate Local Name ® Enable Disable

Authenticate Local PIN ® Enable Disable

@ Admin Password

(@ Reset Settings

Fig. 79 - Smart Device Configuration

OKI

View Info | Paper Setup | Listl] Admin Setup | Job List | Direct Print | Transmission Settings | Links
User Management | Account Management [sXP Application |Indexed Scan | Qutput Management

Print From USB Memory Sett * Authenticate Local PIN ® Enable Disable
print Setup Authenticate Local IC Card ® Epable Disﬂﬂe
Authenticate LDAP Name ® Enable Disable
Authenticate LDAP PIN . i
Local Interface Ersiie Cleslit
I I Authenticate LDAP IC Card ® Epable Disable
m)
@ "
O System Setup Name Enable Disable
O Power Save Confirmation form :
O Memory Setup Default authentication Authenticate Local Name v

method

O Language Maintenance A .
Name authentication ]
Setup method when PC printing Authenticate LDAP Name v
O Fent Setup PIN authentication method

when PC printing Authenticate Local PIN ¥

O Admin Password
Register general user's IC
card

O Print Statistics *  Submit | Cancel | Press Submit to send changes. Press Cancel to clear changes.

.3

O Reset Settings ® Enable Disable

Fig. 80 - Smart Device Configuration
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If you wish to work with PIN in Directory Service, please follow this procedure:

Note: SENDYS Explorer will not make any configurations of PINs in Directory Service, so if you are working with Directory

Service PIN you need to configure the device PINs manual in your Directory Service.

1. Click in User Management > User List > LDAP Authentication Settings > LDAP Authentication Settings

2. Insert the field that you have map as PIN to PIN
3. Click Submit

0 User List Display name displayName
(Max.64 characters)
O Role List i
Mail address mai
O Group List (Max.64 characters)
E I Language code preferredLanguage
(Max.64 characters)

o]
| | Group department
(Max.64 characters)

O Role Assignment

Card ID
(Max.64 characters)

View Info | Paper Setup | List | Admin Setup | Job List | Direct Print | Transmission Settings | Links
Jser Management | Account Management | sXP Application |Indexed Scan | Qutput Management

User Management User information LDAP Key settings

Regulations IC card authentication LDAP Key settings

PIN confirmation LDAP Key settings

(Max.64 characters)

Cache authentication Enahle @) Micohia

User information cache settings

Submit | Cancel | Press Submit to send changes. Press Cancel to clear changes.

Fig. 81 - Smart Device Configuration

Note: The default field in SENDYS Explorer for PIN is “homePhone”
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If you which to work with Card in Directory Service, please follow this procedure:

Note: SENDYS Explorer will not make any configurations of card id in Directory Service, so if you are working with Directory
Service card you need to configure the device card’s manual in Directory Service.

1. Click in User Management > User List > LDAP Authentication Settings > LDAP Authentication Settings
2. Insert the field that you have map as card id to Card ID
3. Click Submit

View Info | Paper Setup | List | Admin Setup | Job List | Direct Print | Transmission Settings | Links
ccount Management | sXP Application |Indexed Scan | Qutput Management
User information LDAP Key settings

User Management

0 User List Display name displayName

(Max.64 characters)

O Role List .
mail

(Max.64 characters)

Mail address
O Group List

Language code preferredLanguage
_I (Max.64 characters)
| o | Group department
(Max.64 characters)

O Role Assignment
Regulations IC card authentication LDAP Key settings

Card ID

(Max.64 characters)

PIN confirmation LDAP Key settings

PIN I |

(Max.64 characters)

User information cache settings

Cache authentication Enahle @) Micohia

Submit | Cancel Press Submit to send changes. Press Cancel to clear changes.

Fig. 82 - Smart Device Configuration
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éSMART DEVICE CONFIGURATION (SXP VERSION 2.0 (C542/ES5442 SERIES))

SCREEN APPLICATION CONFIGURATION

In order to see the application on the device screen you need to configure the sXP application on the smart device.

The application address is http://[ServerIP]:50091/scan.aspx.

Go to the device webpage http://[DevicelP]
Click on [Administrator Login]

Insert admin username and password default credentials (admin/999999)
If the following screen is appeared, please click [SKIP]

P wNR

OKI

Refresh

View Info | Direct Print | Links

View Information Alert Information Remaining Toner :

PDL Error Occurrad
Counter Toner Low for Cyan
Wagents: || 100%
Refeork Device Name OKI-MC883-0ED516
@ System IP Address 10.37.41.133
IPv6 Address LPR ©
Port9100 Q@
Administrator Login fe80:0000:0000:0000:0225: 36ff:fe0e:d516
Link-Local Address TP (@)
0000:0000:0000:0000:0000:0000:0000:0000 IPP .
Stateless Address
MAC Address 00:25:36:0E:D5:16
Location
SNMP (0]
Serial Number BETA100048
WEB (0]
Asset Number
Telnet O
Contact Name
- Administrator

Fig. 83 - Smart Device Login

©Alidata 2021 68 of 341


http://[ServerIP]:50091/scan.aspx
http://[DeviceIP]

sendys
m explorery Administrator Manual

OKI

MC883
This is the devices identity on the network (sysName, and Device Name).
Short Device Name |MC883-0EDS16 (Max.15characters)
A maximum of 15 characters can be used (alpha/numeric characters and "-"
are acceptable.)
Location (Max.255 characters)
Asset Number (Max.32 characters)

Contact Name
- Administrator

TCP/IP Enable

(Max.255 characters)

NetBIOS over TCP Enable v

0K Do not show this page again.

Fig. 84 - Smart Device Login

To configure SENDYS Explorer as default machine screen:

5. Click on sXP Application.
6. Click on [+].

OKI

View Info | Paper Setup | List | Admin Setup | Job List | Direct Print | Transmission Settings | Links

User Management | Account Management |sXP Applicati Indexed Scan | Qutput Management

L

DefaultMode| Application Name URL Address

Fig. 85 - Screen Application Configuration
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7.

8.

In the new window:

a. Define the Application Name.

b. Set URL Address to http://[ServerIP]:50091/scan.aspx.
Click OK.

SENDYS Explorer

Application Name*

Application setting

“required input

URL Address*

|http:,f',f'[ServerIP] 15009 1fscan.aspx|

ﬁl Cancel |

Fig. 86 - Screen Application Configuration

Note: This will add SENDYS Explorer to the device JOB Macro.

Then on the device you need to:

10.

Access as admin.
Go to Admin Setup > Configure Home Screen > Touch a blank space > ADD
Select SENDYS Explorer from the JOB Macro

Select Default Mode.
Click Submit.

iew Info | Paper Setup | List | Admin Setup | Job List | Direct Print | Transmission Settings | Links
ser Management | Account Management |sXP Application |Indexed Scan |Qutput Management

DefaultMode| Application Name URL Address
I . I SENDYS Explorer http://[ServerlP]:50091/5can.aspx

sXP Application

Submit | Cancel Press Submit to send changes.
Press Cancel to clear changes.

Fig. 87 - Screen Application Configuration
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Note: This will only define the default screen application.
Then on the device you need to:

e  Access as admin.
e Go to Admin Setup > Manage Unit > Default Mode
e Select Web Browser
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SFP LOCAL AUTHENTICATION

This section will describe how to configure the device to work with MFP local authentication.

Go to the device webpage http://[DevicelP]
Click on [Administrator Login]

el A

If the following screen is appeared, please click [SKIP]

Insert admin username and password default credentials (admin/999999)

View Info | Direct Print | Links

Refresh

ey Alert Information

o PDL Error Occurred

Toner Low for Cyan

Counter

O Supplies Life

Remaining Toner :

100%
Cyan: 10

100%

80%

Network Device Name OKI-MC883-0ED516

IP Address
IPvG Address
fe80:0000:0000:0000:0225: 36ff:fe0e:d516

Link-Local Address

0O System 10.37.41.133

Administrator Login

0000:0000:0000:0000:0000:0000:0000:0000
Stateless Address
MAC Address 00:25:36:0E:D5:16
Location
Serial Number BETA100048
Asset Number

Contact Name
- Administrator

LPR
Port9100
FTP
IPP

®
(O]
O
(O]

Setting Service Enabled

SNMP (5]
WEB (5]
Telnet O

Fig. 88 - Smart Device Configuration

This is the devices identity on the network (sysName, and Device Name).

MC883-0EDS16

Short Device Name

{Max. 15characters)

A maximum of 15 characters can be used (alpha/numeric characters and "-"
are acceptable.)

Location (Max.255 characters)
Asset Number (Max.32 characters)

Contact Name
- Administrator

TCP/IP Enable

(Max.255 characters)

r

NetBIOS over TCP Enable

0K Do not show this page again.

Fig. 89 - Smart Device Configuration
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Configure Device Authentication:

Click in Admin Setup >Management>Access Control Setup

Enable Access Control

Disable Guest user use

To enable Authenticate Local Name. (to enable Authenticate Local PIN and Authenticate Local IC Card if you need)
Click Submit

L X N O w

OKI

View Info | Paper Setup | Listl] Admin Setup J{Job List | Direct Print | Transmission Settings | Links
User Management | Account Management |sXP Application |Indexed Scan | Qutput Management
Access Control Setup

Print From USE Memory Set. -

Access Control Disable

Print Setup

Email Color v

Local Interface print
- Coogle
cl gd Color v
O System Setup ou
Print
(0 Power Save
Guest user use Enable |® pisable
O Memory Setup

» Set Guest Permissions

O Language Maintenance

Setup Confirmation method :

O Font Setup Authenticate Local Name ® Enable Disable

Authenticate Local PIN . :
O Admin Password Enable Disable

Authenticate Local IC Card =

(@ Reset Settings
~ | submit [J cancel Press Submit to send changes. Press Cancel to clear changes.
S

Fig. 90 - Smart Device Configuration

Note: You must create all users on the device. SENDYS Explorer will then automatically create the users within the
application when each user first logs-into the device, their initial SENDYS Explorer web password is the same as the
username that is displayed on the device.

Note: Users can select the authentication method by their selves. If you would like to restrict the authentication method,
please disable Confirmation Method (Authenticate Local Name, Authenticate Local PIN, Authenticate Local IC Card) if you
need.

Note: If you can allow users to associate their card ID with their account, enable Register general user’s IC card.

O System Setup Confirmation form :
O Power Save Default authentication Authenticate Local Name ¥
method

O Memory Setup N N
Name authentication

@ Language Maintenance method when PC printing
Setup

Authenticate Local Name ¥

PIN authentication method Authenticate Local PIN *

O Font Setup when PC printing
O Admin Password (R el o IE - Enable Disable
card
U Reset Settings » Card read settings
@ Print Statistics System Setup
Pllizzrinsic | T Submit | Cancel | Prass Submit to send changes. Prass Cancel to clear changes.

Fig. 91 - Smart Device Configuration
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To create users go to User Management > User List>Local User >[+]

lser Managementl Account Management | sXP Application |Indexed Scan |Qutput Management

User Management

O Group List

ype of user to be displayed.

O Role List LDAP User ) Kerberos User

LDAP Authentication Settings

User Name PIN Card ID

admin

2000000000

Copy

Fig. 92 - Smart Device Configuration

User Name *

Password *

Display Name

E-mail address

Language Code

User Information Settings

“required input

(Max.32 characters)

(Max.32 characters)

(Max.54 characters)

(Max.54 characters)

other v (Max.&4 characters)

PIN (1-1,879,048,1%1)
Card ID
(Max.256 characters)
Role Change I
Group Change I
Submit I Cancel

Fig. 93 - Smart Device Configuration

Note: You must enter PIN if you use Authenticate Local PIN.

Note: You must enter Card ID if you use Authenticate Local IC Card and disable Register general user’s IC card in Access
Control Setup. MC8x3/ES84x3 supports Elatec TWN4 card reader with keyboard interface for authentication by IC Card.
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DIRECTORY SERVICE AUTHENTICATION

This section will describe how to configure the device to work with your directory service for authentication.

el e

Go to the device webpage http://[DevicelP]

Click on [Administrator Login]

Insert admin username and password default credentials (admin/999999)
If the following screen is appeared, please click [SKIP]

Refresh

View Info | Direct Print | Links

o]

Counter

O Supplies Life
Network

@ System

ey Alert Information

Remaining Toner :
PDL Error Occurred

Administrator Login

Toner Low for Cyan
wacents: ] 100%
Device Name OKI-MC883-0ED516
IP Address 10.37.41.133
IPvG Address LR ©
fe80:0000:0000:0000:0225: 36fF:fe0e:ds16 T orto100 1
Link-Local Address TP O
0000:0000:0000:0000:0000:0000:0000:0000 IPP .
Stateless Address
MAC Address 00:25:36:0E:D5:16
Location
SNMP O
Serial Number BETA100048
WEB (0]
Asset Number
Telnet O

Contact Name
- Administrator

Fig. 94 - Smart Device Configuration

Short Device Name

Location
Asset Number

Contact Name
- Administrator

TCP/IP
NetBIOS over TCP

This is the devices identity on the network (sysName, and Device Name).
MC883-0ED516

{Max. 15characters)

A maximum of 15 characters can be used (alpha/numeric characters and "-"
are acceptable.)

(Max.255 characters)

(Max.32 characters)

(Max.255 characters)

Enable
Enable v

0K Do not show this page again.

Fig. 95 - Smart Device Configuration
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Configure Device DNS settings:

Note: If Device DHCP server information is retrieved from DHCP server correctly, you don’t have to configure Device DNS

setting manually.

Click OK

vk wn e

Click Submit

Click in Admin Setup > Network>TCP/IP
Click on (OPTIONAL) Change other TCP/IP settings.
Configure the primary DNS Server Address

View Info | Paper Setup | List
User Management | Account Management [sXP Application |Indexed Scan | Qutput Management

Ad Setup

@ General Network Settings

O NBT

@ Mail Server
E-mail

SNMP

IPP

0 Google Cloud Print
O Windows Rally

O IEEE802.1X

Job List | Direct Print | Transmission Settings | Links

Admin Setup

General Network Settings

HUB Link Status OK(100Base-TX Full)
Gigabit Network Disable ¥
HUB Link Setting Auto Negotiation ¥

Energy Efficient
Ethernet

TCP/IP Settings

STEP1. Select method for obtaining IP Address.

Enable v

= Obtain IP Address automatically.(by DHCP)
Obtain IP Address automatically.{by BOOTP)
» Set IPv4 Address manually.

STEP2. » I(OPTIONAL)Chanqe other TCP/IP settings.{DNS...} I

O Secure Protocol Server — ~ gy pmie | cancel | Prass Submit to send changas. Prass Cancel to clear changes.
»

Change other TCP/IP settings

These settings are optional.

= DNS Server : ﬁ)

Fig. 96 - Smart Device Configuration

IDNS Server(Primary) | I

DNS Server(Secondary) |

= Dynamic DNS (DDNS) :

Dynamic DNS Disable v

Host Name MC883-0ED516 EQ

Domain Name (Max.253
characters)

Registration Status I?a)

= WINS Server : Eg

WINS Server(Primary) Example:192,168.0.2

WINS Server(Secondary) [Example:192.168.0.3

WINS Registration Status Name registration successful.
Scope ID

= Auto Discovery :

Windows Disable v
Macintosh Enable v

|OKI-MCa83-xx000q l(Max.31
Device Name characters)

I OK I Cancel |

i
13
i}

(Max.
characters)

(Printer is identified by this Name.)

Fig. 97 - Smart Device Configuration
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Configure Device

SNTP settings:

Note: If Device SNTP server information is retrieved from DHCP server correctly, you don’t have to configure Device DNS

setting manually.

Note: If you set correct date and time manually, you don’t have to configure Device SNTP server setting.

P wNR

Click in Admin Setup >User Install > Time Setup
Set “Auto” in Time Setup
Configure the SNTP Server (Primary) Address
Click Submit

OKI

View Info | Paper Setup | List
User Management | Account Management

Admin Setupf| Job List | Direct Print | Transmission Settings | Links
sXP Application |Indexed Scan |Qutput Management

CHTn T Time / SNTP Settings

Network
Copy Setup
Fax Setup
FaxServer Function
Internet Fax Setup
Scanner Setup
Print From USE Memory Seti
Print Setup
Management

O Power Setup

O Fax Setup
==]

0 Business Phone Setup

[ Cther Settings

T Submit | Cancel
|3

Setup the printer time using SNTP { Simple Network Time Protocal ).

Time Setup
» Manual Setup
SNTP Server (Primary)
(Max.64 characters)

SNTP Server
(Secondary)

(Max.64 characters)

Set Time Zone

Time Zone +09:00 ¥ | (Offset from GMT.)

Press Submit te send changes. Press Cancel to clear changes.

Fig. 98 - Smart Device Configuration

©Alidata 2021

77 of 341



D s6ndys

Administrator Manual

Configure Device authentication:

1. Click in Admin Setup > Network >LDAP

View Info | Paper Setup | List | Admin Setup J| Job List | Direct Print | Tr:

Settings | Links

Admin Setup

[ General Network Settings

o TCR/IP

O NBT

0 Mail Server
E-mail

SNMP

PP

@ Google Cloud Print
O Windows Rally
CIEEE802.1X

O Secure Protocel Server

O Proxy

Security
Maintenance
Copy Setup
Fax Setup
FaxServer Function
Internet Fax Setup
Scanner Setup

Print From USB Memory SetL

M Aine Cnben

3

User Management |Account Management |sXP Application |Indexed Scan |Output Management

LDAP Server Setup

Server Settings :
LDAP Server

Port Number
Timeout

Max. Entries

Search Root

Attributes :

User Name

Mail Address
Additional Filter
Authentication :
Method

User ID

Password

Encryption :
Encryption

v Submit I Cancel I

[Max.B0 characters. This field = required.)

389 (1-65535)
30 (10-120)
100 (5-100)

ou=People,o=odc.local
(Max.64 charactars. This field is required.)

Namel: uid

(Max.32 characters. This field is required.)
Name2:

(Max.32 characters)

Name3:

(Max.32 characters)

mail

(Max.32 characters. This field is required.)

(Max.32 characters)

Digest-MD5 v
(Max.80 characters. This field is required.)

(Max.32 characters)

Mone v

Press Submit to send changes. Press Cancel to clear changes.

Fig. 99 - Smart Device Configuration
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Name Details

Directory Service IP address or HostName. If you select Secure Protocol in Method, you
LDAP Server have to set a host name or IP address which can be reversely resolve a host name from
the DNS server.

Default Directory Service port is 389. You should only change this if your LDAP server
has been configured to use a different port.

Timeout to get information from LDAP server after login the device. The setting is used
when you set Authenticate LDAP PIN or Authenticate LDAP IC Card.

Specify the maximum number of search results that are a response by e-mail address
Max. Entries search.

The setting is not used for LDAP authentication.

LDAP search base. Ex : CN=Users,DC=company,DC=com

The setting is not used for LDAP authentication.

Insert the field that you have mapped for the username.

Port Number

Timeout

Search Root

User N . -
ser Name The setting is not used for LDAP authentication.

Mail Address Insert the flelc?l thfat you have mapped for the email address. The setting is not used for

LDAP authentication.
(e . This filter is to find email address from LDAP server.

Additional Filter The setting is not used for LDAP authentication.
Select [Digest-MD5] or [Secure Protocol] based on your LDAP server environment.

Method Note: [Anonymous] and [Simple] doesn’t work for the access control.

Note: [Secure Protocol] requires DNS configuration and SNTP configuration in order to
synchronize the device time with the Secure Protocol server’s time.

User from AD or LDAP that has access to read all the AD or LDAP groups that you need
Username to synchronize. The setting is used when a user authenticates by Authenticate LDAP PIN
or Authenticate LDAP IC Card

Password Password of that user.

Encryption Encryption type.

Table 8 - Server Details

2. Make the LDAP configurations and click on Submit
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Configure Secure Protocol Server setting

Note: If you select Secure Protocol Server as Method in LDAP Server Setup, you must configure Secure Protocol Server.

1. Click in Admin Setup > Network >Secure Protocol Server

2. Configure Secure Protocol Server name in Domain.

OKI

View Info | Paper Setup | List] Admin Setup |Pob List | Direct Print | Transmission Settings | Links
User Management | Account Management |sXP Application |Indexed Scan | Qutput Management

[T I

© NET Secure Protocol Server Setting

) Please set SNTP Settings and DNS Settings for SecureProtocol to operate
O Mail Server

correctly.
E-mail (Max.64
|
SNMP characters.)
IPP

O Google Cloud Print
& Windows Rally

O JEEES02.1X
PE——

C

O LDAP
O Proxy

Security

13

Maintenance ;
T Submit | Cancel | Press Submit to send changes. Press Cancel to clear changes.

Fig. 100 - Smart Device Configuration

Note: The Secure Protocol Server name must be entered in capital letter.
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Configure Device Authentication

Click in Admin Setup >Management>Access Control Setup

Enable Access Control

Disable Guest user use

To enable Authenticate LDAP Name. (to enable Authenticate LDAP PIN and Authenticate LDAP IC Card if you need)
Click Submit

vk wN e

OKI

View Info | Paper Setup | Listl] Admin Setup J{Job List | Direct Print | Transmission Settings | Links
User Management | Account Management |sXP Application |Indexed Scan | Qutput Management

Print From USE Memory Set. il Access Control Setup

Access Control Disable

Print Setup

Email Color v

Local Interface print
- Coogle
cl gd Color v
O System Setup ou
Print
(0 Power Save
Guest user use enable |® pisable
O Memory Setup

» Set Guest Permissions

O Language Maintenance

Setup Confirmation method :

O Font Setup Authenticate Local Name ® Enable Disable

Authenticate Local PIN ® Enable Disable

@ Admin Password

(@ Reset Settings

Fig. 101 - Smart Device Configuration

OKI

View Info | Paper Setup | Listl] Admin Setup | Job List | Direct Print | Transmission Settings | Links
User Management | Account Management [sXP Application |Indexed Scan | Qutput Management

Print From USB Memory Sett * Authenticate Local PIN ® Enable Disable
print Setup Authenticate Local IC Card ® Epable Disﬂﬂe
Authenticate LDAP Name ® Enable Disable
Authenticate LDAP PIN . i
Local Interface Ersiie Cleslit
I I Authenticate LDAP IC Card ® Epable Disable
m)
@ "
O System Setup Name Enable Disable
O Power Save Confirmation form :
O Memory Setup Default authentication Authenticate Local Name v

method

O Language Maintenance A .
Name authentication ]
Setup method when PC printing Authenticate LDAP Name v
O Fent Setup PIN authentication method

when PC printing Authenticate Local PIN ¥

O Admin Password
Register general user's IC
card

O Print Statistics *  Submit | Cancel | Press Submit to send changes. Press Cancel to clear changes.

.3

O Reset Settings ® Enable Disable

Fig. 102 - Smart Device Configuration
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If you wish to work with PIN in Directory Service, please follow this procedure:

Note: SENDYS Explorer will not make any configurations of PINs in Directory Service, so if you are working with Directory

Service PIN you need to configure the device PINs manual in your Directory Service.

1. Click in User Management > User List > LDAP Authentication Settings > LDAP Authentication Settings

2. Insert the field that you have map as PIN to PIN
3. Click Submit

0 User List Display name displayName
(Max.64 characters)
O Role List i
Mail address mai
O Group List (Max.64 characters)
E I Language code preferredLanguage
(Max.64 characters)

o]
| | Group department
(Max.64 characters)

O Role Assignment

Card ID
(Max.64 characters)

View Info | Paper Setup | List | Admin Setup | Job List | Direct Print | Transmission Settings | Links
Jser Management | Account Management | sXP Application |Indexed Scan | Qutput Management

User Management User information LDAP Key settings

Regulations IC card authentication LDAP Key settings

PIN confirmation LDAP Key settings

(Max.64 characters)

Cache authentication Enahle @) Micohia

User information cache settings

Submit | Cancel | Press Submit to send changes. Press Cancel to clear changes.

Fig. 103 - Smart Device Configuration

Note: The default field in SENDYS Explorer for PIN is “homePhone”
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If you which to work with Card in Directory Service, please follow this procedure:

Note: SENDYS Explorer will not make any configurations of card id in Directory Service, so if you are working with Directory
Service card you need to configure the device card’s manual in Directory Service.

1. Click in User Management > User List > LDAP Authentication Settings > LDAP Authentication Settings
2. Insert the field that you have map as card id to Card ID
3. Click Submit

View Info | Paper Setup | List | Admin Setup | Job List | Direct Print | Transmission Settings | Links
ccount Management | sXP Application |Indexed Scan | Qutput Management
User information LDAP Key settings

User Management

0 User List Display name displayName

(Max.64 characters)

O Role List .
mail

(Max.64 characters)

Mail address
O Group List

Language code preferredLanguage
_I (Max.64 characters)
| o | Group department
(Max.64 characters)

O Role Assignment
Regulations IC card authentication LDAP Key settings

Card ID

(Max.64 characters)

PIN confirmation LDAP Key settings

PIN I |

(Max.64 characters)

User information cache settings

Cache authentication Enahle @) Micohia

Submit | Cancel Press Submit to send changes. Press Cancel to clear changes.

Fig. 104 - Smart Device Configuration
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MFP DEVICE (NON-SMART) CONFIGURATION

Using MFP non-smart devices requires setting up the network ftp scan profile.

pwnN e

Click on New.

Go to the device’s page http://[DevicelP]/.
Insert admin credentials and click on Login (by default admin/aaaaaa).
Click on Profile/List.

O NetworkScan

pelete | Edit |

Profile List:
[ 1

Fig. 105 - MFP Configuration

5. Refer to following table while filling the information:

Name

Profile Name
Protocol

Target URL

Port Number

FTP Passive Mode
User Name

Password

File Name

Details

Name of the profile.

Protocol that will be used with this profile. Set to FTP.

FTP path to ScannedFiles folder on the server.

Port number for this profile. By default, 21 is the port assigned to FTP.

Set to OFF.

Same Administrator username that you used in the SENDYS Explorer installation.

Same Administrator password that you used in the SENDYS Explorer installation.

File name for documents scanned while using this profile.
It should be mfp_[PrinteriP].#d or mfp_[PrinterName].#d.
Note: [PrinterlP] must be split by underscores and [PrinterName] must not contain

periods.
Table 9 - Profile details.

Note: All other settings are document specific settings that should be defined by the user. You can also create as many

profiles as needed with the same server settings and different document settings
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6. Click on Submit

Profile Settings

Profile Name

Protocol
Target URL

Port Number

FTP Passive Mode
User Name

Password

Encode Communication
¥ Detail

Scan Size
Image Settings :
Density

Document Type
Background Removal
Resolution

Contrast

Hue

Saturation

RGB

File Name

Grayscale

File Format :
Color

Mono (Grayscale)
Mono (Binary)

Encrypted PDF :
Encrypted PDF

Compression Rate :
Color

Mono (Grayscale)
Mono (Binary)
Edge Erase :
Setting

width

Submit I

Cancel

SendysExplorer (Max.16 characters)

ftp:I_n’;"serverlpadreess,’SendysEprorer;‘ScannedFlles 3

(Max.144 characters)
Example: //TESTCOMPUTER/TEST

(1-65535)
o ]

Iadministratnr

| (Max.32 characters)

| (Max.32 characters)

|......l.........
None v
A4 v
4] v

Text&Photo v

3 v
200 dpi v
0 v
0 v
[
0 v
0 v
0 v

lmfp_[Name or IP Address].#d

(Max.64 characters)

Example:

Image#n. The sequential number is given to the place of
"#n.

Image#d. Date is given to the place of "#d".

OFF v
PDF v
PDF v
PDF v

Not Encrypt v

Low v
Low v
High v
OFF v

5 v mm

Press Submit to send changes. Press Cancel to clear
changes.

Fig. 106 - MFP Profile Configuration
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OUTPUT MANAGER CONNECTOR

ADVANTAGES

SENDYS Explorer is a scalable solution that allow your organization to have full control over all document workflow in your
organization.

The solution is composed by several components “Connectors” that provide your organization to have devices control, print
management, document capture and workflows.

The integration and control over all devices, input and output of documents that allow you to automate your process,
increase security and increase your company efficiency and productivity.

SENDYS Explorer with Output Manager connector provides a print management solution that delivers real savings for
companies. It’s a scalable and customisable solution for companies of all sizes with varied demands and specific needs.

COST CONTROL

Visibility and control of print and copy usage, by user or department. Quota settings. Educated decisions on device
consolidation.

PULL PRINTING & MOBILE

Print from any device and release at any enabled device. Smartphone, RFID card and PIN control
CENTRALISED ADMINISTRATION

Web interface for remote access configuration and system management. Import users from Active Directory.
PRINT POLICY MANAGEMENT

Customize polices and routing conditions. Track rules, usage of supplies and estimated CO2 consumption. Job restrictions by
user, department, application or document type.

ENHANCED SECURITY
Print jobs only released after user authentication. Device access rights applied to users.
VENDOR AGNOSTIC

Open, scalable and vendor-neutral solution, compatible to any printer.
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INSTALLATION

For the Output Manager Connector installation:

1. Enter on portal with Administrator credentials.
2. Click on License menu.

On this License menu view, if the license for Output Manager Connector is installed.

3. Start the installation pressing the button Start Install OM (placed on top menu).

< Administration

Sendys Explorer

Showing 110 1 of 1 entries

CE
1
o
oY
[+
o

00>

Fig. 107 -License view - Output Connector installation.

4. Select the type of installation and procced.

The options available are related with the creation of the database. The options are:

Name Details

This installation will check if the SQL instance exists (if not then creates it) and then
Quick creates the database for the Output Manager automatically. This is a common type of
installation when there isn’t any problem or requirements for the instance and database
installation on the machine.

On this installation, the instance and the database installation are configured if there are
any specification for the installation on the machine.

Cancel Cancel the installation of Output Manager and return to the License view.

Advanced

Table 10 - Print job convert operation
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5. Select the pretended options to procced the installation.

< Administration

Install Output Manager Connector Step1

To install Output Manager Connector you need to click Quick or Advanced install
This action is an asynchronous pracess and will nat intsupt the application working process.

Quick - System will download and install Mcrosoft SOL Server and create database on this server

Advanced - You need to have a Microsot SQL Database Server and the system will install the database on that
senver.

Cancel - Wil stop installation pracess.

Fig. 108 - Output Connector type of installation.

At this moment, the installation started, creating the new content and database and only after the finalization of the
installation, the new content of Output Manager Connector is accessible.

After this, the installation Output Manager Connector menu will appear on the top menu on the SENDYS Explorer portal.

% Home
ﬂ

Upload Docum... Document Expl...| Contacts User Config

g & @ ¥

SharePoint Google Drive DropBox OneDrive

Fig. 109 -License view - Output Connector installation.

NOTE: The installation has several phases which in each phase some features on the portal are blocked.
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OVERVIEW

Go to the browser http://serverIP:50091/.
Login on the application as admin.

Note: By default, you can sign in using admin both username and password.
3. Click on Admin Config.

explorel OKIMCT70(PCL) ¥k

g

Logout

'~'f Home

ﬂ W —

i Upload Documents | Document Explorer = Contacts User Config

Fig. 110 - Web Portal

All configuration screens are work similarly, so we will start by explaining the basic icons and options of the admin
configuration section.

7 =Y R o RO

Fig. 111 - Grid of possible Options

In the grids/table of contents we can find the above icons:

Selection element Deactivate

n Not possible to delete element Link to device webpage
Delete element Gy Download

n Edit element Send email

ﬂ View Details E View Queue Details
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These Icons represent the various status and type of messages shown on the grids/tables of contents.

0 © Status OK 0 Status INFO

Status WARNING 3] Status ERROR/FATAL

In most of the sections the edit and delete buttons are in the grid/table of contents on the left side, as in the following
picture.

The Add button and other section options are in the top right corner as in the below picture.

View Giobal Options f —>1 75-// ;/

8
# Open elements i
Filter Options j v
EGiUAGG that where not Saved * Login user options I
4
‘Show/Hide - quick help j’ @ -
contaen A -
Grid Options }\ -
Ao ek A Sl s e & W T T
uuuuu Emai Guest Accoumt

eneres fitered from 93 total everes
-
Options (Detail'Send MaiEditDelets)

* Navigation

,,,,,,,

Fig. 112 - Platform Overview options

View Global Options: this buttons change between views and they are used to execute actions according with the view.

= )
Send Email to all Darmmue
e Mew lemove

Fig. 113 - View Global Options

Grid Options: this options are associated with all grids and the actions that can be executed are:

e Selection Mode- Choose the mode to select the element on the grid. The modes are line selection, individual
selection or only text selection.

e Select - use this tool to help on the pretended selection, for example clicking on “All” all the elements the grid will
be selected.

e Export- grants the possibility to export the grid data, to an Excel file for example.

e Eye symbol - use this tool to choose the field to show on the grid.

e Floppy disk symbol - saves the grid configuration.

e Refresh symbol - refresh the grid data.

Selection Mode: 5

=2/ A  select:All/ None/ Inverse & @&

il
Q

Fig. 114 - Grid Options
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B Printers/MFPs

I Docus

€ RerorT

A Warn

G L

Fig. 115 - Navigation menu
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In the top right corner of the application you have the following icons, those icons are always visible and show you a quick
way to access some of the system options, also additional to this the application provide dynamic warnings from the devices
and server, those alerts are display also on right corner above the icons.

& ADMIN

Fig. 116 - Alerts - Edit/Add not saved - Quick Help - Login User Options

& ADMIN

Alerts & Warnings

Elements that where edited/added but
are not vet save

Help

User Options

& ADMIN
e @ User Portal
@ Printer OKI MCB63 is of... O 1zoeAM *
Printer 0Kl MC863 is offli... = ! NDtiﬁCﬂtiDnS :}
@ Printer OKI MC863 is of... ©1zosad :
Printer OKI MCBG3 is offl.. = A Clear user data
@ Printer OKIMC863 is of... @1z0san X &, Change Password
Printer OKI MC863 is offli... =
2 unsaved documents. ﬂ Lock
@ Printer OKI MC863 is of... @1z0saM Users
Printer OKI MC863 is offli... > Fernandes, Jodo I
: > Mew User Q LDgDut

Fig. 117 - Alerts - Edit/Add not saved - Login User Options

Alerts & Warnings: This section will allow access to dynamic alerts and they can be consulted.

Element: this box represents the elements that where edited/added but are not yet saved. Clicking on them, it redirects to
the element.

User Options: on this menu User Portal can be accessed, turn on/off Notifications, clearing User Data, changing Password,
Lock and Logout of application.

Help: Information about the application, suggestions about what view options are available and changing color theme and
language skins.
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& ADMIN

1gua

English -

admin and user
=d.

Purple

Fig. 118 - Help - Settings - About
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DASHBOARD

This view shows important information about the SENDYS Explorer managing. Those graphics and tables can be refreshed
individually or all at the same time.

IT-MANAGER

1. Click on Dashboard menu.
2. Click on IT-Manager tab.

e SENDYS Explorer Status: shows the Windows Services Status working with the application. The options Start and
Stop are available. FTP Server button represent the hard-link to show on browser the FTP folder.

e System Summary: shows total counters presented on the server.

e Last 30 Days Page Volume: show the counters of printed pages on last 30 days.

e  Printer Status: shows all printers and some information associated.

e Network Scan Summary: shows the summary of all network scan actions.

Dashboard bt S

Last 30 Days Page Volume

cooooe

ur

0

Printer Status

Trereee e
ecsaan

Fig. 119 - Dashboard - IT Manager

Printer Status Icons info:

(v Status OK (1] Status INFO

Status WARNING 3¢ ] Status ERROR/FATAL
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‘USAGE RATE

1. Click on Dashboard menu.
2. Click on Usage Rate tab.

This view shows the rates of each type of print job done with the SENDYS Explorer application. Each graphic is dedicated to
one subject. They are related with the type of jobs (copy or prints) and if it was color or mono.

= 4 ?  &ADMIN
@ DrswsorrD = =
& Dashboard fownel renn
&0 IT-MANAGER ~ USAGERATE  DEVICES  ENVIRONM...
Copy Usage B = - Print Usage 6= -
B oK MCss2(PLCS) B oxincsss(pCLe)
M ok essaaz(peLs) B oximcsT3(PeLs)
W oKIMcas3(PeLE) W oKimese2(pLes)
oKI MCTT0(PCL) B oxncTIopCL)
] ummcswz(wc‘ B oxiEss4a2(rC

@ License

&b AuDATA

0
OKIMCS62(PLCS) OKIMCBS3(PCLE) OKIES5442(PCLS) OKIMCTTO(PCL) OKIMCST3(PCLS)

0
OKIMCSB2(PLCS) OKI ESS442(PCLS] OKIMCTTO(PCL) OKIMCSS3(PCLE) OKI MCST3(PCLS)

Copyright © 2015-2016. All rights reserved.

Color Copy Pages B8 = -

Mono Print Pages o

0
OKI MCBS3(PCLG) OKIESS442(PCLS) OKIMCST3(PCLS) OKIMCSE2(PLCS) OKIMCTTOPCL)

Color Print Pages =

0
OKI MCSTS(PCLS) OKI MCS62(PLCS) OKIMCTTO{PCL) OKIMCBSS(PCLE) OKI ESS442(PCLS)

Version 2.1.0.5588

Fig. 120 - Dashboard - Usage Rate
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‘DEVICES

1. Click on Dashboard menu.
2. Click on Devices tab.

This view shows all information related with all printers installed on application. Errors and availability rate are showed here.

X 7 auws
& Dashboard o e
TMANAGER USAGERATE  DEVIES  ENVIRONMENT
Device Infarmation Printer Status
2 WANNINGS  SHHOS  DFFLINE PRINTERS
) P——
= printe Offine printers  Date
& 2 ]
E uz {f @
& for the next 7 days
sertal Location 15 Remainiag ColorPages  MonoPages  Total Remaining Days Expected tnd bate
Logsica @ 2 L 3 0
[ 0
[} s e
[=) It 128 seta
-] 3% 1263 5619
Device Errors - | e
Copyright £ H017. AlLights ieserved Version 312175

Fig. 121 - Dashboard - Devices

©Alidata 2021 97 of 341



D s6ndys

Administrator Manual

ENVIRONMENT

1. Click on Dashboard menu
2. Click on Environment tab.

This view shows information and graphics related with Savings, Consumed CO2, etc.

= A4 7 &somn
® Dashboard Bt it
ITMANAGER ~ USAGERATE  DEVICES  ENVIRONMENT
Consumed Supply e - Saved a -
[@ Month Sheets Duplex 265 [3 Month Sheets Duplex 162
[@ MonthSheets Simplex 1463 [ MonthSheets Simplex 834
[ Month sheets 1728 [ Month Sheets 996
[@ Vear Sheets Duplex 2260 [ Year Sheets Duplex 3564
[ Year Sheets Simplex 12242 [ Year Sheets Simplex 7692
[3 VearSheets 14502 [3 Year Sheets 11256
[ Duplexsheets 2260 [3 DuplexSheets 3564
[@ Ssimplex Sheets 12242 [ simplex Sheets 7692
[ sheets 14502 @ sheets 11256
Toner Cyan 110
© Toner Magenta 100
CHME Toner Yellow 116
@ TonerBlack 108
Drum Cyan ur
@ Drum Magenta 105
Drum Yellow 100
© DrumBlack 128
O eelt 4
O Fuser 116
Consumed CO2 B = - Saved C02
2000
50
1500 0
5 3
S S s
& 1000 »
20
500
10
o - 0
Paper  YearPaper MonthPaper  Toner  TenerYear TonerMonth Paper Vear Paper Manth Pager
Consumed Trees B = - Saved Trees o= =
250
300
200
s s
2 Kl
g W g 150
g e
= =
100
00
50
o 0
Paper Year Paper Month Paper Paper Vear Paper Month Paper
Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 122 - Dashboard - Environment
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DEVICES

On the Devices Menu, all installed printers on the application and other devices can be managed.

PRINTERS/MFPS

1. Click on Devices.
2. Click on Printers/MFPs.

Printers/MFPs shows the list of printers added on SENDYS Explorer Output Manager. On these submenu, printers can be
added, edited and deleted from Output Manager and the Printer Page, Printer Details and Printer Queues can be consulted.

Printers/MFPs : n

5T

Fig. 123 - Devices - Printers/MFP’s view

On this view you can consult information relative to the printers on the platform. The administrator can use this grid to
monitor the printer conditions. There are fields on the grid (Status or Status Message) that can help detecting some
issues/warnings about the printer, even the warnings created by the administrator indicating others aspects like low
consumables. The next image shows an example of two situations one the printer is ok and the other indicates a warning
situation (Tray2 Open).

Status
Message

Status

Tray2 Open

Ready To
= Print/Power Save
10084

Fig. 124 - Devices - Status and Status Message fields on the grid
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ADD PRINTER

ONLINE ACTIVATION

Click on Devices.
Click on Printers/MFPs.
Click on New.

R A

Name

Printer

Output Manager
Create Direct Printer
Setup Device

Online Activation

5. Select “Online activation”.

6. Click in “Confirm”.

Make the required configuration.

Details

Select the printer from the server.

Choose printer management with Output Management, Job Accounting, Billing
or only scan for SENDYS Explorer.

Enable this option will create one Direct queue for this printer.

Determines if the configurations are loaded or not on the printer.

Enable or disable this option, depending if work with Online Activation or not.

Select Printer x

Printer

Table 11 - Printer Add Details

| OKI MC563 PCL5

192.168.0.92 -
OKl Universal PCL 5

Create Direct Printer

@
[l

Output Management
Pull printing
Quotas

Print Policies
Job Accounting

Setup Device

@

LDAP User management

Device management
Print and scan management

Online Activation

@

Reload Printer Settings m

Fig. 125 - Printer Add - Online Activation

Note: For online activation to work all you need is access to the internet.
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OFFLINE ACTIVATION

Details

Select the printer from the server.

1. Click on Devices.

2. Click on Printers/MFPs.

3. Click on New.

4. Make the required configuration.
Name

Printer

Output Manager

Create Direct Printer

Setup Device

Online Activation

Enable this option will create one Direct queue for this printer.

Table 12 - Printer Add Details

5. Unselect “Online activation”.

6. Click in “Confirm”.

Select Printer x

Printer

‘ OKIMCTT0 PCL5 O UnveremlpeLs ™ ‘

Output Management

Pull printing

LDAP User management
Quotas

Print Policies

Job Accounting

Device management

Print and scan management

Online Activation

@D

Reload Printer Settings m

Create Direct Printer

@D

Setup Device

@

Manual Setup

Fig. 126 - Printer Add - Offline Activation

Determines if the configurations are loaded or not on the printer.

Choose if this printer work with OM connector or only scan for SENDYS Explorer.

Enable or disable this option, depending if work with Online Activation or not.
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7. This will create a file and will also give you a destination email
8. Click on Offline Activation Request File to download the created file.
9. Send the file xxxxxxxxx_company_lic.txt as email attachment to activation@sendysexplorer.com.

10. You will receive the offline activation as one attachment, download it to your server.
11. Click on Browse and select the downloaded License File.

Select Printer x

Printer

192.168.0.87 =
OKIMCTT0 PCLS OKI Universal PCLS

OQutput Management

Pull printing

LDAP User management
Quotas

Print Policies

Job Accounting

Device management

Print and scan management

Download the Activation request file and send it as an attachment via Email to:
E activation@sendysexplorer.com
Activation File

% Offline Activation Request File

Confirm

Fig. 127 - Printer Add - Offline Activation

12. Click in “Confirm”.
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PRINTER SETTINGS

In order to add the printer there are some required settings to be filled. By default, these settings are read automatically
from the Device. But in case they are not read automatically, the settings will be prompt to you.

During printer ADD the Reload Printer Settings button will be active.

1. Click on Reload Printer Settings or Confirm for a new printer settings request.

Select Printer x

Printer
‘ OKI MCTT0 PCLS S beLs ™ ‘
[
Qutput Management
+ Pull printing
s LDAP User management
* Quotas
* Print Policies
* Job Accounting
* Device management
* Printand scan management
Create Direct Printer Setup Device Online Activation
Manual Setup | Reload Printer Settings |

Fig. 128 - Devices - Printers/MFP’s adding view

2. If the settings are correctly acquired from the printer it will be added to Output Manager.
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1.
2.

3.

Name

Printer

MAC Address

Device Manufacturer

Profile

Serial Number

Make the required configuration.

Details

Printer

cliente

MAC Address

Device Manufacturer

Profile

Serial Number

Select the printer on the server.

Insert the MAC Address of the selected printer.
Select the manufacturer on the list.

Select the printer profile from the list.

Insert the serial number of the printer.

Table 13 - Select Printer Details

Click Confirm to procced on add printer or Cancel to cancel the action.

Select Printer x

In case the settings are not acquired from the printer, they need to be entered manually.

192.168.0.145 =
OKl Universal PCL 5

Output Management

Pull printing

LDAP User management
Quotas

Print Policies

Job Accounting

Device management
Printand scan management

Fig. 129 - Devices - Load Profile Printers/MFP’s
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EDIT PRINTER

1. Click on Devices > Printers/MFPs.
2. Click on pencil icon to edit the pretended Printer/MFP.

= A 7 &romN
. = -]
&  Printers/MFPs P
st
Advanced Search +
Selection Mode: A select:All/ None/ Inverse & @ 2
SENDYS Explorer Queue . Network Serial
o D N Location MAC Address Status Status Message
Printer Name Name Address Number
Ready To Print/Sleey
BIREE 2 oxvesspos) OKIPCLS  Unassigned g =D
Mode 10083
BRI E : okvcropcy OKIPCLS  Unassigned
Ready To Print/Power
BIEREE ¢ oxvessreas) OKIPCLS  Unassigned 4 !
Save 10094
BB E 5 oxvesercs) OKIPCLS  Unassigned SLEEP MODE 10772
N Ready To Print/Power
BEIEE s oxessapos) OKIPCLS  Unassigned
Save 10094
ONLINE/Sleep Mode
[=]a] Bl *  orwmesezpas) OKIPCLS Unassigned 10772 /Sleep
Showing 1 to 6 of 6 entries Show| 120 V] entries Previous Next
Copyright © 2015-2016. Allrights reserved. Version 2.1,0.5568

Fig. 130 - Edit Printer/MFP
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3. Make the changes on Printer/MFP configuration.

Name

Printer Driver Name

SENDYS Explorer
Printer Name

IP Address or
Hostname

Queue Name
Profile
Location

Email

Default User

Color

A3/Tabloid

Google Cloud Printer
Name

Release All o LDAP
login

Unlock Printer

Lock Printer

Enable Remote View

Details

Printer driver name.

Name of the printer displayed on Output Manager.
IP address or Hostname of the printer.

Name of the printer Queue generated

Profile selected for the printer.

Insert the location for the printer.

Email associated.

If is necessary to block a printer to work without an authentication. Choose a default
user to block SENDYS Explorer. So the printer will have that user block on SENDYS
Explorer without using authentication.

Defines if the printer works with color (switch on) or not.
Defines if printer works with A3/Tabloid option.

Defines a name for google cloud printer

When the login is successful, it will free the queued jobs in the spooler associated with
that user.

This options is only able for the MFP printer type and it is used to unlock the printer
directly from the control server by the administrator.

This options is only able for the MFP printer type and it is used to lock the printer
directly from the control server by the administrator.

Enable the option to make remote view on the printer. That button, on the printer, will
send a hard-link to the control server, so the admin can use it so load the printer screen

on the browser and see the information associated with that printer.
Table 14 - Edit Printer options
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4. You can also click on Setup Device to re configure the Device and send those configurations to the selected printer.

5. Click Save to save the Printer/MFP changes.

& Printers/MFPs

& Devices LIST OKI MCTT0(PCL)

& Printers/MFPs

Printer Driver Name

OKI MC770(PCL)

SENDYS Explorer Printer Name (*)

OKIMC770(PCL)

1P Address or HostName (*)

£ PrINTING PoLiCIES
Queue Name (*)

4 OKIPCLS

Profile

OKI200-0KI(ES8460,ES3470,MC73x, EWBColor)

Location (*)

7 | Unassigned-0  [Unassigned]

Email

Default User

A3Tabloid Color

@ @

Google Cloud Printer Name

Enable Remote View

@D

Copyright © 2015-2016. All rights reserved.

Release All on LDAP login

'y ? & ADMIN
=] L] x
Setup Deviee Save Delete Gancel

Version 2.1.0.5588

Fig. 131 - Edit Printer/MFP
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 PRINTER QUEUES

1. Click on Devices > Printers/MFPs.
2. Click on view queue icon to view the list of queues associated with this Printer/MFP.

= A 7 &romN
" = -]
&  Printers/MFPs P
st
& Printers/MFPs
Advanced Search +
Selection Mode: & A select:All/ None/ Inverse & @ 2
SENDYS Explorer Queue : Network Serial
o D N Location MAC Address Status Status Message
Printer Name Name Address Number
Ready To Print/Sleey
BIREE 2 oxvesspos) OKIPCLS  Unassigned g =D
Mode 10083
BRI E : okvcropcy OKIPCLS  Unassigned
Ready To Print/Power
BIEREE ¢ oxvessreas) OKIPCLS  Unassigned 4 !
Save 10094
BB E 5 oxvesercs) OKIPCLS  Unassigned SLEEP MODE 10772
N Ready To Print/Power
BEIEE s oxessapos) OKIPCLS  Unassigned
Save 10094
ONLINE/Sleep Mode
[=]a] Bl *  orwmesezpas) OKIPCLS Unassigned
10772
Showing 1 to 6 0f 6 entries Show| 10 (V] entries Previous Next
@ ReporT
A wary
@ License
& Aupata
Copyright © 2015-2016. Allrights reserved. Version 2.1,0.5568

Fig. 132 - Printer/MFP Queue

Here jobs associated with the printer can be managed individually or with a selection by the buttons Pause/Start, Cancel,
Cancel All Jobs buttons.

Printer Queues

onmasIeas) |

Hame Status o Pages size

Copyright © 20152016, All ights reserved, Version.

Fig. 133 - Devices - Printers/MFP’s - Printer Queue

The Device Queue view represents the same option when consulting documents in queue on a printer using Windows
Operating System.
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o~

= OKI MC853(PCL6) - Out of Paper - Paused - [m] X
Printer Document View

Document Name Status Owner Pages  Size Submitted Port

Test Page joao.fernandes 1 675 KB 22:28:51 31-10-2016

Test Page Jjoao.fernandes 1 675 KB 22:27:54 31-10-2016

2 document(s) in queue

Fig. 134 - Devices - Windows Printer Queue

At the same time Spooler Queue view indicates the document on the spooler in queue at the moment and, like the last one,
it represents the same view as the Windows Operating System that can be consulted.

= Printer Queues -.:, E :..‘i. e S
ORMCISIPCLE oy e wcanecy
8 =
oEw SPOLOUIVE Y
Advanced Search .
w Name status o Pages sine Grestion Bate
[ s ’ wone amane s zzanst
» Hore josasemandes 1 emane
z Hana josasemsndis EETS
@
2 Hane emaxe
= Hane emana
a TestPage e emaxe SpreT——
-
Shawing 1 - show et
— |
Copyright © 1015-2016. 41 gt iarved. e o
Fig. 135 - Devices - Printers/MFP’s - Printer Queue
== SpoolerQueue_0 - Paused - a x
Printer Document View
Document Name Status Owner Pages Size Submitted v Port
Test Page joaofernandes 1 676 KB 22:48:09 31-10-2016
Test Page joao.fernandes 1 676 KB 22:48:07 31-10-2016
Test Page joao.fernandes 1 676 KB 22:48:05 31-10-2016
Test Page joao.fernandes 1 676 KB 22:48:04 31-10-2016
Test Page joao.fernandes 1 676 KB 22:48:01 31-10-2016
Test Page joao.fernandes 1 676 KB 22:47:59 31-10-2016
Test Page joao.fernandes 1 676 KB 22:47:57 31-10-2016
7 document(s) in queue

Fig. 136 - Devices - Windows Spooler Queue
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 PRINTER DETAILS

1. Click on Devices > Printers/MFPs.
2. Click on printer details icon to view the details of the selected Printer/MFP.

The Printer Details button shows more information related with the selected printer.

e Information tab shows the information of the selected printer.

Printers/MFPs

Fig. 137 - Devices - Printers/MFP’s - Printer Details - Information tab

e Spooler tab shows the actual spooler jobs associated to the selected printer.

&  Printers/MFPs.

&o = weat o omMcasapoLE]

Copyright © 015-2016. All ights eserves

Fig. 138 - Device - Printers/MFP’s - Printer Details - Spooler tab
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e History tab shows the all the interaction between printer and user on the selected printer.

EY

&  Printers/MFPs.

Advanced Search

o Full Name

oK1 ME3S3PeLE

Quee Hame

x % 4 & x4 o ox x ox

Fig. 139 - Device - Printers/MFP’s - Printer Details - History tab

e Jobs tab shows all jobs submitted to the selected printer.

&  Printers/MFPs

Copyright © 20152016, All

+
clectivn A s o
Printer Name. Pages Sheets Mono ok cost
@ s aose
" 1 a0
o 5 , o
0

Fig. 140 - Device - Printers/MFP’s - Printer Details - Jobs tab
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e Usage Rate tab shows counters associated with the selected printer.

&  Printers/MFPs.

oK1 ME3S3PeLE

aw
Page Coverag Availob
e @ e @
= Color Coverage Frint Usage Rate
: Black L] Rate —
° [ —_ L —_
o _________________-@ E— @
[ —
° e @ CopyUsage Rate
-
Rate L]
) Mono Coverage
LE L — ]

Black =
o @

Mone Rate -

CopyrEht © 0152016, All (s s v,

Fig. 141 - Device - Printers/MFP’s - Printer Details - Usage rate tab

e Supplies History tab shows all consumables counter/statistics associated with the selected printer.

e &  Printers/MFPs

OKIMCASIPCLS)

i
7
i
i

ercent End sartoate CndDate Page Color

Copyright © 20152016, All

Page Mono

Page Count

Copy Pages

Fig. 142 - Device - Printers/MFP’s - Printer Details - Supplies History tab
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e Counters tab shows all counter reads on the selected printer

G - st oK oL
R —
Advanced Search +
W s ano Grour Seloction Mode: B/i#i1 A Selod Al None  beverse £ a6 1) O
= J s - b b b

& sel
«
e
.

4 » ' o o 0 o o sas 25 to7es S

E b ¢ = " ranon
& ‘ 2 o ° o ) 2ase 4

Fig. 143 - Device - Printers/MFP’s - Printer Details —Counters tab

e Maessage History tab shows all messages related with the selected printer.

& Printers/MFPs

ommessapeLs)

8 " W

Advanced Search +

B——— . Leno
e StartDate Subiect
- o tonote 2229t SENDYS Dplor
how s -

°
-
.

Copyright © 015-2016. All ights eserves Version 20,1771

Fig. 144 - Device - Printers/MFP’s - Printer Details —-Message History tab
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e Alert Message Queue tab shows all the alert messages associated with the selected printer.

& Printers/MFPs
J—]
ar —_—
AGE Q0
Advanced Search +
Py T T — -
B o e Prmter Trpe Post Date Subject Message Sody Active
L] Mo able
: Showngoto ore enmes s e
°
-
e
CopyAEM B2015- 2906, A1 g1 v rion2

Fig. 145 - Device - Printers/MFP’s - Printer Details - Alert Message Queue tab
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‘SUPPLIES

1. Click on Devices.
2. Click on Supplies.

This will present one view with the list of all printers that indicates the details of supplies of each printer.

& s
&  Printers Supplies Information

SUPPLICS  SUPPLICS HEMAIN PRADICTION

TonesMagunta  Toner Vellow

Brum Black
= C) &)
@ @ @

==
=)
= = =
(-] (=
=2 L =

- = =

= = =

Copyright & AT, Al rights resrved

Version 3481

F

g. 146 - Devices - Supplies Supplies view

SUPPLIES REMAIN PREDICTION

1. Click on Devices.

2. Click on Supplies and then select the Supplies Remain Prediction.

This will present one grid with all printers that indicates the details of supplies with the remaining days prediction that the
supplies have and predicted end date of each printer.

£ 0 anm
& Printers Supplies Remain Prediction

SUBPLICS  SUPPLICS REMAIN PREDICTION

4 Rermaining Color  w ol
=

@ s s s
(=] s s s
L] s s s
«@ s s s
L] . ]
@ .
@ .
@ . 0 .
[>-] .

Copyright & 1T, 4l g rssrved,

Version 3 1381

Fig. 147 - Devices - Supplies Supplies Remain Prediction Grid
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‘UNMANAGED DEVICES

1. Click on Devices.
2. Click on Unmanaged Devices.

This view represents the list of installed printers on the server but not added on SENDYS Explorer Output Manager. This
grants the possibility to have some information about those printers.

Printers from the server can be added to the list automatically by clicking on Reload System Printers button.

The Add Printer button allow you to add the selected printer on Output Manager and the Remove option to remove printers.
The same options to add printer are showed on this option and works on the same way as the previous chapter.

& Unmanaged Printer ot en

vreon B

@000

Copyright © 015-2016. All ights eserves Version 20,1771

Fig. 148 - Devices - Unmanaged Device view
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‘QUEUES

 QUEUES

1. Click on Devices.
2. Click on Queues.

This view represents Windows Queues and it is used to configure and manage the Queues added by the Output Manager
too. Queues can be added, edited or deleted as the necessity.

The options Pause/Start, Cancel and Cancel All Jobs are used for managing the spooler service.

This view represents Windows Spooler Queues and it is used to configure and manage the Spoolers added by the Output
Manager too. Queues can be added, edited or deleted as the necessity.

Printer Queues

part Birect Printer Status

Fig. 149 - Printer Queue List

The administrator can consult the status of each queue and other information.
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ADD/EDIT QUEUE

1. Click on New to add a new queue or pencil icon to edit an existent queue.

The new Queue will be added on Windows Operating System too and the configurations depends on the next table.

Name Details
Printer Diver Name Insert a printer driver name for the windows.
Queue Name Insert a name for the queue name to work on the platform.
SENDYS Explorer Select a specific printer to turn this spooler queue as a direct spooler for the selected
Printer Name printer.
Printer Driver Select the specific printer driver to use.
Enforce Mono Rule Select a rule to force this spooler to work with it.
Print Job Convert to
Select a rule to force this spooler to work with it.
Duplex

Table 15 - Printer Queue Add/Edit Queue configurations

g;gﬂgys = & ? &ADMN
e . x
@ DasHEOARD &8 Printer Queues Save Caneat

& Devices

ustT NEW PRINTER QUEUES

Printer Driver Name (*)
8 Queues

Queue Name

v -

SENDYS Explorer Printer Name Printer Driver ()

a - 4 -
Enforce Mono Rule

s -
Print Job Convert to Duplex

fb -
Other Print Job Convert

a8

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 150 - Devices - Queues - adding or editing queue view
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VIEW QUEUE

Clicking on Open Queue button shows the list of documents and information associated to the queue selected. The options

Pause/Start, Cancel and Cancel All Jobs are used for managing the spooler service.

& Printer Queues

SPAOLERGUEVE_0
Advanced Search

» wame

= Testpage
Testpage

Showing Len Fof  enties

Copyright © 015-2016. All ights eserves

Show

The view before it is the same as the Spooler queue that is stored on Windows Operating System.

Fig. 151 - Devices - Queue - List of jobs on queue

== SpoolerQueue_0 - Paused

Printer Document View

Document Name Status
Test Page
Test Page
Test Page
Test Page
Test Page
Test Page
Test Page

Owner

joao.fernandes
joao.fernandes
joao.fernandes
joao.fernandes
joao.fernandes
joao.fernandes
joao.fernandes

Pages

Size

676 KB
676 KB
676 KB
676 KB
676 KB
676 KB
676 KB

Submitted

22:48:09 31-
22:48:07 31-
22:48:05 31-
22:48:04 31-
22:48:01 31-
22:47:59 31-
22:47:57 31-

10-2016
10-2016
10-2016
10-2016
10-2016
10-2016
10-2016

7 document(s) in queue

Fig. 152 - Windows Spooling document window
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'MAP PRINTERS-SPOOLER QUEUES

This is an easy way to make the mapping of spooler queues to devices, spooler queues and device compliance are defined by

gueue name, and on this section you have an easy view and way to define and specify device queue compliance.

Click on Devices>Map-Printers Spooler Queues
Select the devices on left side
Select the compliant queues name on the right

el e

Click save

Map Printers-Spooler Queues

Advanced Search

1] SENDYS Explorer Printer Name
1 MC563
12 MCT70

3 OKIMCBT3(XPS)

Splooler Queues

Printer Driver Name
pels ASPCLS
pels APCLS

pels

v entries - .

Fig. 153 -

Printer Queue Mapping.
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PRINTER QUEUE DRIVER MAP

When using multi-port on the queues we need to pick the information not only from windows but also from the driver
header, to do that we need to extract the information from job header.

When a print job is submitted for the first time with a specific driver the system creates an entry on this section with the
driver name and administrator needs to map expression to fields as explain on the above the edition tab. If this map is not
done properly we can have mix user job’s.

& 7 aonsmmuns

o |

Printer Queue Driver Map

COpYPIEHL T 2007, 1 ights resenve Version 1004511

Fig. 154 - Printer Queue Driver Map.

EDIT

To edit the driver mapping properties:

Click on Devices

Click on Queues

Click on Printer Queue Driver Map

Click on the pencil with the specific driver name
Edit the expression as explain about the edition tab
Click on save

O v A WNRE

& 1 8 owsmeers

Edit Queue Driver Map =

Fig. 155 - Printer Queue Driver Map edit.
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‘CONHGURAHONS

. COST

1. Click on Devices menu.
2. Click on Cost menu

On this view, costs by printer can be managed.

Cost Configuration

o s
o s
o s

o s

o s

show « | entras -

Fig. 156 - Devices Cost

On Cost Configuration button we can update the cost for one or more profiles and procced on Update Cost button to save or
Cancel to cancel.

Edit button open a view to configure the cost of the printer selected and procced on Save button to save the alterations or
Cancel to cancel.

On both views sheet and page cost can be defined and all the print, scan, fax and copy jobs (color and mono) cost can be
defined.
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 PROFILES

1. Click on Devices menu.
2. Click on Profiles menu

View profiles shows the printer profiles existed on SENDYS Explorer Output Manager.

Profiles Printer

Device Manutacturer

:::::
ooz

F

g. 157 - Devices - Profiles view
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EDIT PROFILE

1. Click on Edit button to edit an existent profile
Edit button shows the next view where the configurations can be changed.

The next table shows the configurations that are always configured automatically and many fields are not possibly to change.
These fields can be only change if they were cloned.

To clone a profile, select the printer profile and click on Clone button. On this option the configurations can be changed.

Note: It is not recommended to change these values if you don’t know the specifications needed.

On the Details tab:

Name Details

Name Name of the profile selected.
Manufacturer Name of the manufacturer.
Technology Device type.

Model Printer models.

Description Description.

Picture Name Url for the image of the printer profile.
Printer Driver Name Printer driver name.

Printer Type Name Printer type name.

Work Mode Work mode.

Table 16 - Printer Details

Note: The others tabs on this sections are specific actions that are blocked and not recommended to change even on copying
the profile unless the administrator knows the specifications.

Click Save to save the changes or Cancel to cancel the edit profile.
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CHEOAR = - . x
() BremEe = Profiles Printer B - .
& Devices st OKIO15
OTHER
DETAILS 1065 oPmions
Name ()
- 0KI015
=5 Profiles
Manufacturer Technology
Groups B o« - B colo/Mono MEP -
=p . Model
B | Mmcsxomcex1 -
s NFIGURATION
Description (*)
< Con
OKI(MCB60)
@ o .
. Picture Name
s ~[Public/Styles/Images/Printers/MC860.png
@ Rerorr Printer Driver Name (¥)
DriverDB2
Av
Print Type Name (*)
8, License
OKI.DriverDB
& ALIDAT)
© Work Mode
B | Precount -
Copyright ©2015-2016. All rights reserved. Version2.0.0.1771

Fig. 158 - Devices - Profile - Editing

IMPORT PROFILE

1. Click on button Import to import an XML file to add a new printer profile.
2. Browse thefile.
3. Click on Upload to confirm or Remove to clear the file.

Import XML

Fig. 159 - Devices - Profiles - Importing printer profile
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 PROFILE CONFIGURATION
Profile configurations is a section for advanced users only, in this section users can define PJL commands that will be used on

Configuration rules and will be doing device configurations.

io
[

% Profile Configuration

IST
+

A seectalliWoneoverse & @ B &

Advanced Search
selection Madk:
& Name Bescriplion Eroup Naine
Change Time Action
haw 1 v enes Frevious -

Showing 110 L of L entries

vershon 3. 0U0ASIT

Copyright & 2017, all nahts reserved,

Fig. 160 - Devices - Locations view
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ADD/EDIT
1. Click on Devices
2. Click on Configurations
3. Click on Profile Configuration
4. Click on Add to add a new profile configuration or pencil icon to edit an existent.

The new profile configuration will be added, and you can use it on Configuration rules section, assign the proper device types
since all commands needs to be compliant with the device type.

Dsgndys

n
»
i

% New Profile Configuration

Name (*)

o4 Configurations
profile

v
<> Profile Configuration HTML Type (*)

Select Options

] - v
Editable

@

command (*)

Description

Command Arguments

Copyright © 2017, All right Version 3.0.11.8882

Fig. 161 - Devices - Locations view
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 LOCATIONS

1. Click on Devices menu.
2. Click on Locations tab.

This view is used to manage the printer locations.

¥ Locations

ust

Fig. 162 - Devices - Locations view
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ADD/EDIT LOCATION

1. Click on New menu.

2. Make the required configuration.

Name
Building
Floor
Department
Location
City
Location
Country
Postal Code

Address

Details
Printer building name.

Printer building floor.

Printer building department.

Printer building location.
Printer building city.

Printer building location.
Printer building country.
Printer building postal code.

Printer building address.

Table 17 - Locations Details

3. Click Save to save the changes or Cancel to cancel.

]
a
& oo

+ Locations

WEW LOCATION

Copyright © 3015 2016, A% rghts reserved.

Fig. 163 - Devices - Locations - Adding location
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PRINTER- LOCATION MAPPING

This is an easy way to make the mapping of devices to locations.

Click on Configurations>Locations>Location Mapping
Select the devices on left side
Select the location on the right

el e

Click save

e

&  Printer - Location Mapping

PRINTER - LOCATION MAPPING

Advanced Search + Locations

SENDYS Explorer Printer : Network serial printer
W 2 QueveName  Location | C MACAddress status  ServerName

roups.
]

a oo o

Copyright 2017, All rights reserved.

Fig. 164 - Printer Location Mapping.

 PRINTER GROUPS

Create groups of devices to assign configuration rules, this will make easy the assign of configuration rules and also the

printer network find.

= PR Y

«  Printer Groups e

Acaneed Search

Copright 201

Fig. 165 — Printer Group View.
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ADD/EDIT
1. Click on Devices
2. Click on Configurations
3. Click on Printer Groups
4. Click on Add to add a new Printer Group or pencil icon to edit an existent.
5. Edit or type a new group name

& New Printer Groups

ot 11,4 btz Verson s Bzt

Fig. 166 - Printer Group Edit.

PRINTER FIRMWARE

Printer firmware section provides a way to make firmware update on OKI devices, on this section user needs to submit the
firmware, assign a device type upload the firmware and then create a task for firmware update or force the update now.

To Upload/Insert a new firmware follow the above procedure:

= & & 2 amoum
n &

®  Firmwares e
FIRMWARES  PENDING TASKS  COMPLETEDTASKS:

fdvanced Search +
e Loz
e i o File Name Version Device Type: Creation Date

o012 % | s wess2 no wasea osja0/ana 121225

Showing 110 10f1 entres show w0 v|entries reuous [ et

& Printer Firmware

‘Copyright © 2017, All ights reserved, Version 3 008515

Fig. 167 — Printer Firmware View.
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ADD/EDIT
1. Click on Devices
2. Click on Configurations
3. Click on Printer Firmware
4. Click on New to add or Pencil to edit.
5. Insert a Name
6. Insert a firmware file to upload
7. Insert the version
8. Select the device Type
9. Click Save

10. Click on the clock icon to create a firmware task

§)$Igr9ys = & & 7 aaun
= x
& Da o = B
= Tasks e e
& Devices FIRMWARES ~PENDING TASKS ~COMPLETED TASKS ~ NEW FIRMWARE
)

A mcses

©§ configurations
Firmware Upload
& choose files or drag them here.
File name: OKI_MC563_ADT.16_0_4.bin
Description: OKI_MC563_A07.16_0_d bin x
: 5 *)
& Printer Firmware
W A07.16.0.4
)

S | wMBse2 x
& us
5 PRINTING POLICIES
@ ReporT
A wa
B¢ LiCENSE
& Aupata

Copyright @ 2017, All rights reserved. Version 3.0.0.8511

11. Fig. 168 - Devices — Printer Firmware Upload

12. Select the devices to make the firmware update or click on the button with the arrow to force the update to a
specific device
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= o ®
= Tasks s
FIRMWARES ~ PENDINGTASKS ~COMPLETEDTASKS  MBSG:
Advanced Search +
Selection Mode:SZ/ZZ/ A, Select: All/Honelnverse & ® B &
% Name » Mac Printer Group Profile Firmware Scheduled to Update
B Financeiro-Mesez 192.166.3.20 00:25:364EDA10 o053 o
Shawing Dt 0 of 0 entries Show 1 v entries

Copyright © 2017. Al rightsreserved.

Version 2 008511

Fig. 169 — Printer Firmware Update.

13. Assign a name for this specific task
14. Specify a specific date for update
15. Specify a specific time

16. Click Save

The update firmware will be running after this date and will sequential update all devices specified.

Schedule Update

Fig. 170 - Printer Firmware update task.
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a2 & 1 o
= Tasks
FIRMWARES  PENDING TASKS  COMPLETED TASKS
Advanced Search .
el ere & ® B O
o Mame Version Firmware Processed
BER o o sz 1Az 1z
Showing 1to L of 1 entries Showe 10 5

Copyright © 2017, Allights reserved.

Version 3 808811

Fig. 171 - Printer Firmware Pending Task
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 CONFIGURATION RULE

Configuration rules use profile configurations to reconfigure multiple devices at same time.

Dssngdys = s d 7 s
. " o |
% Configuration Rule xca
LisT
Advanced Search +
Selection Mode: 3535/ A select: All | None [ Inverse & @ B O

@ Configurations

o« Name

OB oo

© Configuration fule

Copyright ©2017. All ights reserved. Version 3 B0SH

Fig. 172 — Configuration Rule.
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ADD/EDIT
1. Click on Devices
2. Click on Configurations
3. Click on Configuration Rule
4. Click on New to add or Pencil to edit.
5. Insert a Name
6. Insert a Schedule Start Date
7. Add the specific configuration that you need to do on the devices
8. Assign the configuration to Printers/Profiles/Printer Groups
9. Specify the schedule for the configuration to be assign to the devices
= y n. 7 & ADMIN
% Configuration Edit s[. DEL X
& Devices usT 'CONF\GURATIDNRULE
DETAILS ASSIGNMENT SCHEDULING
&8 Configurations Name (*)
I ConfigurationRule 9 Octcber, 2018 12:25
Configurations
+ Add
DETAIL
@® NetworkConfig - Network Configuration: [} & %
@ EmailConfig - Email Send Configuration: [} & %X Name
& Configuration Rule @ Change Time - Change Time: {) & x L
Configuration
.n -
& u:
== PRINTING POLICIES
%5
*} CONNECTORS
Q
I
€ RerorT
A w
& LicENSE
Copyright @ 2017, All rights reserved. Version 3.0.0.8511

Fig. 173 - Devices - Locations view
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Base configurations are available that allow to configure network setting or add new contacts to devices.

Name
Network Configuration
Email Send Configuration

Email Receive Configuration

LDAP Configuration

Network Scan

Profile

Create Device Local Users

Role Configuration

Phone/Address Book

Home Menu

Default Home Screen

Transmission Settings

Auto Delivery

Details
Configure all network settings on OKI sXP2 devices.
Configure SNMP settings on OKI sXP2 devices.

Configure POP settings on OKI sXP2 devices

LDAP authentication and server configuration on OKI sXP2
devices.

Export network scan configurations from selected source or
use a csv text format to create new configurations. All
network scan configurations on the devices will be deleted
before export or create.

Delete profiles on devices and exports source device profiles
or creates new profiles using a csv text format

Creates new local users on selected devices. Users can be
selected individually, by group or by role, if a user with the
same name already exists on the printer it will not be

created.
Creates a new role and its permissions on OKI sXP2.

Add global contacts and creates new groups on devices. All
contacts on the devices will be deleted before inserting new

contacts.

Configures home menu display buttons.

Selects default home for selected devices.

Export source transmission settings into selected devices or
creates new settings using a csv text format.
Export source auto delivery settings into selected devices or

creates new settings using a csv text format.

Table 18 — Configuration Rule options - Configuration
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_PRINTER GROUP MAP

On this view we can manage the connection between groups and users. Groups creation and managing are done on the
previous chapter.

If is necessary to change one or more users from a group to other. If it is necessary to change a user from a group, select the
pretended user from the users list and then select the group and Save the alteration.

Using button Refresh to refresh the list of users and the list of groups.

'y J ? & ADMIN

™

»  Printer Group Mapping

save Refresh

Al -
Advanced Search + Printer Groups

Select: Allf Mone [ inverse @& 5 O
Primter Driver Name Printer Groups

Legistica-MCET2

48 Configurations

Recepcac-MCEED
Armazem-METED
Logistica-MB480
FInancelr-MEs62
Marketing-CEA0DDuRlex

Financeiro-E55442

K Printer Group Map
Corredor-ESHTE

showing L to 9 of 3 entries Show 1 ¥ |entries Pravious - Mext

Copyright & 2017, Allrights rese Version 3008511

Fig. 174 - Devices - Locations view
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PRINTER NETWORK FIND

On this view a network range can be configured to run a scan on the network, that will do one of the following actions:

1. Move: Change the Printer IP to the one found by the Scan based on Printer Serial
2. Add: Add a new Printer to SENDYS Explorer
3. Change: Change the Printer Serial on a existing Printer with the found IP
4. Delete: If a Printer was deleted it will be detected by the network scan
= a n' ? & ADMIN
%  Printer Network : i
PRINTER NETWORKS
Advanced Search +
selection Mode: 32/ 3/ A select: All/ None/Inverse & @ B &
@8 Configurations 0 Name Move Add Change Delete Last Run NextRun
BIREE reti02i601) 0 0 0 0
Showing 1to 1 of 1 entries show 10 v | entries Previous Next

Q. Printer NetworkFind

@ ReporT

A warning

a

Copyright © 2017, All rights reserved. Version 3.0.0.8511

Fig. 175 — Printer Network Find.

The Network Find Logs page can be viewed by pressing the Log button, represented by the blue button with the magnifying
glass.

2]afa)e

Fig. 176 - Printer Network Find - Log Button.
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The view Network Find Logs shows the history of all actions executed by the network, with the latest entry being on the top

of each table.

[T

ADD/EDIT

B Network Find Logs

PRINTER NETWORKS ~ DATALOG

Network Find Ranges

Start IP: 182.168.0.1 - End IP: 192.168.0.255

Move

Details Device Hame Date

Detail from Last Execution

Last Scheduled Date

Mext Scher

Humber of Time
Scheduled Type

Humber of Devices found

Change

Details Device Hame Date

Errors

Details

Copyright € 2017. All rights reserve

Date

Version 3008581

Fig. 177 - Printer Network Find Log view.

Click on Devices
Click on Configurations

Insert a Name

WX NOU R WD R

Configuration Rules field.
10. Optional: Configure the schedule for the network find to run

11. Click Save

Click on Printer Network Find
Click on New to add or Pencil to edit.

Add the specific ranges that you need

Optional: Chose a location for the printers

Optional: Specify which Printer Group the printer will be assigned

Optional: If you want to run a specific configuration on the printers you can chose them on the Assign Printer

©Alidata 2021
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explorer

+ Bsoe  XCance
startip () Endip (")

WARNING:

Broatcast Addresses shauld not be used In the 1P Range

Copyright £ 2017, 21l i

Fig. 178 - Printer Network Find.

A network scan can be run manually by using the option Execute Scan on the grid. After that the scan will run on the
background and after terminating an alert popup will be shown.

Fig. 179 - Printer Network Find — Execute Scan Button.
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‘RFID

1. Click on Devices menu.

2. Click on RFID menu

This is an option that offers a solution for printers that doesn’t have a smart screen interface and using the fallow me option.
For that, another device must be added and configured on the platform. To make this view accessible on the Devices menu
you need to enable on the Server Configuration -> Application Config -> Others tab -> Enabling Work with TPC convert
and/or Working with RaspberryPi.

You only need this section when you have external hardware like TCP Converter/Raspberry PlI's.
On this view will be listed the Raspberry and TCP Converters devices added on the platform.

In this section you can consult and also configure those devices.

SBC
1. Click on SBC (Single Board Computers) menu.

Define the method add the device selecting the pretended tab, discovery (scanning the device) or USB configuration.

ADD DEVICE - DISCOVERY

1. Click on Add Devices button.
2. Click on Discovery tab.

To add a new device, using a scanning process, use the next configurations on the window that appears.

On tab Discovery:

Name Details

Start IP Insert the IP where it will start the scanning.

End IP Insert the IP where it will end the scanning.

Advanced Enable the next options for timeouts.

Start Scan Execute the scanning devices between the start and end IP defined.
Timeout Time in milliseconds that the scan will work.

Max Connections Define the maximum connections.

Table 19 - Add devices options - Discovery
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Raspberry Usb Config

DISCOVERY USE CONFIG

Start IP End IP
192.168.0.0 192.168.0.255
Timeout Max Connections
~ .Y
100 - 10 -
Start Scan
Devices

Cancel

Fig. 180 - RFID - SBC— Add device - Discovery

After the scanning, and if the configurations are correct, a list of devices will be added to the window.
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Raspberry Usb Config
DISCOVERY USB CONFIG
End IP
192.168.1.0 192.168.1.255
Timeout Max Connections
- o~
100 - 10 -
Start Scan
Devices
RaspberryPl Mode! B Rev 1
Name: RaspberryPl Model B Rev 1 Apply
IP: 192.168.1.182 setUp
Cancel

Fig. 181 - RFID - SBC- Device scanned

You can change the name directly on the list, clicking on the name (RaspberryPl Modl B Rev 1) and change it.

3. Click Apply to save the modifications on the name (if necessary to change).
4. Click on Setup to automatically setup the configurations.

After the Setup the device will added.

ADD DEVICE - USB CONFIG

1. Click on Add Devices button.
2. Click on USB Config tab.

On this configuration you need to Export a file from this menu containing the configurations and upload on the RaspberryPi
using a USB drive.

On USB Config tab:

Note: some fields are filled up automatically but it is recommended a review.
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Name Details

Hostname Name for the device.

Multiple Configurations Enable the options to work with more Raspberry Pi (Number of Devices)

Server Address Server IP.

Server Port Server Port.

Number of Devices Defines the number of devices to work.(Depends of the Multiple Configurations option)
Use DHCP Defined if is used the option DCHP.

Bridging Select the option for connection.

Export Config Download a file with the configurations.

Table 20 - Add devices options - USB Config

Raspberry Usb Config
DISCOVERY USB CONFIG
Hostname Multiple Configurations
Raspberry (:)
Server Settings
Server Address Server Port
192.168.0.187 50091
Network
Use DHCP Bridging (*)
@ e
Bridge
Mat
Export Config
Cancel

Fig. 182 - RFID - SBC—- Add device - USB Config
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Click on Export Config to download the configurations and use that file to upload on the RaspberryPi device by USB.

After the Upload the device list will be added automatically.

EDIT DEVICE

1. Click on Edit button on the pretended device to edit.

Name Details

Name Name for the device.
IP Address Device IP Address.
MAC Address Device MAC Address.
Brand Device Brand.

Table 21 - Edit device options

Click Save to save the changes or Cancel to cancel.
If necessary to change some configuration on the RaspberryPi, click on Setup RFID to change.

Delete button will delete the device on platform.

CONFIGURATION

1. Click on Configuration button.

Printing Options:

Name Details
Waiting for print
Copy after print

Lock to other user
type

Reading interval (ms)
Initial interval (ms)
Lock to user

Printing type Chose witch document order to print. Last document, First document or All Documents.

Table 22 - Add devices options - USB Config
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TCP CONVERTER

1. Click on TCP Converter menu.

Note: It is necessary to open the port configured on the firewall.

After the TCP Configuration

PRINTING OPTIONS

TCP CONVERTER CONF.
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‘TOUCH

For this option be accessible it is necessary to change the option Work with Touch on the Server Configuration on Others
selector. (Server Configuration ->Application Settings -> Others).

With this option, on or more MFP printer will have a touch dedicated to them to simulate a smart screen EWB. The user can
operate normally with the printer doing the actions normally has if the printer has a smart screen.

[~E

m_ D 0 Touches

ustT

Advanced Search

o IP Address

192.168.0.113

Showing 1to 1 of 1 entries
O Touch &

= (T

£ PRINTING POLICIES

MAC Address
26273ed744469612b41dc465004815d45ac0

Show 10 ~ |entries

Copyright © 2015-2016. All rights reserved,

Selection Mode: 3= /32 / A select: All/ None [ Inverse & & B &

Brand

Touch

+

Description

New Touch Name

Version 2.1.0.5588

Fig. 183 — Touch view

| ADD DEVICE

To configure with a printer, it is necessary to use a browser on the Touch dispositive.

1. Use a browser on the Touch device.
2. Onthe browser, access the URL: [serverlP]:[serverPort]/Touch.aspx.

Note: We recommend you to save that browser page as a shortcut on your touch device so it is more practical and quick to
access the touch platform.

3. Authenticate with Admin credentials (PIN method).

Note: only admin credentials can be used to configure the touch device.
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The configurations are:

Name Details

Name Name for the touch device.

GUID Unique key for the server identification. This field is automatically filled.
Printers/MFPs Select the pretended printer and/or MFP to associate with the touch device.

Table 23 — Add touch device options

Nonhu

D sendys

= Settings

New Touch Name

(]

84351b51000626750¢98049560860090254

Printors/MFPs

Fig. 184 — Touch configuration view

4. Use the drop box element to load a new view showing the Printers/MFP’s.

Nenhum SIM

~p ItemSelect

[ ]

Fig. 185 — Touch configuration selecting printer

5. Select one or more printer from the list.
6. Click on button Click to Select to return to configuration view.
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~) Settings
Name
New Touch Name
Guid

80351b51000626750c98049560860090254

Printors/MFPs

ECS—

Fig. 186 — Touch configuration with printers selected

7. Click on Save button to save the configurations.

If the configurations are correct, the touch device now is ready to working for the printers selected.

After the authentication, if there is only one printer attached to the device, the printer will be chosen automatically, but in
case that there are more printers, a list will be shown so the user can select the printer to use.

Nonh =

By o< 4 =%
0 . OKIMCs62 i

= Select Printer (<}

Back

B once B oome

Fig. 187 — Touch configuration with printers selected

After selecting a printer, the Touch device is ready to be used.
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EDIT TOUCH

Two tabs appear here for the editing of existing Touch devices.

DETAILS

1. Click on Edit button of the pretended device.
2. Click on Detail tab.

Details tab is where the information about the connected Touch selected appears and can be changed:

Name Details

IP Address Touch IP.

MAC Address Touch GUID.

Brand Touch Brand.

Touch Description Touch name selected.

Table 24 - Edit - Configure

D nlndys

m
»
~
»
>
<]
S
H

0 Touches

ust 192.168.0.113

DETAILS  CONFIGURE

IP Address

192.168.0.113

MAC Address

26273ed74446961eb41dc4650d4815d45ac0

Brand

Touch

Description

New Touch Name

Copyright © 2015-2016. All rights reserved. Version2.10.5588

Fig. 188 — Touch edit configuration

CONFIGURE

1. Click on Edit button of the pretended device.
2. Click on Configure tab.

Configure tab where some other configurations can be applied on the selected touch edited.
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Name Details

IP Address Touch IP.

MAC Address Touch GUID.

Brand Touch Brand.

Touch Description Touch name selected.

Table 25 - Edit - Touch

Click Save to save the changes or Cancel to cancel.
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USERS & GROUPS

This menu is used to manage user, contacts, groups and policies on the SENDYS Explorer Output Manager. So the access to
the platform and privileges are defined here.

Note: on the installation of SENDYS Explorer, if the configuration/connection to the Active Directory was right and
accessible, many information was imported from the AD and some fields are filled automatically. If some configuration it
is need to be added the Administrator should access on Server Configuration. This will be later reviewed on other chapter.

USERS

1. Click on Users and Groups menu.
2. Click on Users tab.

The Users view shows the list of users that Output Manager is managing. For each user many actions can be made.

On this view the options are:

e Add User - button on the upper view used to add a new user.

e Edit User - button on the user list view that edit the user.

e Delete User or Remove - delete specific user (user list view) or remove a selection of users (button on the upper
view).

e Email user - send an email to the specific user containing the information to access the platform.

e Send Email to all users - send an individually email to all user containing the information to access the platform.
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Dsendys

@ Dashzoarp & Users

& LisT
& Users anD GRouPs

Advanced Search
& Users

o Full Name

EN

:

admin

EN

CMEIIED Aeandrerereia
CMERAEER Aniré Romaso
Q © ¢ o U

ol Backup

BaseUser

I}

Bruno Ribeiro

I £

btoc

oo
N

carla costa

Carla Manuel

Carla Martins,

I e

Carla Santos

2 Carlos Caetano
& Auaa

Cléudio Ferreira

Cléudio Matias

Cristina Cardoso

Cristina Pereira

Cristovdo Oliveira

B B B B B
|

CRM

I3
|

cmsendys

P
|

O I [ e B D e
CY B BB EEE G EEEEE D E

I3
©
|

Daniel Gongalves

Daniel Vinagre

Showing 1 to 25 0f 93 entries

Copyright © 2015-2016. All rights reserved.

UserPIN Email

3264

PIN admin

1516

3732 alexandre.pereira@alidata.pt

6623 andre.romao@alidata.pt

2113 artur.bras@alidata.pt

2915 backup@alidata.pt

4028 bruno.ribeiro@alidata.pt

3074

3974

8303 carla.manuel@alidata.pt

9468 carla.martins@alidata.pt

4547 carla.santos@alidata.pt

8079 carlos. caetano@alidata.pt

7248 claudio.ferreira@alidata.pt

8979 claudio.matias@alidata.pt

7439

7770 cristina.cardoso@alidata.pt

3323 cristina. pereira@alidata.pt

5249 cristovao.oliveira@alidata.pt

2657

3609

9629 daniel.goncalves@alidata.pt

1871 danielvinagre@alidata.pt
Show| 25 | |entries

Fig. 189 - Users and Groups - Users overview

Send Emailtosll

Selection Mode:! A select:All/None /Inverse & @ <

CGuest Account.

Version 2.0.0.1771

_ADD - EDIT USER

1. Click on New button to add a new user or Edit user button on the list to edit an existing user.

Clicking on the New button a new view is shown to insert all the information for the new user. Depending on the operation
type (Add or Edit) the upper buttons options will change.

As the Add user, Edit user works very similar, the only difference is the upper menu that has some different options because

the user was already created and a few options on the user edit view.

Clicking on Edit User button the next view (tab with the edited username title) is shown and adding to the common options,

some new options can be used. The view will show the QR Code associated with the user too.

On the upper buttons on the view:

Generate New Pin - Generate a new PIN for the edited user.

Update Other Users - Saves the configurations (Permissions, Print Policies and Quotas) associated to the edited user.

SEND INFO - if the platform email is configured correctly, clicking on this options, will send an email to the edited user

showing the information how to access to the user portal and his credentials.

Save - saves the configurations.
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Delete - deletes the edited user.
Cancel - cancels the edit action.

Inside the user edits view there are a few new options that doesn’t exist on adding a new user. Those options are only

presented on Details tab. The rest of the options and configurations are the same as adding user, described on the previous
chapter.

The Reset Password button, on the user Details tab (upper to the user QR Code), will reset the user password. The reset will
change the password equals to the Username. For example: the user “John Doe” forgets the password and he can’t enter on

the user portal. The Admin can reset the password.
Username: John.Doe
Password: John.Doe
Now the user can enter on the user portal with this new credentials and change it anytime.

Enable switch - enable/disable the user access to the user portal. Turn the switch on and the user has access to the user
portal, turn the switch off, blocks the access.

Dsandys

~E & Users

& s NEWUSER  FERWANDES,Joko  FEFMIHNES

vemis  pemmsson  PRNT

Username

josafernandes

First Name (*)
Jodo

Last Mame (*)

Fernandes

o cure Group Email ()

W | Unassigned - B josofemandes@alidatapt

HomeDirectory Fax

joao0-ptiSMB
card D PN

® Reromr ES | apseTEBCE - L

i vis Printer (%)

8 | OKIMCST3

Department Manager Successfull send Welcome Email

™

Copyright ©2015-2016. All ights reserved. Version 2.0.0.1771

Fig. 190 - Users and Groups - Users - Edit user —details tab
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USER DETAILS

1. Click Edit user button on an existing user on the list to edit.
2. Click on Details tab.

On Details tab, accessible on Adding or Editing user, the next table shows the configurations for the user:

Name Details

Username Defines the username that is shown on the platform.

First Name Defines he first name for the user.

Last Name Defines he last name for the user.

Group Associates the user to an existent group.

Email Defines the email for the user.

Card ID Defines the Card ID code for the user.

Home Directory Defines the user folder where the documents can be stored.
Fax Defines the number of the fax to associate with user.
Printer Defines the default printer for the user.

Ds5hgys
Y =

&0 ° & Users = e
8 ¢ " FERNANDES)  FERNANDES;

usT NEW USER ok eI
48 UseRs aND GROUPS

PRINT

& e DETAILS  peRmission o ORINE QuoTa

Username (¥)

First Name (*) Last Name (¥)

Group Email (*)
= PrinT ¢ & | Unassigned - =
@s NFIGURATION card1D

= -

% CONNECTOR

HomeDirectory Fax

.

=D

Printer (*)
€ ReporT < a8 -
Aw Department Manager
@ L 3 D

Copyright © 2015-2016. All rights resarved. Version 2.0.0.1771

Fig. 191 - Users and Groups - Add User— Details tab
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MPORT USER
1. Click Import button on the header.

Clicking on Import opens a tab that allows to create new users, using a text format list. Each line should have the fields
username, email, first name, last name, group, role, card number, home folder and alias, by that order, being the first four
mandatory and with each field split by the separator option on the form.

2 & 2 asowm

x

[ Concal

@ & Import

st IMPORT

48 Users aND GrouPs v

& Users Separator (*) Secondary Separator (*)

Import Data (*)

Create New Groups Create new Roles

(@) C

.
= Example
Import user example:

roup; role; cardiunber; HomenFolder;aliasi,alias2, alias3

)3group;rolel, roles

Y 5 « Mandatory fields{")
« Users with no group will be assign to "Unassigned"

- a « All Users will be assigned to "end-user” in addiction to the imported role

« Eachfield s split by the separator

« Fields with more than one value are split by the secondary seperator

Copyright © 2017, All rights reserved. Version 3.0.11.888)

Fig. 192 - Users and Groups - Users - Import user —-Import tab

Users are created assigned with their specified group and as “end-user” role in addiction to the imported roles, when a user
has no group or role he will be assigned to the “Unassigned” group and “end-user” role. The fields role, card number and
alias can have more than one input and are split by the Secondary Separator.

This is an example how to import contacts:

The Separator choose was “;” and “,” as the Secondary Separator:

username;user@email.com;firstname;lastname;group;role;12345;homefolder;aliasl,alias2
usernamel;userl@email.com;firstnamel;lastnamel;; ;12345
username2;user2@email.com;firstname2;lastname2; ;rolel,role2;12345,54321
username3;user3@email.com;firstname3;lastname3

With the option Create New Groups or Create New Roles enabled all new groups and roles will be created and mapped with
its users, otherwise no new group or role will be created.
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| USER DETAILS
1. Click User Details button on an existing user on the list.

Clicking on User Details button of one user a view will appear to show us more information from the selected user. Navigate
between tabs to consult all the next points.

¢ Information tab shows us the relevant information such as identification and other details.

& ADMIN

Details

st wewused PERVNDESS  pepuune 1oko

INFORMATION  VOLUME RATE SPOOLER  HISTORY 1085

Information Details

Username joao fernandes

Group Unassigned
First Name Jodo
Last Name Femandes
Email joao fernandes@alidata.pt
Fax
PN 204
Card ID ADSETSBCE
Home Directary \\joso-ptisMB
Printer OKIMCST
Copyright © 015-2016. All rights reserved. Version2.0.0.1771

Fig. 193 - Users and Groups - Users Details - information tab

e Volume tab shows statistics associated to the selected user like the day or month counters and other aspects.
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Fig. 194 - Users and Groups - User Details - Volume tab

Rate view show another statistic associated to the selected user and their associated counter on many aspects.
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Copyright © 2015-2016. All rights reserved. Version2.0.0.1771

Fig. 195 - Users and Groups - User Details - Rate tab

e Spooler tab shows the documents in spooler associated to the selected user.
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& ADMIN
. x
& = & Details o
L= FERNANDES; o
LST  NEWUSER o FERNANDES, JOAO
48 Users AND GRrouPs v
INFORMAT...  VOLUME RATE SPOOLER  HISTORY Joes
& Users
Advanced Search +
Selection Mods A select:All/ None [Inverse & 2
%  Full Name Queue Name File Name Date
Jodo Fernandes spooler Test Page 31/10/2016 23:12:00
Bl 050 Femandes spooler Test Page 31/10/2016 23:11:50
= Pranmine Pou Bl sosoremandes spooler Test Page 31/10/201623:11:58
Bl so%0remandes spooler Test Page 31/10/2016 23:11:57
€ SERVER CONFIGURATION
Bl 1050 Femandes spooler Test Page 31/10/2016 22:11:56
3 Gz oo Fernandes spooler Test Page 31/10/2016 2311155
@ e . Bl sos0Femandes spooler Test Page 31/10/201623:11:55
O EEErTS Showing 1to 7 0f 7 entries Show| 10 |ventries Previous Next
RepoRT
A warnin
LN 3
& Aupata
Copyright © 2015-2016. Al rights reserved. Version2.0.0.1771

Fig. 196 - Users and Groups - User Details - Spooler tab

e History tab shows the document print history associated with the selected user.

& ADMIN

o x
L = & Details e
& De ustT NEW USER FEFL“&‘%?ES, FERNANDES, JOAO
48 Users AND GrouPs v

INFORMAT...  VOLUME RATE SPOOLER  HISTORY JoBs
& Users
Advanced Search +

Selection Mod /A Select:All/ None [Inverse & @ <

% Full Name Queue Name File Name Printed Date
D Jodo Fernandes Document 2613 x 30/10/201621:13:58
Il 1050 Fermandes Document 263 v 30/10/201621:13:17
ISR [l sosorermandes Document 2610 v 30/10/201621:13:17
I 1050 Fermandes Document 2632 v 20/10/2016 21:14:47
% SERVER CONFIGURATION
I sos0Femandes Document 2623 v 29/10/201621:13:56
3 Gz Bl o3 Fermandes Document 2657 x 20/10/2016 21:13:58
@ OCR Conr on Bl 1050 Fermandes Document 2625 x 29/10/201621:13:54
Jodio Fernandes Document 2632 x 21/10/2016 21:13:58
Soeem a
I 1050 remandes Document 2637 v 20/10/201621:14:45
RepoRT
1 sos0Femandes Document2611 v 19/10/2016 21:14:47
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10ATA
Copyright © 2015-2016. Al rights reserved. Version2.0.0.1771

Fig. 197 - Users and Groups - User Details - History
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e Jobs view show all jobs executed by the selected user.

D sendys

Blorer & ADMIN
@ D g & Details c:“
& Devices LisT newuser  FERNARDES:  pepnanpEs, JoAo
) I s >
INFORMAT...  VOLUME RATE HISTORY
& Users
Advanced Search +
Selection Mode: A Sclect:AlL/ None [ Inverse s @ [+
Group User Document Name Printer Name Job Type Date Pages Sheets Mono Color Cost
Unassigned Joo Fernandes Document 2620 OKI-MB562 Print-A4- Color - Duplex 10/10/201621:13:17 29 15 0 2 14500€
Unassigned Jodo Fernandes Document 2611 OKI MCTTO(PCL) Copy -A4-Color 09/10/2016 21:13:17 1 6 0 11 0.5500€
= Prvtin . Unassigned Joo Fernandes Document 2610 OKI MC853(PCLE) Print-A4- Black - Single 30/10/2016 21:13:17 10 10 10 0 00100€
o Unassigned Jodo Fernandes Document 263 OKI MC573 Print-Ad- Black - Duplex 30/10/2016 21:13:17 3 2 3 0 0.0030€
se NFIGURATION
Unassigned Joo Fernandes Document 2654 OKI MC573 Copy-Ad-Black 11/10/201621:13:17 54 54 54 3 0.0540€
= Unassigned Joo Fernandes Document 2625 OKI MC573 Print-A4- Color - Single 11/10/201621:13:54 2 25 0 25 12500€
e ) on Unassigned Jodo Fernandes Document 2623 OKI MCTTO(PCL) Print-A4- Black -Single 29/10/2016 21:13:58 2 23 23 0 0.0230€
~ Unassigned Jodo Fernandes Document 2610 OKI MCTTO(PCL) Copy - Ad-Black 10/10/201621:13:58 10 5 10 0 00100€
Unassigned Jodo Fernandes Document 2659 OKI-MB562 Copy-A4-Black 12/10/201621:13:58 59 59 59 0 0.0590¢€
Oz Unassigned Joo Fernandes Document 2638 OKI MC572 Copy - A4 - Color 12/10/201621:13:58 k4] 8 0 8 1.0000€
A NING & L Total 1224 849 781 443 22.9310€
& Lic Showing 1to 10 0f 38 entries show 10 entries Previous . 2 3 4 Net
& Au

Version 2.0.0.1771
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Fig. 198 - Users and Groups - User Details - Jobs view

CONTACTS

1. Click on Users and Groups menu
2. Click on Contacts menu.

On this view Contacts can be manged. They can be added individually or imported, edited or deleted one by one or with a

selection.
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Fig. 199 - Users and Groups - Contacts
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Version 2.0.0.1771

 NEW CONTACT

1. Click on New button.

Clicking on New to add a new contact individually on the platform and fallow the next configurations:

Name
Name
Email

Fax

Is Global

Restrict to Selected

Printer

Printer

User

Address Group

Details
Name for the contact.
Email associated with the contact.

Fax number of the contact.

contact.

that only can have access to this contact.

Associate this contact to an existent user.

exists.

Table 26 - New contact details

Click Save to save the configurations on adding new contact or Cancel to cancel the insertion.

Enable/disable if the contact is global or not. Global means that every user can see that

Switch button to enable/disable the option to restrict a contact to a single printer.

This option needs the Restricted to Selected Printer to be enable. Select the printer

Associate this contact to a Address group and creates a new group when one does not
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Fig. 200 - Users and Groups - Contacts - Add new contact

IMPORT CONTACTS
1. Click on Import button.

This option is useful when it is necessary to import more than one contact. Clicking on Import button a view appears (new
tab) where we can import contacts with the next configurations:

Name Details
Separator Insert the type of separator as the next example shows.
Import Contacts Data Insert the contacts here with the separator defined on previews field.

Enable/disable if the contacts set is global or not. Global means that every user can see
Is Global
that contact.

Restrict to Selected Printer | Switch button to enable/disable the option to restrict a contact to a single printer.

This option needs the Restricted to Selected Printer to be enable. Select the printer that

Printer
only can have access to this contact.
User Associate this contact set to an existent user.
Name Details
Separator Insert the type of separator as the next example shows.
Import Contacts Data Insert the contacts here with the separator defined on previews field.

©Alidata 2021 164 of 341



D s6ndys

Administrator Manual

Enable/disable if the contacts set is global or not. Global means that every user can see
Is Global
that contact.

Restrict to Selected Printer | Switch button to enable/disable the option to restrict a contact to a single printer.

This option needs the Restricted to Selected Printer to be enable. Select the printer that
Printer
only can have access to this contact.

User Associate this contact set to an existent user.

Table 27 - Printer Details

This is an example how to import contacts:

The Separator choose was “;” and the Import Contacts Data field:

namel;userl@email.com;12345
name2;user2@email.com;23456

As we can see the order to insert is name then email and fax number.

Click Save to procced on import contacts or Cancel to cancel the action.

B x
e .+ Contacts s:E et
& st IMPORTCONTACT (MO
8 Users AND GROUPS
Separator (*)
& Users
. Contacts
) Required field
. Import Contacts Data (*)
® R
¥
a
= PrinTinG PoLiciEs FAX Delivery
Is Global Restrict to Selected Printer
< conne
e g User Printer
- a - a -
€ RerorT
Import Example

A WarninG & Loc Import contact example:

namel;userlfenail. com;12345
R License name2; user2@email. com; 23456
& Aupata FAX Delivery Contacts to import example:

fax1;username;notify user;emaill;email2;email3

fax2;username;notify useriemailliemail2;email3s

Copyright © 2015-2016. All rights reserved. Version 2.0.0.1771
Fig. 201 - Users and Groups - Contacts - Import

1. Click on Users and Groups menu.
2. Click on Groups menu.

On Groups view it is possible to manage the user groups. Each Group can associate one or more users.
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The next options are available:

New - inserting a new group individually.

Edit - edit an existent group.

Delete - delete individually a group.

Remove - delete one or more groups selected.

Import - importing one or more groups ate the same time.

Group Details - more information about the selected group can be consulted here.

Dsgndys

+
& Groups ‘mf:n :w -
st us oo NEwGRoUP
48 Users AND GRoUPS
Advanced Search +
Selection Mode: 35 /ZH/ A Select:AlL/ None /Inverse £ @ <
8 Groups -4 Name Short Name Address. Building Floor Server Name
ﬂ:ﬂ Comercial coMm Unassigned Unassigned 0
BT unsssigned us Unassigned Unassigned 0
Showing 1to2 of 2 entries Show 10 | fentries Previous Next

£ PrinTinG Pouicies

@ RepoRT

A warninG &Los

Copyright © 2015-2016. All rights reserved. Version2.0.0.1771

Fig. 202 - Users and Groups - Groups

 NEW - EDIT GROUP
1. Click on New button to add a new group or Edit group button on the list to edit an existing group.

The New group option is used to insert a new group individually, using configurations on the next table. It is only need the

next options:
Save - save the configurations for the new group.
Cancel - cancel the action.

On the Edit group option has the same configurations as the New group but the difference is on the upper menu where exist

others options to work with:
Save for All Groups - Save the configurations for all groups.

Delete - delete the group edited.
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Note: The configurations for group are similar to the configurations for user. But, the group configurations have priority, if
they are configured, in relation with user configurations.

The configurations need on New/Edit Group on Details tab:

Name Details

Name Insert the name for the group.

Short Name Insert the short name to identify the group.

Location Insert the Location for the group (related with the printers Location).

Restrict Access by Location | Switch button to enable/disable the to be used on Print Policies adjusting to the group.
Description Add a description for the group.

Table 28 - Group Details

[~E

A ? & ADMIN

x
RD # New Groups

Save Cancel

ustT NEW GROUP

DETAILS  PERMISSION QUOTAS

Name (*)

& Groups

Short Name

Location

¥

Restrict Access by Location

@D

Description

Copyright © 2015-2016. All rights reserved,

Version 2.1.0.5588

Fig. 203 —New group - details

Click Save to procced on adding a new group or Cancel to cancel the action.
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Dsgndys

x
& RO & New Groups

IMPORT

usT us Ehias

NEW GROUP

4 UsersAND GROUPS
DETAILS  PERMISSION QUOTAS

Name (*)

& Groups

Short Name

Location
E L T v

o . Restrict Access by Location

@

Description

Copyright © 2015-2016. Al rights resarved. Version 2.0.0.1771

Fig. 204 - Users and Groups - New group view

IMPORT GROUP
1. Click on Import button to add a new group.

To import one or more Groups, follow the next configurations:

Name Details
Separator Insert the type of separator as the next example shows.
Group list Insert the groups to import with the separation inserted on the previous field.

Table 29 - Import group details

This is an example how to import groups:

The Separator choose was “;” and the Import Contacts Data field:

GPA;Group A
GPB;Group B
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Dsshdys

A A -
@ DasHEOARD & Import Groups

*® usT us IMPORT GROUPS  NEW GROUP

4 UsersAND GROUPS
Separator

& Groups Group list

£ PrinTinG Pouicies

& Ser FIGURATION

@ RepORT

A warning &Loc

Copyright © 2015-2016. Al rights resarved. Version 2.0.0.1771

Fig. 205 - Users and Groups - Groups - Import group view

. GROUP DETAILS
1. Click on Group Details button on the group list.

Clicking on Group Details we can consult the information aggregated to the selected group. Navigate between tabs to
consult more information.

e On Volume tab contains information about the group and some statistics associated too.
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&

& ADMIN
=
® Groups .
IMPORT
st us T NEW GROUP
& UseRs AND GROUPS
VOLUME  SPOOLER  HISTORY JoBs USERS
Information Color & page coverage o= -
2 Groups
50
)
Name Unassigned -
PriNTiNG PoLiciES
Short Name us
Location Unassigned [Unassigned] 2
Description
10
Black Mono Fage Mono yan Magents Yellow Black Color Pages
Day Volume B8 = - Month Volume 8= -
CopyColor  CopyMono  TotalCopy ~ PrintColor  FrintMono  TotalPrint  TotalCalor TotalMono Total CopyColor  CopyMono  TotslCopy ~ PrintColor  PrintMono  TotalPrint  TotalColor  TotalMono Total

4000
—e— CopyColor

2500 —*— Print Color

—e— printMano

Total Color
2000 TotalMano

500

Last 30 Days Page Volume

Copyright © 2015-2016. All rights reserved.

Version 2.0.0.1771

Fig. 206 - Group details - volume

e On Spooler tab a list of documents on Windows Spooler are shown.
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x
® 0
& Groups o=
& s ¢ IMPORT
ust us e NEW GROUP
48 Users AND GRouPs v
VOLUME ~ SPOOLER  HISTORY JoBS USERS
Advanced Search +
% Groups
Selection Mode: A select:All/ None [Inverse & @ z
%%  Full Name Queue Name File Name Date
n it spooler Test Page 31/10/2016 23:12:00
st spooler Test Page 31/10/2016 22:11:50
e, | & [ spooler Test Page 31/10/2016 23:11:58
n s spooler Test Page 31/10/201623:11:57
o ER CONFIGURATION
| o [ spooler Test Page 31/10/2016 22:11:56
< RS n s spooler Test Page 31/10/2016 23:1L:55
] i s nstin spooler Test Page 31/10/2016 231155
- Showing1to 7 of 7 entries Show 10 |V |entries Previous Next
B RepoRT
A NING &L
@ Licens!
& ALDATA
Copyright © 2015-2016. All rights reserved. Version 2.0.0.1771

Fig. 207 - Group details - Spooler

e History tab shows the document print history associated by the selected user.

& ADMIN
x
& D
& Groups ol
& De IMPORT
st us e NEW GROUP
& Users AND GROUPS v
VOLUME ~ SPOOLER  HISTORY J08S USERS
Advanced Search +
& Groups

Selection Mode: /A Select: All/ None /Inverse & @& z

@8 Full Name Queue Name File Name Printed Date
B == PrintTestPage_11.pdf % 31/10/201623:05:14
| o [ Document 847 x 31/10/2016 21:14:48
£ PrinTine PoLiGiE B = Document 5516 x 31/10/201621:14:48
B === Document 2335 v 31/10/201621:14:48
L ER CONFIGURATION
| o [P Document 8611 x 31/10/201621:14:48
< RS D P Document 9321 ® 31/10/201621:14:48
Q@ i B s Document 4165 x 31/10/201621:14:47
= B =~ Document 5821 x 31/10/2016 21:14:47
B == Document 3619 x 31/10/2016 21:14:47
RePORT
| o [ Document 814 v 31/10/2016 21:14:47
Atz Showing 1o 10 of 8,008 entries Show 10 | |entries Previous . 2 2 4 5 .. 801 Next
@ Lices
& AUDATA
Copyright © 2015-2016. All rights reserved. Version2.0.0.1771

Fig. 208 - Group details - History

e Jobs tab show all documents on the selected group.
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& ADMIN
x
b & Groups o=
& Dev IMPORT
usT us Sroups  NEWGROUP
4 Users AND GROUPS v
VOLUME  SPOOLER  HISTORY J08s USERS
Advanced Search +
& Groups
A select:All/ None [Inverse & @ 2
Group user Document Name Printer Name Job Type Date Pages Sheets Mono color cost
Unassigned Daniel Gongalves Document 8643 OKI MC853(PCLS) Print - A4 - Black - Duplex 10/10/2016 21: 43 2 43 0 0.0430€
Unassigned Outputmanager Document 6044 OKI MC853(PCLE) Copy-A4-Black 30/10/2016 21 a1 2 44 0 0.0440€
= Prvtine Pou Unassigned Cristina Cardoso Document 1832 OKI-MB562 Print - A4 - Color - Duplex 08/10/201621: 2 16 0 2 16000€
Unassigned Cristina Pereira Document 1443 OKI-ES5442 Print - A4 - Black - Single 28/10/2016 21: 4 4 43 0 0.0430¢
€ SERVER CONFIGURATION
Unassigned Paula Duarte Document 1168 OKI-ES5442 Print - A4 - Color - Single 21/10/2016 21:13:17 68 8 0 68 3.4000€
= EunET Unassigned manuel rocha Document 5228 OKIMC573 Print- A4 - Color - Single 22/10/2016 21: 26 28 0 28 1.4000€
[ Unassigned Fibio Sousa Document 158 OKI-MB562 Print - A4 - Color - Single 20/10/2016 21 s s 0 8 0.4000€
- Unassigned Nilza Pedro Document 2914 OKI MC573 Print - A4 - Color - Duplex 04/10/2016 21 1 7 0 14 0.7000€
Unassigned Document 8939 OKI-MB562 Print - A4 - Color - Duplex 21/10/2016 21: EY 20 0 EY 19500€
Rep
c Unassigned Eduardo Domingues Document 3930 OKI MCTT0(FCL) Copy-Ad-Black 12/10/2016 2 20 20 20 0 0.0300€
A WarninG &Loc Total 136707 103836 60334 67463 3442.4840 €
&, Licens Showing 110 10 073,912 entries Show| 10 | |entries Previous . 2 3 4 5 .. 392 Net
& AuDATA
Copyright © 2015-2016. Allrights reserved. Version 2.0.0.1771

Fig. 209 - Group details - Jobs

e Users tab show all users associated with the group selected.

H
@ DasiEoARD
® Groups e
& D IMPORT
st us e NEW GROUP
48 Users AND GrouPs v
VOLUME ~ SPOOLER  HISTORY JoBS USERS
Advanced Search +
& Groups
Selection Mode: /A Select: All/ None [Inverse & 52
& FullName User PIN Email Guest Account.
£ Prinmine Pou [ (7] 1515 *
& ER CONFIGURATION
[ o [o 6623 st o s x
2 Connecrors
OEEE Az [ - 15 e x
B e 4028 i *
W D
@ RerorT
a we &Loc show| 10 || entries
Showing 110 10 0f@2 entries Pravious 22 4 5 .. 10 Net
Qe Li
& Auvara
Copyright © 2015-2016. All rights reserved. Version 2.0.0.1771

Fig. 210 - Group details - Users
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‘ MAP USERS-GROUPS

1. Click on Users and Groups menu.
2. Click on Map Users-Groups menu.

On this view we can manage the connection between groups and users. Groups creation and managing are done on the
previous chapter.

If is necessary to change one or more users from a group to other. If it is necessary to change a user from a group, select the
pretended user from the users list and then select the group and Save the alteration.

Using button Refresh to refresh the list of users and the list of groups.

-
Dis
® B User - Group Mapping e .
& D
Advanced Search + Groups
JSERS AND GROUPS v Comercia
DI Select: All/ None /Inverse @ B 2 omeres
Unassigned
Full Name UserName Group
Convidado Unassigned
krbtgt Unassigned
& Map Users-Group
Administrador Unassigned
AAD_488db068A243 Unassigned
MSOL_488db068d242 Unassigned
- KL-AK-E25TE29AACFCTS Unassigned
EE PRINTING POLICIES
KL-AK-AGFCOBBA835DCD Unassigned
& Servet N
KIPXeUser035D CESAL43 Unassigned
< ¢ KIScSve1BEAA4BAZEGOD Unassigned
" admin admin Unassigned
= Showing 1to 10 of 92 entries Show 10 |v|entries Previous - 2 3 45| .| 10| Nemt
D
¢
Aw
@ License
& AuDATA
Copyright © 2015-2016. All rights reserved. Version 2.0.0.1771

Fig. 211 - Users and Groups - Map Users-Group
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‘ROLES

1. Click on Users and Groups menu.
2. Click on Roles menu.

The Roles view is used to manage the type of roles/access that are attributed to users on the platform. The function of this
roles will be shown on the next chapters.Those defaults roles are:

e Administrator - role that grant administration access on platform.
e End User - role that grants basic user access on platform.

Fig. 212 - Users and Group - Roles

Adding a new Role, click on button New and the new view appear. Insert the Role Name field to name the role and then save
the changes on button Save or Cancel to cancel the action.

The Roles can be edited to change their Role Name. Click Save button to save or Cancel to cancel the action.

Fig. 213 - Users and Groups - New Role

©Alidata 2021 174 of 341



D s6ndys

Administrator Manual

‘ MAP USERS-ROLES

1. Click on Users and Groups menu.
2. Click on Map Users-Roles menu.

The Map Users-Role is used to manage the user roles on the platform. Roles creation are shown on the previous chapter.

When it is necessary to change a user role, select the user (left table) and using the right table (roles list) to change the role.

Click button Save to save the action or Cancel to cancel the action.

S & User- Role Mapping

Advanced Search

48 Users anD Grours

Full Name

W Map Users-Roles

£ PrINTING PoL

admin

Showing 110 10 of 82 entries

Copyright © 2015-2016. All rights reserved.

Group
Unassigned
Unassigned
Unassigned
Unassigned
Unassigned
Unassigned
Unassigned
Unassigned
Unassigned
Unassigned

show 10 | entries

+ Roles

Select: All/ None/ Inverse B & end s
administrator

Roles

end-user

end-user

end-user

end-user

end-user

end-user

end-user

end-user

end-user

administrator

Prewws-z 3 4 5 . 10| Nest

Version 2.0.0.1771

Fig. 214 - Users and Groups - Map Users-Roles
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‘PERMISSIONS

1. Click on Users and Groups menu.
2. Click on Permissions menu.

The permissions view is used to grant access or not to the features on the platform. These permissions are defined by the
existing user’s roles.

On installation there are two defaults roles created (Administrator and End-user). If is necessary to create another role the
administrator must go on Roles menu and procced on the role creation.

On this view exists the same button options for Save actions and Cancel. Another button option is shown (Toggle Add) that
toggle on the view, options to search and define the permissions pretended for the role.

The options are:

Name Details
Roles Select the role to apply permissions.
Views Textbox to search/filter for the views to apply the permissions.

Define the type of permissions for the view selected by clicking on box to check the

Default Permission
type of permissions to apply on the role.

Table 30 - Printer Details
The Default Permissions type are:
Read - permissions to only access.
Delete - permissions to delete data.
Edit- permissions to edit data.
Add - permissions to add data.
Export - permissions to export data.
Access Group - permissions to give access to group role.
Access All - permissions to all type of roles.

Note: some of the Default Permissions type are applicable in to all views.

After this Toggle Add menu there is a list of Details about the permissions. In this list, all views in the platform are listed and
they can be expanded, so we can consult the roles with the respective permissions for each view. For each role on every
view, the Default Permissions are listed so they can be changed any time using the checkbox to able or disable.
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D;;pdys

& Permission Mapping

4 © Servr Configurati
+ < Connectors

@ och Confgursti
+ M Documents.
+@aecon
+ Awsrming e

@ License
+ &ua

Detaits

+ Dashbnard
+ bevices

+ Devices > FrintersNFPs

+ Devices » Unmanaged Device

+ Devies > Queoes

+ Derices » Cast

+ Devices - Profies

+ Devices > 271D

+ Devces > ouch

+ Dovices > Locations

+ Users and Groups

+ Users and Groups » Uers

+ Users and Groups > Contacts

+ Users ond Groups » Groups

+ Users and Groaps > Map Users-Group
+ Users and Groaps > Roles

+ sers and Groups » Map Users Roles
+ Usersond Groups > Fermissons

+ Priating Polces

+ Prating Policies > Quota Manageavent
+ Printing Polctes > Cisar Spocier Job
+ Printing Polces  Other Poices

+ Server Configuration

+ Server Canfiguration > Appicetion sttings
+ Server Configuration > Diectory Service
+ Server Configuration > Server Lst

+ comnectors

+ Connectors > Connectors

+ Conectars > Flex Connctor

+ Cannectars > Output Settings

+ ocr contiguration

+ bocurmonts

+ Documents » sposler Job

+ Documments > Spoole Histery

+ Docoments  Scamned File

+ epart

+ Aeprt bata analyss

+ Report» Benchits

+ Report> costs

+ Report > Wlume

+ Report » Envirsament

+ eport> List

+ Report » Other

+ Report» schedole Reports

+ Warning & Log

+ Warning & Log » rinter Warming

+ Worning & Log > All Wor

+ Worning & Log » Alert Message Queoe
+ Worning & Log » Sent items

+ Worning & Log > Applcation Logs
+ Worning & Log » Emen Messoge
+ Warning & Log » e Configaration
+ Worning & Log » Warning

+ Warning & Log » Warning » Sapply
+ Warning & Log > Warning > Status
+ ticense

+ Aidata

+ Aldota > Pk catologue

+ lidta » QU Sript

+ Aidota> epart

+ Alldata > Map Configs View

Copyright © 20152016, A1 rights rese

Read Oetete

Fig. 215 - Permissions mapping

add

Detault Permissions:

xport

Access Group

Access Al

Version
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‘CARDS

 OVERVIEW

Application gives you a several possibilities for card registration, sign in a after that assign the card or simple swipe the card
and sign in after card swipe to make the registration of it.

You have the ability to add cards to the system and use this has guest cards “Temporary cards on Sendys” that you can use
for internal users. For example, if some of the users Guest Cards and some of the company users forget is card he can
associate the guest card for an amount of time keeping is original card on the system.

Swipe Card Login with
new Card

B cardRegistration

Password

Register Card ‘ v

Fig. 216 — Card registration process.

1251456772 = 1231231231 x Ad x 00000000000 x
00000000000,1231231231,1251456772,Ad = sdsdsdsad x|

Fig. 217 — User multi-card association.
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= -
= Cards -
UST  NEWCARD 00000000000
=) jof x
E C a rd S Save Delete Cancel
‘Advanced Search
LIST NEW CARD 1231231231,1251456772,AD
ol Card Value
s R
Gl ooovsoosonn Card Value (*)
EBER oovooooom, 231231231, 1251456772.0 00000000000,1231231231,1251456772,Ad
B e
| # | = JRESCES User
’ 1251456772 h
Ga a Admin a [Unassigned/admin] -
[~ | =
Showing 1o 7 of 7 entries Guest

@

Fig. 218 — User Guest card creation.
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‘COST CENTER

Cost-Center is a way to assign cost to specific projects and then retrieve this information in a report that is design to this end,

when working with cost-center all jobs “Copy/Print” will be assigned to this specific cost center and the best way to do this is
to force cost center selection has the first screen.

You have several cost center options, add, edit, remove and also cost center mapping where you map the cost center to the
specific users that work in a specific project.

D sendys

Bplorer-

& 7 &ADMN

A ifa & ]
T & Cost Centers Hap e e p—

& Device st MAP USER

W Users anp Grours

Advanced Search

-4 Name

Dados
[ & QR
Bl rprojec
o

Showing 1 ta 4 of 4 entries Show 10 v entries N
(8] Cost Centers

Fig. 219 — Cost center.

& CostCenters 2 el

ust MAPUSER  NEWCOSTCENTER  IMPORT COST CENTER
& CostCenters

Import Example

Impart Cast Center exsmpla:

Fig. 220 — Import insert cost centers.
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& Cost Centers

LIST MAP USER

Advanced Search

= Name
AAD_488db068d243
Administrador
Alexandre Pereira
Ana Moniz
André Romao
Artur Bras
Backup
Bruno Barbosa
Bruno Ribeiro

Btoc

Showing 1 to 10 of 100 entries

Username
AAD_488db068d243
Administrador
alexandre.pereira
ana.moniz
andre.romao
artur.bras

backup
bruno.barbosa
bruno.ribeiro

btoc

Show 10 v entries

Group

Unassigned
Unassigned
Unassigned
Unassigned
Unassigned
Unassigned
Unassigned
Unassigned
Unassigned

Unassigned

Select: All / None [ Inverse @
Cost Centers
project2,pl
pl
pl

pl

Previous 2 3 4 5 .. 10

Save

+

Cost Centers
~ Dados
=

projecl
project2
¥ p1
Next

Fig. 221 — Cost-Center user mapping.

To force cost center selection on the device you need to follow the above steps :

P wnNPR

5. Click “Save”

Reconfigure the dvice url with the follow link
Link on the device : http://[ServerIP]:50091/scan.aspx?HardLink=costcenter

a2 Users

UST  FERMANDES, JOAO

DETALS  PRINTPOLICIES  QUOTA

Resst Password

Enable @)
Group (*)
W unsssigned

HomeDirectary

DTN ¢ TITNIIIIN

231231234123,132

% enduser x OnlyMono = Managers x
Printer

B hres
Alias Username

Department Manager

Go to Users and Groups> Users > select the user
Enable Cost Center

Username

Joavemandes

First Name (*)
Joso

Last Name (*]

Fernandes

BEMEIME x

312312123,86T82366323

B

Email (*)

Direct print

a

Welcome message has been sent

2 & 2 asmum

U Crne s en S s

Enable Cost Center

Copyright ©2015-2016. Al rights reserved

Verslon 22.0.7116

Fig. 222 — Enable User Cost-Center.

~
(57

Refresh

6. Then on device when the user sign specify that the first screen is the EWB application with the previews defined URL
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D Cost Center

Fig. 223 — Cost-Center Device Selection.

7. Alljobs done after cost center selection will be assigned to the specific selected CostCenter/Project
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PRINTING POLICIES

On Printing Policies, we can manage policies defined on Output Manager that are related with printing for group/users.

These options represent configurations that are connected with others configurations on others menus. So if it is necessary,

we need configure some options that affects this menu so they work on properly.

On Printing Policies, we can control the printing job flux and define the way they should work for a group/user, working with

rules or even with scheduling.

QUOTA MANAGEMENT

Quotas are part of the application and independent of users, groups, devices and roles. But you can create different types of

quota and after you create with the specification that you desire you can assign the quotas to users/Groups/Devices or roles.

You can define 3 different quota types:

e Volume, a simple volume independent if it is color or mono

e Color, where you can define different quantities for color and mono

e Value, where you define specific quota as a value and then will discount the print specified cost on the quota.

Go to Printing policies>Oher Policies>Other tab
Specify the working quota mode

= a2 &
© Other Policies se ol
WORK SCHEDULE OTHERS
Delete Suspended jobs (MCTx0, MB7x0, ES71x0, ES74x0, ES94xx, ES91xx)
£ PriNTING PoLiCIES
B None v
Quota Work Mode
B Disable Zero Quota on Logout v
QuotaType
B | Color -
© Other Policies
% SERVER CONFIGURATION
Fig. 224 — Define quota type.
3. Click “save”
To define a quota follow the above steps :
1. Go to Printing policies>Quota Management
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55%993"5 = r 3 d 2 aaomm
= Quotas
LIST
Advanced Search +
Quota Management & Name Profile Alert Type Renew Type RenewDate Alert Percentage Quota Type Limit
u Q Lock Alert Admin & User Mes 06/10/2017 03:00:00 10% Color 100
Showing 1to 1 of 1 entries Show 10 v entries Praviou: - Nex
Fig. 225 — Quota Managment.
2. Click Add
3. Specify a name
4. Specify a profile
5. Specify Alert Type
6. Specify if quota has some renew type
7. Select the alert percentage
8. Specify the prioprity
9. Select a limit for Volume/MONO/Color/Value
10. Select discount type
11. Select assign type
12. Assign the it
= 2 d 2 amun
= New Quota E *
LIsT NEW QUOTA
QUOTA USER
Name (*)
Profile RAlert Type Renew Type
8  LockAlert - &  Admin&User - & | Month -
Alert Percentage (*)
Priority
[~}
]
Quota Type
Color
Color Limit () Mono Limit (*)
100 = 100 :
Discount Type Assign Type (*)
- User v User
Groug
+ Role
-
Copyright ® 2015-2016. All rights reserved, Version 2.3.0.7116

Fig. 226 — Add Quota.

13. Click Save
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Dsendys =
” . - . =
@ DASHBOARD = Edit Quota ene Quoia
& Devices LIST Q1L
QUOTA USER

= PRINTING PoLICIES

List

%= Quota Management

Advanced Search

Selection Mode:

- Instance FullName Username Grupo Name Mono Remain\Limit
7 JodoFernandes joao.fernandes Unassigned 89,00/100,00
8 Admina admin Unassigned 87,00/100,00
9 CristovdoQliveira cristovao.oliveira Unassigned 89,00/100,00
Showing 1 to 3 of 3 entries Show 10 v entries

A a2 &moun
oW x
Save Delete Cancel
+

S5/ A Select: All/ None | Inverse & @ <

Color Remain\Limit
92,00/100,00
90,00/100,00

92,00/100,00

Previous Next

Fig. 227 — User quota instance.

POLICIES

 PERMISSIONS

In policies, you have the ability to define application permissions and working modes “Policies”, you can increment

permissions “OR” or you can have the conjugation of the permissions “AND”.

To create or define standard permissions just use the follow steps :

1. Select policy type permission
2. Select the operation AND/OR
3. Specify a name for the permission
= 'y & & ADMIN
@ Edit Policy = X
LIST . 55D
DETAILS PERMISSIONS PRINT POLICES ~ ASSIGNMENT
Policy Type
& Policies Rules —{f) Permissions
Operation
mp O— or
Mame (*)
Enable
a
Fig. 228 — Policies permissions based.
4. Click on Permission tab
5. Specify the permissions that you need to have
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s &7 s

@ Edit Policy 2 =

ss1 ss0

ETWLS  PERMISSIONS PRINTPGUEES  ASSGHMENT

aeeppepssnoBscBBeBBBO0BED

Fig. 229 — Policies permissions tab.

On Permission tab, accessible on Adding or Editing user, the access on platform for content can be managed. Administrator
can define if the selected user has or not access to connectors or actions on the printers and platform portal. To change the
options only need to turn on/off the switch on the pretended option.

Note: The connectors and actions available depends on some configurations, the license used on installation or/and the
printer device type.

6. Click on Print Policies tab
7. Specify the Policies that you need to have

n
-
B

? & ADMIN

DETAILS ~ PERMISSIONS ~ PRINTPOLICES  ASSIGNMENT

@)  Ssave Frinted Dacuments

) Restrict toWorking Scheduler

) Release All on LDAP login
Enforce Duplex
) Enforce Mano Selection

a
@ cow
@
@

) Enforce Duplex Selection

Copyright ©2015-2016. All rights reserved Version 23.0 7116

Fig. 230 — Policies Print Policies tab.

On Print Policies, accessible on Adding or Editing user, some policies can be defined for the selected user. To activate or
deactivate use the switches.
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Name Details
Saved Print
Enable/disable the option to save a document after print (History option).
Documents
Work with Suggested | Enable/disable the option that the platform sends an email to the user suggesting a
Cost printer where print job is cheaper.

Enable/disable the option where forces a print job to be on print where the print job is
more cheap, between compliant devices (devices are defined as compliant when they
Force Suggested Cost have the same Queue Name located on Printers/MFP’s menu). Depending on Minimum

Redirect Volume (page) located on Print Policies -> Other Policies and also the group

Restriction Configuration for Location.

Create Preview Enable/disable the option to create preview of the documents.

Calculate Coverage Enable/disable the option that user jobs are used on calculations/statistics.
Restrict to Working Enable/disable the option to work with Scheduler. The Scheduler option can be
Scheduler configured on Printing Policies on Other Policies tab.

Table 31 - Printer Details

8. Click on Assignment tab
9. Assign the permissions to Users/Groups/Roles/Devices

Dgndys

@ DAsHBOARD @  Edit Policy H n~ x

n
»
Oy
-
I
]

& Device & 1sT PERMISSOES

& Users anD Grour

DETAILS ~ PERMISSIONS  PRINT POLICIES ~ ASSIGNMENT
&= PrinTiNG

£ Policies a

Printers

Groups

Fig. 231 — Assign policies permissions.

10. Click “save”
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'RULES BASE POLICIES
On this view we have the possibility to assign one rules to several objects.

1. Click on Printing Policies.
2. Click on Policies.
3. Make the required configuration.

'y J ? & ADMIN

@ New Policy

ust NEW POLICY

RULES  ASSIGNMENT

£ PrINTING PoLiCIES

)
New Policy
A Policies Enable
Rules

1@ r & New Rule

New Rule -

Copyright ©2015-2016. Allrights reserved, Version 2.1.0.5588

Fig. 232 - Policies overview

4. Assign the Policy to the desired elements.

a & 2 amwm

M =
@ New Policy & )
LsT NEW POLICY
RULES ASSIGNMENT
= PrINTING PoLICIES
& | TestSendys1 [Testsendyst] x
€8] Policies
8 | SpoolerQueue 0 =
Roles
®
£ SerVER CONF
Groups.
< ConnEcToRs
=
@ RepoRT
A Warning
@ LiceNse
& ALIDATA
Copyright ©2015-2016. All rights reserved. Version 2.1.0.5588

F

g. 233 - Policies overview

5. Click on “Save”.
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£ sendys

explorer

& 7 &AMN

@ Policies NewPoty FotyOrter

LIST
Advanced Search +
Selection Mode: A select: All/ None/ Inverse & @ <

Enable

o5 Name

Bl newrolicy
€ Policies
Bl vewroliy1 v
1 |vjentries Previous . Next

Showing 1to 2 of 2 entries Show

Version 2.1.0.5588

Copyright @2015-2016. All rights reserved.

Fig. 234 - Policies overview
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‘RULES

On this view we have the possibility to configure rules. Those rules will then be applied on the Policies.

1. Click on Printing Policies.
2. Click on Rules.
3. Make the required configuration.

a2 & 7 amwn

x
@ New Rule swe Cancet
LisT NEW RULE
*)
£ PriNTING PoLiciES Rule Name
)
B | color e
- Action (%)
Duplex Continue
Mono Delete
Redirect Print
v

= Doct

€ Report

& Auoara

Copyright © 2015-2016, All rights reserved.

Version 2.1.0.5588

Fig. 235 - Rules overview

4. Click on “Save”.

@ Rules .

usT

Advanced Search +
£ PRINTING POLICIES

Selection Mode: 32 /Z/ A Select:All/ None [ Inverse & & <

% Name Filter Constraint Value Action Conversions

Bl nevwrue color Continue Zal =]

= Bl vewrule: AllFiles Print 708
[ Rules

Showing 1to 2 of 2 entries Show 10 v entries Previous Next

& ALIDATA

Copyright ©2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 236 - Rules overview
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‘CLEAN SPOOLER JOB

This view is used to control the documents on queue on the Spooler. Is possible to control Spooler Jobs and way they work,
using parameters like date and work on History documents, Scanned documents and Spooler documents.

On the upper menu we have the button options to Save and Cancel.

Another button option is the Clean Spooler and is used to clear all the documents in queue on Spooler Job. These documents
will be marked as to be deleted and moved to the Spooler History. These documents are only marked to be deleted but they
are not deleted form the applications folders.

For that, the administrator needs configure the schedule for each Spooler so the documents can be automatically deleted
with routines services. With this options activated and configured we have the possibility to clean documents.

On this table are presented the configurations to control the three types of spoolers on the platform:

Name Details
Enable Enable/disable the option to work with clean spooler job.

Defines the interval (Hours) of time that the schedule would not affect the Spooler
Spooler Hold Period (H)
documents.

Defines the interval (Hours) of time that the schedule would not affect the History Spooler
History Hold Period (H)
documents.

Defines the interval (Hours) of time that the schedule would not affect the Scanned
Scanner Hold Period (H)

documents.
Start date Defines the date where this scheduler starts to woks.
Delete hour Defines the hour that the scheduler service is activated.
Day Switches Defines the days of the week that the scheduler service will work to clean the deleted files.
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‘PRINTJOB CONVERTS

1. Click on Printing Policies menu.
2. Click on Print Job Convert menu

This view shows the list of the print convert actions that the server uses. If the Administrator needs a to force some
conversion this is the place where they can be generated and edited. On the list, we already have one print job convert
(EnforceMono_OKI_Universal_pcl5), that is configured during the installation. This convert can be used to force a job to be
converted on Mono. This can be viewed as an example for future new conversions to be applied.

Click on New button to insert a new print job converts or Edit button to edit an existing one.

Name Details
Name Name of the Print Job Convert.
Print Option Select the type of print option for conversion.

Table 32 - Print job converts details

°§$|Eldy5 = & ? &ADMN
— . a8
el ° = Print Job Converts =t
LIST
& Users AND GROUPS
Advanced Search +
EE PRINTING PoLICIES Ml
Selection Mode: E/EE/ A Select: All/ None [ Inverse & @ B &
o Name
Print Job Convert
IEB ErforceMono_oKi_Universal_pcl5
Showing1to 1 0f 1 entries Show| 10 v | entries Previous Next

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 237 - Print job convert overview

After this configuration we need to Add operations so the print conversions work properly. On Operation configurations:

Name Details

Name Name for the operation.

Search Pattern Insert the Regex code to use as a search pattern.
Replacement Insert the Replacement expression.
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Operation Type

Insert the Operation type to work.

Table 33 - Print job convert operation

Use the button Add to add new the operations. There is the possibility to add more than one operation.

Click Save to save the configurations or Cancel. User button Delete to delete the Print Job Convert.

= Print Job Convert

= Print Job Converts

ustT NEW PRINT JOB CONVERT

Name (*)
Print Option

B | colortomons
Operation

Name

Search Pattern

Replacement

Operation Type

+ Add

Copyright © 2015-2016. All rights reserved.

Operations

Version 2.1.0.5588

Fig. 238 - New print job convert
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‘ OTHER POLICIES
On this view we have the possibility to configure some other simply aspect.

1. Click on Printing Policies.
2. Click on Other Policies.

The Save buttons and Cancel works the same way as always for both views.

On Work Schedule tab we can define the work time or the period to work with printing jobs weekly.

= ry ? & ADMIN
© Other Policies h X
'WORK SCHEDULE OTHERS
Other Policies S 7 B=- a

oth 02h 03h 04h 0Sh 06h O7h 08h 0%h 10h 1ih 12h 13h 14h 15h 16h 17h 18h 19 20h 21h 22h 23h
sunday
Monday
Tuesday
Wednesday
Thursday

Friday
Saturday

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 239 - Other Policies

On Others tab we can configure the options that the platform will redirect a print job considering the job page number.
Defining the Minimum Redirect Volume (page) that will make a printing job to be redirected to a more economic printer.

Defining the Delete Suspended jobs, we define the action to take when the printing jobs are suspended. On this case
selecting Delete, they will be deleted if they pass to the delete condition.
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]

Other Policies

& Devices

WORK SCHEDULE OTHERS
£
Delete Suspended jobs (MC7x0, MB7x0, ES71x0, ES74x0, ES94xx, ES91xX)

-] None

£ PRINTING PoLICIES

Quota Work Mode

B Disable Zero Quota on Logout

QuotaType

B  Color
@ Other Policies

£ SERVES FICURATION

Fig. 240 - Other Policies Delete print Jobs

Quota type is defined in only one place
Color
Volume

Value
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‘DATA LEAK PREVENTION

Data leak prevention was created to help customers to be more compliant with GDPR regulation. On this section of the
application we can make configuration about company internal policies and with this definition help the company track the
process and track the paper documents.

When did GDPR come into effect?

The GDPR was approved and adopted by the EU Parliament in April 2016. The regulation took effect after a two-year
transition period and, unlike a Directive, did not require any legislation to be passed by government. GDPR came into force
on 25th May 2018.

Who does the GDPR affect?

The GDPR not only applies to organizations located within the EU but also applies to organizations located outside of the EU
if they offer goods or services to, or monitor the behaviour of, EU data subjects. It applies to all companies processing and
holding the personal data of data subjects residing in the European Union, regardless of the company’s location.

What constitutes personal data?

The GDPR applies to ‘personal data’, meaning any information relating to an identifiable person who can be directly or
indirectly identified in particular by reference to an identifier. This definition provides for a wide range of personal identifiers
to constitute personal data, including name, identification number, location data or online identifier, reflecting changes in
technology and the way organizations collect information about people.

What are the penalties for non-compliance?
Organizations can be fined up to 4% of annual global turnover for breaching GDPR or €20 Million.
What will happen to companies that have missed the deadline?

If the GDPR deadline has been missed, it is imperative the business in question acts urgently to become compliant.
Demonstrating strong data rights management is important to both customers and employees; they should understand why
the data is collected and how it is handled on a legal basis. Current business data processes need to be looked at as an
immediate priority so that the company doesn’t risk non-compliance penalties.

& 7 & JOAOFERNANDES

= W

Data Leak Prevention

P 8

CopyrIght £ 2017, 41l ights ressrvact Version 30.0.8511
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Fig. 241 — Data Leak Prevention.

 ARCHIVE

Create names for archives on the system in order to help you follow up where the paper documents are store on the
company.

1. Click on Print Policies
2. Click on Data Leak Prevention
3. Click on Archive tab

& 7 & wwoseunos

E  Data Leak Prevention

COpyTIENA © 2007, AL g s v, Version 3008511

Fig. 242 - Data Leak Prevention Archive.
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ADD/EDIT

10. Click on Print Policies

11. Click on Data Leak Prevention

12. Click on Archive tab

13. Click on New to add or Pencil to edit.
14. Insert a Name

15. Select a Location

16. Insert a Reference

17. Insert a Type

18. Insert a Objective

This information will help you track where the paper is after the document assign to the specific DLP policy.

Dsgndys & aooscRwnss

M Archive z s =)

Type (7} Objective [7)

Fig. 243 - Data Leak Prevention Archive.
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 CONFIG

Configuration section is where you define the user policy agreement, where you define how you handle the data on the
system and if the user needs to accept the document management policy or if you already have that on other internal
company policy.

To define user agreement policy :

Click on Print Policies

Click on Data Leak Prevention

Click on Config

On Application User Policy Tab

Define User is Unable to Login Before Policy Agree (Enable/Disable)
Define Enable User Policy Request (Enable/Disable)

N o Uk wNR

Define Enable User Deletion Request (Enable/Disable)

o W

Config

Enable s olley Request Ensbic Uer Bictneguest

[Template]

s eamplate s the the uscrpotey -

Copmgnt® 20, g e Ve - 0ot

Fig. 244 - Data Leak Prevention User Policy.

8. On Document Tab
9. Define Fields to be use on DLP Processing
a. Filename

b. Cost Center
c. PCName

d. IPClient

e. File Type

f.

Scan Settings
g. Process State

10. Define Fields to be use on Anonymize Processing
a. Filename
b. Cost Center
c. PCName
d. IPClient
e. File Type
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f.  Scan Settings
g. Process State

& 7 B owsmNLDES

. — -
© @ [Se} o
e sanseins s e
© @ [Se}
. - sewame o clee
© © © ©
- —— JU—
° © o] [Se}
e
o
JORR——— T——

Fig. 245 - Data Leak Prevention Config Fields.

11. On Processing Tab
12. You can define print document cover for Copy/Print/Scan documents and process the specified fields to make the
documents available on DLP Documents section.

& JOAOFERMANDES.

= CVENTION  DICTIONARY  ARCHNE  CONFIG
wu
PPUCATION USER POLICY  DOCUMENT  PROCESSING
PrintDocument Print Cover Processing System Fields.
Scan Bocument Print Cover Proce sing System Fields
pro wor rocossing Systerm Field

&

Copyright & 2017, 4l rights eserve 1

Fig. 246 - Data Leak Prevention Processing actions.
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 DICTIONARY

Dictionaries for Data Leak Prevention are set’s of keywords that can be pick from processed fields and assign the documents
to a specific Data Leak Prevention policy.

& JOADFIRNANDES

] i
® Data Leak Prevention I 2
DA LEAKPHEVENTION  DIGTIONARY  ARGHIVE
Advanced Search +
Selection Mode: I A stectall! Wene/imverze & @ z
o Kame
B coveass
Bl vosresons
Showing 1702 of 2 entres stow v eniies - -
B pat:
-
o
_
¢er
A v

Copyright & 2017, A1l )

Fig. 247 - Data Leak Prevention Dictionary.

ADD/EDIT
1. Click on Print Policies
2. Click on Data Leak Prevention
3. Click on Dictionary tab
4. Click on New to add or Pencil to edit.
5. Insert a Name
6. Insert Word’s/Keywords one per line

' & Edit Dictionary

Name ()

Words (*)

Copyright © 2017, All rights resarve Version 3.0.0.8511

Fig. 248 - Data Leak Prevention Dictionary.
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ADD/EDIT DLP POLICY

W XNV EWDNR

Click on Print Policies

Click on Data Leak Prevention

Click on Click New to add or Pencil to Edit
Insert a Name

Select a Dictionary

Select a Archive

Enable/Disable Delete After Print
Enable/Disable Anonymize

paper Time to Notify

10. Specify other time period if none of the above is OK

11. Specify the type of notification and the person that should receive it

12. Specify the message to be send on notification

Dssndys =

New

DATA LEAK PREVENTION ~ DICTIONARY  ARCHIVE NEW CONFIG NEW

Name (*)

Dictionary

]

Archive

B Data Leak Prevention

Anonymize

Time to Notify (¥)

B DocumenTs 8 | Other

@ rerorr Other Time

AlertType (*)
=

Message

© e« 4 1B I 5 A A & &

I

S

& JOAO.FERNANDES

Copyright ® 2017. All rights reserved.

Version 2.0.0.8511

Fig. 249 - Data Leak Prevention Dictionary.

SERVER CONFIGURATIONS

Specify the time that the document should be hold before notifying the user to destroy the physical document in

©Alidata 2021
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This section is related with server configurations that are important to have a special attention so the platform works

properly fine. Many of this configurations are done on installation but it is recommended to confirm if they are correct. The
next points will describe each one of them.

APPLICATION SETTINGS

APPLICATION CONFIG

On this menu we can configure important content about the SENDYS Explorer Output Manager.

1. Click on Server Configuration > Application Settings.
2. Click on List > Application Config.

A4 7  &ADMN
< Application Settings

ustT

o  Name
Application Config

& SeRVER CONFIGURATION v Email Documents to SENDYS Explorer

# Application settings Showing 1 to 2 of 2 entries Show 10 | entries Previous Next

Copyright © 2015-2016. All rights reserved. Version2.1.0.5588

Fig. 250 - Application Settings
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APPLICATION

1. Click on Application Config.
2. Click on Application

< Application Settings

ust APPLICATION CONFIG

APPLICATION ~ NETWORK ~ FTPCONFIG PRINT SCAN OTHERS
PRINTING POLICIES
Personalized logo link

& SERVER CONFIGURATION v
lib/css/Image/OKI_RGB.png

# Application settings

SENDYS Explorer Style

@ | MetroBlue

Administrator Email

Administrator@okideme.local

SENDYS Explorer base path

Ci\inetpublftproot\SendysExplorer\

Users PIN digit Length

a

Service Timer (Minutes)

60

currency format

0.0000 €

Date format

dd/MMlyyyy

Time format

HH:mm:ss

Check System Status Alert

@

Copyright © 2015-2016, All rights reserved.

'y ? & ADMIN

save Gancel

Version 2.1.0.5588

Fig. 251 - Application Settings

3. Make the required configuration.
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Name

Personalized logo link
SENDYS Explorer Style
Administrator Email
SENDYS Explorer base path
Users PIN digit Length
Service Timer (Minutes)
Currency format

Date format

Time format

Check System Status Alert

Details

You could set the path for a custom logo Image?

The application has several color schemes. You can select the most convenient based on
your preferences.

You could set the email of the system administrator.

This is the base application path.

Number of digits for user PIN, by default is 4

This is the time interval used on schedule tasks.

You could define the most convenient format for the currency.
You could define the most convenient format for the date.
You could define the most convenient format for the time.

Enable this option to receive alerts when exist some failure on SENDYS Explorer

Table 34 - Application Details

By default, the logo for the application will be:

4. Click Save.

Fig. 252 - Default Image Logo

2Please note that the logo image should not be bigger than 120 x 45 px
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NETWORK

1. Click on Application Config.

2. Click on Network

£ PrINTING PoLICIES

£ SERVER CONFIGURATION

# Application settings

n
»
~

< Application Settings

ust APPLICATION CONFIG

APPLICATL..  NETWORK  FTPCONFIG PRINT SCAN OTHERS

Server IP Address or HostName

192.168.0.20

HTTP Server port

50091

Event Application Port

8920

Base server port for scanned files reception
8080
Internal LDAP Port

389

Base server port for virtual queues

10200

Copyright © 2015-2016, All rights reserved. Version2.10.5583

Fig. 253 - Network Settings

3. Make the required configuration.

Name

Server IP Address or
Hostname

HTTP Server port
Event Application
Port

Base server port for
scanned files
reception

Internal LDAP Port

Base server port for
virtual queues

4. Click Save.

Details

This IP address (or Hostname) is used to all the application and is defined in the
installation process.

This is the default web application access port, by default it is defined as 50091.

This is the default events port, by default it is defined as 8920.

Each device that supports WSD Scan needs a port to transfer scanned files to SENDYS
Explorer server. The base server port for scan defines the lower port to be used.

Each device will use a simple algorithm to calculate its unique port (base port + device
ID).

e.g. 8080 defined as base port means (device 1 -> 8081, device 2 -> 8082, ...).

This is the default port for internal LDAP, by default it is defined as 389.

For each queue created on SENDYS Explorer, it will be created a new port on windows.
The base server port for queues defines the lower port to be used.
Each device will use a simple algorithm to calculate its unique port (base port + device
ID).
e.g. 10200 defined as base port means (device 1 -> 10201, device 2 -> 10202, ...).

Table 35 - Network Details
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SAP PRINT

1. Click on Application Config
2. Click on SAP Print.

a < Application Settings = =
& ust APPLICATION CONFIG
-
"
@ o
o S
&n

seeat

-

seat

[pe—

et

vesat

[—

beut

f——

sesat

PR — rton 11

F

ig. 254 — SAP Print Settings

3. Make the required configuration.
4. Click Save.
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FTP

1. Click on Application Config.
2. Clickon FTP

= F ? & ADMIN
. " . B x
< Application Settings e et
ust APPLICATION CONFIG
APPLICATL... NETWORK FTPCONFIG PRINT SCAN OTHERS
£ PriNTI
Username
@ SERVER CONFIGURATION
WIN-G2NUN7NIASM\Administrator
F Application settings
Password
®»
€ Rep
A WarninG & Loc
& License
& AuATA
Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 255 - FTP Settings

3. Make the required configuration.

Name Details
Username User for FTP authentication.
Password Password for the above user.

Table 36 - FTP Details

4. Click Save.
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PRINT

1. Click on Application Config.
2. Click on Print

< Application Settings

& 0 UST ADOLICATION CONFIG

WORK 5P PRI e PRINT SCAN  OTIERS  SCCLIENT

1, MBTAD, 571D ES7440, S, ES2 1)

B o F oo i

Copyripht & 2017, 3l g reserued

Vorsion .0.11.5550

Fig. 256 - Print Settings

3. Make the required configuration.
4. Click Save.

OKI PRINTSUPERVISION AGENT

With the option “Enable OKI PrintSuperVision Agent” the client can use OKI PSV Agent to add billing printers to Output

Manager. To Setup USB Agent use the Output Manager Server URL and click Test URL & Save

£z, OKI PrintSuperVision Agent Setup

Options  Service About

Processing Interval: minutes

Print SuperVision Server URL: http://SERVER_IP:50091

Save

Test URL & Save

O

*

OKI PrintSuperVision
USB Agent Setup

Response: OK

Stopping Windows Service...

Starting Windows Service...

Windows Service Status: Running

Tesing connection to: hitp:/localhost:50091 ...
Response: OK

Stopping Windows Service...

Starting Windows Service...

Windows Service Status: Running

Clear

W

Fig. 257 — USB Agent Setup
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SCAN

1. Click on Application Config.
2. Click on Scan

n
»

? & ADMIN
< Application Settings

ust APPLICATION CONFIG

APPLICATI..  NETWORK FTPCONFIG  PRINT SCAN OTHERS
£ Prin

Create Users Home Folders

£ SERVER CONFIGURATION

# Application settings Restore default Connectors

Tesseract OCR Language

&  English -

") Delete Uploaded Files after Scan

Copyright © 2015-2016. All rights reserved. Version2.1.0.5588

Fig. 258 - Scan Settings

3. Make the required configuration.

Name Details

It will create the home folders in
C:\inetpub\ftproot\SENDYSExplorer\HomeDirectory. You need to share the folder
Create Users Home in order so both users and SENDYS Explorer have access to the scanned files. The
Folders user's Home Folders will be created based on the username, and the user account
used to write the files in the folder is the user account that was set up during the
installation process.

Restore default To restore all connectors information to the default value.

Connectors
You have several supported OCR languages available. When you change the
language SENDYS Explorer will try to download and install the new language.
Tesseract OCR et 'xp cell oy W ! L W .gu .
Language If you do not have internet access, please refer to the Offline installation process:
guag [Error! Reference source not found.>Error! Reference source not found.>Error! Ref
erence source not found.>Error! Reference source not found.]
Delete Uploaded Files . L . '
Enable this option in order to not integrate the scanned files on SENDYS Explorer
after Scan
Table 37 - Scan Details
4. Click Save.
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OTHERS

1. Click on Application Config.
2. Click on Others

11}
»
~
»
z
<]
2
z

< Application Settings

ust APPLICATION CONFIG

APPLICATL..  NETWORK  FTPCONFIG PRINT SCAN OTHERS

£ PRINTING PoLICIES

Work with TCP Converter

@D

Work with Raspberry

& SERVER CONFIGURATION

# Application settings

8

Work with Touch

@D

Max history documents

™ Do < 100

€ ReporT < Total files storage size (MB)

10000
WARNING & LOG

Automatic Send User Information on first Print

Enable Scheduled Preview and Coverage calculation

@D

Number of working Threads for Coverage calculation

1

Minimum Free Space Alert (GB)

a

Copyright © 2015-2016, All rights reserved. Version 2.10.5588

Fig. 259 - Others Settings

3. Make the required configuration.

Name Details

Work with TCP Converter Enal:?les 'TCP converter configurations on the admin
application.

Work with Raspberry Enat?les .Raspberry configurations on the admin
application.

Work with Touch Enal:?les 'Touch configurations on the admin
application.

Max history documents L\)ﬂpi?or;umber of jobs to display on device Print history

Total size for scanned jobs this option was deprecated
when using OM connector.

Enable auto send welcome email after first print job
submission.

Total files storage size (MB)

Automatic Send User Information on first Print

Schedule the preview creation and coverage
calculation to run outside defined working scheduler
Number maximum of concurrent requests for
coverage calculation.

Scheduled Preview and Coverage calculation

Working Threads for Coverage calculation

Minimum Free Space Alert (GB) Minimum disk space to report low disk space.

Table 38 - Others Details

4. Click Save.
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SE CLIENT

1. Click on Application Config.
2. Click on SE Client
3. Make the required configuration.

& -

Application Settings

OTIERS  SECLIENTE

P B8 B O A
B
H

Copyright & 3017, 31 gt reserver Vorsion 1.1 2850

Fig. 260 SE Client setting

Name Details

Client Server Port Designates the port where the Client will be able to connect.

NATS Server Port Value of the port where NATS is configured to listen.

Windows Printer Name Windows printer name.

Windows Printer Driver Windows printer driver.

Windows Printer Port Windows printer port.
Driver URL links to be shown on the client for download.

Client Links The link needs to be configured with Url with “;” as separator and the
display name of Url on the application.

Table 39 — SE Client Options

4. Click Save.
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SE CLIENT APPLICATION

When opening SE Client Application, the user will be prompted to fill the Server IP and Client Server Port that was configured
on Output Manager admin panel > Server Configuration >Application Config > SE Client

% SEClient O X
File Help Downloads

D sENgys

Server Setup

Connect to server

Fig. 261 - Email Documents to SENDYS Explorer

After connecting to the server, the user can log in into the application using one of the following options:

1. ID/Pass: Login using the username and password.

2. Card: Login using a card reader connected to the user machine and passing is card.
3. Pin: Login using the user Pin.

# SEClient O X

D sendys

Login

File Help Downloads

= ID/ Pass
B Card

3is Pin

Back to Server Setup

Connected to 192.168.0.145

Fig. 262 - Email Documents to SENDYS Explorer
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The tool allows a user to download any file, e.g., instruction manual file or printer drivers, on the Downloads tab. Any link

can be configured to be downloaded on Output Manager admin panel > Server Configuration >Application Config > SE
Client.

File Help Downloads
Open download folder

Clear downloads

WindowsOniver

@ gx%lprgry 5

i0SDriver

You can now close this window.

Logout

Connected as 1 Traming_1 @ 192.168.0.57

Fig. 263 - Email Documents to SENDYS Explorer

On SE Client icon the user can reopen the client window or change the type of notifications shown.

v Motify on scans

N

Motify on prints
+ Motify on startup

Start at login

Show / Hide window
Close SE Client

Fig. 264 - Email Documents to SENDYS Explorer
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EMAIL DOCUMENTS TO SENDYS EXPLORER

This is a batch processing document queue, like Upload Documents. The users will be matched by the email address that he
has on SENDYS Explorer and when a document reaches the system it will be used to identify the user.

You need to setup an email account so that when the users of SENDYS Explorer send emails to that address the system will
process the documents and add them to SENDYS Explorer document.

1. Click on Server Configuration > Application Settings.
2. Click on List > Email Document to SENDYS Explorer.

mn
»
~

& ADMIN

< Application Settings

ust

o Name

£ PRINTING PoLiCIES

Application Config

£ SERVER CONFIGURATION Email Documents to SENDYS Explorer

# Application settings showing 1 to 2 of 2 entries Show 10 | |entries Previous Next

Copyright © 2015-2016, All rights reserved. Version 2.1,0.5588

Fig. 265 - Email Documents to SENDYS Explorer

3. Make the required configuration.

Name Details

Email Type Choose between POP or IMAP

Email host Server IP/Host

Email username Email Username

Email password Email Password

Email port Host port

Email SSL Check if you want to use SSL

File Type Choose default file type conversion

Delete _Emall After Check if you want to delete emails after reception
Reception

Ll e Interval between new email verification (in seconds)
Interval(s)

Table 40 - IMAP/POP Details
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5. Click Save to save the changes.

£ SERVER CONFIGURATION

# Application settings

< Application Settings

usT EMAIL DOCUMENTS TO SENDYS EXPLORER

Email Type

B | imap

Email Host

host.imap.com

Email Username

mail.print@okidemolocal

Email Password

Email Port

110

@D emaitsst
File Type
B PoF

Delete Email After Reception
Email Checking Interval(s)

99999999

@

Copyright ©2015-2016. All rights reserved.

Version 2.1.0.5588

Fig. 266 - IMAP/POP Settings
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DIRECTORY SERVICE

With Directory Service the application will work with single sign on. Configure Directory Service menu to assign each field

and then you can synchronize with Directory Service.

Note: The installation of the SENDYS Explorer, will attempt to sync with the Domain that is configured on the server.

NEW AD CONFIG

1. Click on Server Configuration > Directory Service.
2. Click on New AD Config.

A4 7  &ADMN

& Directory Service - i - e

SymeAD. Hnchocal Config New AD Config

ust

o Directory Service Name Server IP Address Port Number

£ PRINTING POLICIES Bl sc-ovicom 192.168.1.151 389

£ SERVER CONFIGURATION

Showing1to 1of 1 entries Show| 10 |v|entries Previous Next

Copyright © 2015-2016. All rights reserved. Version2.1.0.5588

Fig. 267 - Directory Service

3. Make the required configuration.
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Name

Server IP Address or Hostname
Port Number

Directory Service Name

Search Base

Username

Password

Enable SSL

Authentication Type

Filter

Encoding

Details

Directory Service server IP or Hostname

Access port to Directory Service or LDAP server. Default Directory Service port is 389
Domain extension. Example: okidemo.net

Directory Service or LDAP search base

User from Directory Service that has access to read all DS groups that you want to
import

Password for the above user

Enable this option if the Directory Server or LDAP requires one SSL connection
Select the correct Authentication Type to the Directory Server or LDAP

You can create filters to limit the Search Base. Example: only sync users

Select the correct Encoding of your Directory Service or LDAP

Table 41 - Directory Service Details

4. Click Save to save the configuration.

£ PRINTING PoLiCIES

& SeRVER CONFIGURATION

ory Servica

# Directory Service
ust NEW AD CONFIG
*
Server IP Address
[§]
Directory Service Name

(9]

Search Base

R | escsseee

Authentication Type

B Automatic

Encoding

B | Automatic

Copyright © 2015-2016, All rights reserved.

Port Number ()

380

admin

Enable SSL

@ B  Dpisable -

Filter ()

- (objectCategory=user)

Version 2.1.0.5588

Fig.

268 - New AD Settings
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EDIT AD

1. Click on Server Configuration > Directory Service.
2. Click on List.
3. Click on pencil icon to edit the Directory Service.

& Directory Service

ust

o Directory Service Name
ER st-omicom
Bl ocolad

Showing 1to 2 of 2 entries Show, 10

& SERVER CONFIGURATION

& Diractory Service

@ License

& Aupata

Copyright ® 2015-2016. All rights reserved.

Server IP Address

192.168.1.151

127.0.0.1

~ entries

A 7 &ADMN
< < LY
ncAD Syctol Confg New D Config

Port Number
389

280

Previous Next

Version 2.1.0.5588

Fig. 269 - Directory Service

4. Make the changes on Directory Service configuration.

# Directory Service

ustT LOCALAD

*)
£ PriNTiNG PoLiciEs 170,01
© Server ConFiuRaTIoN “
local.ad
48 Directory Service “

de=local,ed=ad

Password
e esees @
Authentication Type

B Automatic v

Encoding

B | Automatic

& Aupata

Copyright © 2015-2016. All rights reserved.

Username
admin
Enable SSL
B Disable
Filter (%)

(objectCategory=user)

a d

& ADMIN
x
sae Concet

Version 2.1.0.5588

Fig. 270 - Edit AD Settings

5. Click Save to save the configuration.
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REMOVE AD

1. Click on Server Configuration > Directory Service.

2. Click on List.

3. Click on trash icon to remove the Directory Service.

4 Users a

£ PrinTiNG PoLiciEs

& SERVER CONFIGURATION

& Diractory Service

@ ReporT

A warnING & Lo

@ License

& AupaTA

ust

Showing 1to 2 of 2 entries

o Directory Service Name

Directory Service Smesd

Server IP Address

ER st-omicom 182.168.1.151

Bl ocolad 127.0.0.1

Show 10 |v|entries

Copyright ® 2015-2016. All rights reserved.

nnnnnn

A 7 &ADMN

&

Config NewAD Config

Previous Next

Version 2.1.0.5588

Fig. 271 - Directory Service

4. Click Delete to confirm removal.

Delete data.

- 3

Fig. 272 - Confirm Remove AD
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CONFIG

It’s possible to configure the synchronized fields and several options related with sync action.

Note: You can use the “Show/Hide Advanced Setting” button to enable or disable the advanced mapping options, on tabs:
User Mapping; Group Mapping and Location Mapping.

1. Click on Directory Service > Config.

Qéi%[)rgys = A 7 &PDMIN
q . < < o
® Directory Service Synesd Systel conte NawAD Contie
st
of Directory Service Name Server IP Address. Port Number

= PRTY Bl sc-ovicom 192.168.1.151 389
© Serven Conmoumnon B oo w7001 s

Showing 1 to 2of 2 entries Show 10 | |entries Previous Next
4 Directory Service
€ Rer
A warNING & Loc
@ LICENSE
& Aupata

Copyright © 2015-2016, All rights reserved. Version 2.1,0.5588

F

g. 273 - Directory Service Config
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CONFIGURATIONS

1. Click on Configurations.

& ADMIN

Dzendys

1
»
~

) : @ %
# Directory Service stompate o -

Advanced settings

ust CONFIG

LOCATION

USER GROUP
CONFIGURATIONS  y\ppinG MAPPING MAPPING

£ PrinTiNG PoLiciEs

PRTHENIRAIN () sincocatons
@D syncADUsers
@D  syncDepartments

Overwrite Group Mapping

Overwrite Location Mapping

Disable User Setting / Remove User Settings

&  NoAction -

User Groups Setting

& ADUserfields -

User Groups Setting Field

department

User Groups to Sync

Copyright © 2015-2016. All rights reserved. Version2.1.0.5588

Fig. 274 - Directory Service Configurations

2. Make the required configuration.

Name Details

Enable this option and SENDYS Explorer will sync Locations from the
Directory Service

Enable this option and SENDYS Explorer will sync Users from the
Directory Service

Enable this option and SENDYS Explorer will sync Departments from
the Directory Service

Create Groups information based on specified Group options
mapping.

Create Locations information based on specified Locations options
mapping.

When a user is disable or not exists on directory service this will be
the action taken on SENDYSExplorer.

Select how to Import Groups from Directory service to SENDYS
Explorer.

Field to MAP User Group, this when groups are created from Directory
Service User Field.

When using Directory Service Groups Mapping select the desired

groups to synchronize and map users.
Table 42 - Directory Service Configurations

Sync Locations

Sync AD Users

Sync Departments

Overwrite Group Mapping

Overwrite Location Mapping

Disable User Setting / Remove User Settings
User Groups Setting

User Groups Setting Field

User Groups to Sync

3. Click Save to save the Directory Service Configurations.

USER MAPPING
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1. Click on User Mapping .

. . & x
® Directory Service ShonHide e ot
aotnend s
ust CONFIG
GROUP LOCATION
CONFIGUR... USER MAPPING MAPPING MAPPING
RINTING PoLi
Department
& SERVER CONFIGURATION
department

Sam Acount Name

samaccountname

CN Name

objectsid

Home Birectory
homedirectory
CardID

pager

& AupaTA

Printer PIN

homephone

Email

mail

First Name

givenname

Last Name

facsimiletelephonenumber

EWB Settings
ewbsettings
EWB Permissions

ewbpermissions

Printer Options.

printeroptions

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 275 - Directory Service User Mapping
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2. Make the required configuration.

Field Name in
Directory Service

Department

SAM Account Name
CN Name

Sid

Home directory
CardID

Printer PIN

Email

First Name

Last Name

Fax

EWB Settings
EWB Permissions

Printer options

Default

department
samaccountname
cn

objectsid
homedirectory
pager
homephone

mail

givenname

sn
facsimiletelephonenumber
ewbsettings
ewbpermissions

printeroptions

Table 43 - Directory Service User Mapping

3. Click Save to save the User Mapping Configuration.
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GROUP MAPPING

1. Click on Group Mapping.

Dzendys

n
»
~
»
z
<]
2
H

@ x

ShomHige
Advancad seftings Swve Concel

& Directory Service

st CONFIG
USER LOCATION
CONFIGUR... MAPPING GROUP MAPPING SAPPING
Name
cn
Description
description
Email
mail
Phone
phone
@& ReporT
short Name
A warnix SAMAccountName

Street

street

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 276 - Directory Service Group Mapping

2. Make the required configuration.

Field Name in
. . Default
Directory Service
Name cn
Description description
Email mail
Phone phone
Short Name sAMAccountName
Fax fax
Street street

Table 44 - Directory Service Group Mapping

3. Click Save to save the Group Mapping Configuration.
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LOCATION MAPPING

1. Click on Location Mapping.

Dsendys = A& 7 asomn
. . & x
® Directory Service ShonHide e ot
e
ust CONFIG
USER GROUP
CONFIGUR... MAPPING MAPPING LOCATION MAPPING
Build
description
Floor
I
Department
name
Street
street
Location
street
2ip Code
postalCode
Postal Code
postalCode
Country
country
Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 277 - Directory Service Location Mapping

2. Make the required configuration.

Field Name in

. . Default
Directory Service
Build description
Floor |
Department name
Street street
Location location
Zip Code zipCode
Postal Code postalCode
Country country

Table 45 - Directory Service Location Mapping

3. Click Save to save the Location Mapping Configuration.
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Related with Synchronize we have two options:

SYNC AD

Click on Directory Service > List.

Select one or more Directory Service and click on Sync AD.

Note: If you only have one Directory Service configured, there is no need to select it, the synchronization process

will start for that DS

# Directory Service

ust

-] ol Directory Service Name
= B s-ovicom
Bl tocslad

Showing 1to 2 of 2 entries

Copyright © 2015-2016. All rights reserved.

Server IP Address

192.168.1.151

127.0.0.1

show| 10

| entries

'y ? & ADMIN

Config NewAD Config.

Previous Next

Version 2.1.0.5588

Fig. 278 - Sync AD

3. Click YES to confirm information synchronization.

Confirm Action

NG

Fig. 279 - Sync AD
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SYNC LOCAL MACHINE

1. Click on Directory Service > List.
2. Click on Sync Local Machine.

# Directory Service

st
o Directory Service Name
£ PrINTING PoLICIES
Bl s:-ovicom
© SERVER CONFIGURATION Bl tocslad

Showing 1to 2 of 2 entries

4 Directory Service

Copyright © 2015-2016. All rights reserved.

'y ? & ADMIN

Smean SppeLocal Config NewnD Contie
Server IP Address Port Number
192.168.1.151 389
127.0.0.1 389

Show| 10 |v|entries

Previous Next

Version 2.1.0.5588

Fig. 280 - Sync Local Machine

3. Click YES to confirm information synchronization.

Confirm Action

NO

Fig. 281 - Sync Local Machine
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SERVER LIST

This sections shows a list of all servers that the SENDYS Explorer Output Manager works with.

1. Click on Server Configuration > Server List.
2. Click on pencil icon to edit or consult some aspects.

= 4 7 &ADMN
= Server List

SERVERLIST

o  Name Address Primary Server Server Information

£ PRINTIN

ServerName Address v 192.168.0.20

& Server CONFIGURATION  ~ Showing 1 to 1of 1 entries Shew 10 | entries Previous Next

Copyright © 2015-2016. All rights reserved. Version2.1.0.5588

Fig. 282 - Server List

3. Make the required configuration.

Name Details

Name You can define one name for the server
Address Address where the server is located
Server Information This is the IP of the server

Internal Server Port

Internal Server Port
Add

Table 46 - Server List

4. Click Save to save the configuration.
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CONNECTORS
This section allows you to make the right configuration to each connector by click the pencil icon.

Home Folder and Email connector’s only will be visible on device screen after correct configuration. So if the administrator
does not configure properly the Home Folder configured on user options, Scan to Home Folder will not be present on device
screen. Also if the Email connector is not well configured, Scan to Email and Fax Server will not be present on device screen.

The Reorder button shows a window to reorder the list of connectors. Refresh button to Refresh the list.
HARD LINK TO A SPECIFIC CONNECTOR

If you desire to configure on the device a direct link (Hard-Link) for one specific connector, you could click on the link icon
and it will open a new window with the “direct link” for that connector, this is the link that you need to configure on the
device.

Scan Connectors available in Output Manager:

= a 2 & ADMIN
< Connectors n:f nim
LIsT
& HardLink Name
% Print
% Me
% Email
% Home Folder
% Fax Server
% Output Manager
% Upload Document
Copyright ® 2015-2016. All rights reserved. Version 2.1.0.5588
Fig. 283 - Scan Connectors
Scan Connectors including optional purchases:
Dsendys = & 7 &ADMN
< Connectors nj ng.

LisT

© Hardlink Name

&

Print
Me

Email

Home Folder
FaxServer
SharePoint
Google Drive
Dropbox
OneDrive

Output Manager

- R A A A A 4

Upload Document

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5585

Fig. 284 - Scan Connectors (PREMIUM)
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To restore all connectors information, to the default value please follow those steps:

1. Click on Server Configuration > Application Settings.
2. Click on Application Config > Scan.
3. Click on Restore default Connectors.

4 Users aND €

£ PriNTING PoLiciES

& SERVER CONFIGURATION

/# Application settings

s Doc

@& ReporT

A Warnine & Loc

< Application Settings

ust APPLICATION CONFIG

APPLICATL...  NETWORK  FTPCONFIG PRINT SCAN OTHERS

Create Users Home Folders

Restore default Connactors

Tesseract OCR Language

#  English

() DeleteUploaded Files after Sean

Copyright © 2015-2016. All rights reserved.

Hic]
x

Version 2.1.0.5588

Fig. 285 - Scan Settings

4. Click YES to confirm restore.

Confirm Action

g -

Fig. 286 - Restore Connectors
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PRINT

1. Click on Connectors.
2. Click on the pencil icon to edit Print.

< Connectors

LIST PRINT

PROFILE PRINT

@D oisplay 'Print' profile

Copyright © 2015-2016. All rights reserved.

Version 2.1.0.5588

Fig. 287 - Print Connector

3. Change the visibility (Display “Print” profile). “Print” connector will be hidden if this option is not selected.

4. Click Save to apply the changes.

PRINT

1. Click on Print.

< Connectors

LIsT PRINT

PROFILE PRINT

Default paper size

O ayms

(D) rittopage
Smart printer Direct Print

@

Copyright ® 2015-2016. All rights reserved.

Version 2.1.0.5588

Fig. 288 - Print Connector
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2. Make the required configuration.

Name Details
. This means that (A4 / A3) size convention / or (Letter and Tabloid) size convention will be
Default paper size celected

This function can resize the document pages to fit the selected paper size chose on the printing

Fitto Page dialogue box.

Smart Printer Direct | If this option is enabled, MFP will show the native print dialogue on the panel (Print Settings).

Table 47 - Print Connector

If the option “Smart Printer Direct” is enable this will be present on printer panel:

Print Settings
https://i

Color 1 Single
I“‘ Mode Ld*] /2-Sided

Black Single

| On
Auto Color Book
Tablet

Cancel <& Print |

Fig. 289 - Smart Printer Direct

3. Click Save to save the configuration.

BOX

BOX is a container concept.

Administrator can add PDF files to BOX and they will be accessible immediately for all users to print.
The BOX container is allocated at SENDYS Explorer server:
“C:\inetpub\ftproot\SENDYSExplorer\ScannedFiles\Box”

Additionally, subfolders can be created inside above directory (only one level deep).

Please be sure that all documents within BOX are PDF documents.
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ME

1. Click on Connectors.

2. Click on the pencil icon to edit Me.

& Usersa

£ PRINTING PoLICIES

& Sery

2 CONNECTORS

€ Report

A warnin

3. Change the visibility and choose which fields should be presented on Connector.

< Connectors

ust ME

PROFILE  SCANTOME

@D  isplay'scanto Me’ profile

visible @)

Select document conversion types

No conversion
PDF

split PDF - ZIP
PDF-A

L]

TIFF

PNG
Searchable PDF

Searchable PDF-A

80006080BBOB0ODU

Text-Txt

Document Explorer Folder

Copyright © 2015-2016. All rights reserved.

Version 2.1.0.5588

Fig. 290 - Scan to Me Connector

4. Click Save to apply the changes.
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SCAN TO ME

1. Click on Scan to Me.

0?.%5‘,9)’5 = A& ?  &ADMN
< Connectors “ oo
LIsT ME
PROFILE SCAN TO ME
() sendscanfile by Email

Version 2.1.0.5588

Copyright © 2015-2016. All rights reserved.

Fig. 291 - Scan to Me Connector

2. If you want to send a copy of the scanned files to the users’ email, please check option Send scan file by email.
Note: Please, configure Email connector before activate this feature, or the system will produce an error when using
Scan to Me.

3. Click Save to save the configuration.
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EMAIL

1. Click on Connectors.
2. Click on the pencil icon to edit Email.

11}
»
~
»
z
<]
=
Hi

< Connectors sove Gancat

ust EMAIL

4 Users an
EMAILSMTP  EMAIL SEND

PROFILE  CONFIGUR...  CONFIGUR...

£ PRINTING PoLICIES

& sem o @D isplay'scanto Email profile

4 ConnecToRs visile @)

@o Select document conversion types

= Doc No conversion

PDF
€ Report

Split PDF - ZIP

PDF-A
@ License

& AuDATA

Searchable PDF

Searchable PDF-A

Text-Txt

8068068088880

Document Explorer Folder

visible @)

«

visible @)

bec

visible @)

Subject

visible @)

Message

visible @)

Attachment

visible @)

Copyright © 2015-2016, All rights reserved. Version2.10.5568

Fig. 292 - Scan to Email Connector

3. Change the visibility and choose which fields should be presented on Connector.
4. Click Save to apply the changes.
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EMAIL SMTP CONFIGURATIONS

1. Click on Email SMTP Configurations.

Dzendys

1
»

T & ADMIN

< Connectors

ust EMAIL

EMAIL SEND

PROFILE  EMAIL SMTP CONFIGURATIONS it S0t

SMTP Host
smtp.host.com

SMTP [From address]
admin@mail.com
SMTP [From address] display
admin@mail.com
SMTP Username
admin@mail.com
SMTP Password
........ .
SMTP Port

25 S

SMTP HTML body

) Change [From address] when sending

Copyright © 2015-2016. All rights reserved. Version2.1.0.5588

Fig. 293 - Email SMTP Configurations

2. Make the required configuration.

Name Details

SMTP Host Host name or IP address

SMTP [From address] Default from email address

SMTP [From address] display Default from display name email address

SMTP Username Username for SMTP access

SMTP Password Password for SMTP access

SMTP Port Port for SMTP access

SMTP SSL Enable/Disable SSL

SMTP HTML Body Check this to send emails as html
If you want Users’ email addresses to be used as senders’ email, please use

Change [From address] when sending | switch to turn on Change [From address] when sending email. Otherwise,
the sender’s email will be SMTP [From address].

Table 48 - Email SMTP Configurations

3. Click Save to save the configuration.
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EMAIL SEND CONFIGURATIONS

1. Click on Email Send Configurations.

Dssndys

= a4 7 & ADMIN
< Connectors “ c.xu.
LIST EMAIL
PROFILE (AL SMTP EMAIL SEND CONFIGURATIONS
Attachment base link
http://192.168.0.20:50091/Files/Temp/
Maximum attachments size (MB)
5 z
Enable
& ReporT @D
A Warns
Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588
Fig. 294 - Email Send Configurations
2. Make the required configuration.
Name Details
Attachment base link Base URL of the system temporary folder
Maximum attachments size . L
Maximum file size in MB
(MB)
Enable Check for file size verification, uncheck to disable

Table 49 - Email Send Configurations

3. Click Save to save the configuration.
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HOME FOLDER

1. Click on Connectors.
2. Click on the pencil icon to edit Home Folder.

11}
»
~
»
z
<]
=
H

< Connectors

ust HOME FOLDER

@D  isplay'scanto Home Folder' profile

visible @)

< ConNECTORS Select document conversion types
No conversion

PDF

Split PDF - ZIP

€ Report

PDF-A

A warninG & Lo

@ License

& Aupata

Searchable PDF

Searchable PDF-A

600800808080

Text- Tt

Document Explorer Folder

visible @)

Document Name

visible @)

Subfolder

visible @)

Copyright ® 2015-2016. All rights reserved. Version2.1.0.5583

Fig. 295 - Scan to Home Folder Connector

3. Change the visibility and choose which fields should be presented on Connector.
4. Click Save to apply the changes.

Note: Subfolder means an additional path string that will be added to the Home Folder. If you have an additional folder
inside Home Folder, and you insert that folder name as suffix, the document will be put inside that folder.

E.g. if you have an Invoices and Scan directories inside Home Folder, you can insert use Invoices or Scan as a suffix.
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HOME FOLDER CONFIGURATIONS

The configuration of the Home Folders is set in the User Settings. If you are working with Directory Service and the users have
Home Folders configured, the system will pick it up during the synchronization process.

SENDYS Explorer will create the home folders in C:\inetpub\ftproot\SENDYSExplorer\HomeDirectory. You need to share the
folder in order so both users and SENDYS Explorer have access to the scanned files. The user's Home Folders will be created

based on the username, and the user account used to write the files in the folder is the user account that was set up during
the installation process.

1. Click on Server Configuration > Application Settings.
2. Click on Application Config > Scan.
3. Click on Create Users Home Folders.

Dsgndys

< Application Settings = x

ust APPLICATION CONFIG

APPLICATL..  NETWORK  FTPCONFIG PRINT SCAN OTHERS

£ PrINTING PoLICIES

Create Users Home Folders
© SERVER CONFIGURATION

# Application settings Restore default Connectors
Tesseract OCR Language

& English

(T DeleteUploaded Files after Scan

Copyright © 2015-2016. All rights reserved.

Version 2.1.0.5588

Fig. 296 - Scan Settings

4. Click YES to confirm Home Folder creation.

Confirm Action

NG

Fig. 297 - Create Users Home Folders
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FAX SERVER

1. Click on Connectors.
2. Click on the pencil icon to edit Fax Server.

< Connectors Sove Concet

LIST FAX SERVER

FAX SEND

FAX
PROFILE  CONFIGUR... ~ RECEPTION

@D oisplay 'Fax profile

Fax Number

visible @)

& License
& ALDATA

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 298 - Scan to Fax Server Connector

3. Change the visibility and choose which fields should be presented on Connector.
4. Click Save to apply the changes.

FAX SEND CONFIGURATIONS

1. Click on Fax Send Configurations.

&4 ? &ADMN

x
< Connectors Swve Cancat

st FAX SERVER
PROFILE FAX SEND CONFIGURATIONS X
RECEPTION
Include Body

Include Footer

HTML Body

Change [From address] to user email address when sending

@
@
D nclutereader
@
@
@D

Change [From address] to printer email address when sending

& Aupata Prefix

Fax Color

@  Color

Fax Quality

¥ Low

Version 2.1.0.5588

Copyright © 2015-2016. All rights reserved.

Fig. 299 - Fax Send Configurations
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2. Make the required configuration.

Name Details

Include Body Insert default email body content
Include Footer Insert email message footer
Include Header Insert default email message header
HTML Body Insert message body as html

User as source email Change source email to be the user email

Prefix Prefix to add to fax number

Suffix Suffix content to add to fax number

Fax Color Fax color options (mono, grayscale, color).
Fax Quality Fax quality (low, medium, high).

Table 50 - Fax Send Configurations

3. Click Save to save the configuration.

FAX RECEPTION

1. Click on Fax Reception.

= &4 ?  &ADMIN
x
< Connectors e ot
st FAX SERVER
FAX SEND
PROFILE CONFIGUR... FAX RECEPTION
Email Subject Private
2 CONNECTORS
Email Subject Public
] N Fax reception
Email Body Title
€ Report
Email Body Content Public
WARNING & LOG
Email Body Content Private
Email Body Footer
@D cemailattach File
Copyright © 2015-2016, All rights reserved. Version2.10.5583

Fig. 300 - Fax Reception
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2. Make the required configuration.

Name

Email Subject Private
Email Subject Public
Email Body Title
Email Body Content
Public

Email Body Content
Private

Email Body Footer

Email Attach File

Details
Insert the subject for Private send.
Insert the subject for Public send.

Insert default email body title.

Insert email body message for Public.

Insert email body message for Private.

Insert default email body footer.

Send the email with the file in attach.

Table 51 - Fax Reception

3. Click Save to save the configuration.
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UPLOAD DOCUMENT

1. Click on Connectors.
2. Click on the pencil icon to edit Upload Document.

Dsendys

piorer

< Connectors

ust UPLOAD DOCUMENT

(D isplay'Upload Document' profile

Server ConricuraTion visiole @0
Select document conversion types

PDF

CONNECTORS

Split PDF - ZIP

PDF-A

Searchable PDF

Searchable PDF-A

6600800000

Text-Txt

Copyright © 2015-2016. All rights reserved.

Version2.1.0.5588

Fig. 301 - Upload Document

3. Change the visibility and choose which fields should be presented on Connector.

4. Click Save to apply the changes.

HOW TO USE

Uploading from the Web Portal supports multi-file upload. After the upload finishes files will be stored on the chosen system

folder.

ﬂ
Upload Documents Contacts

e

g

SharePoint ‘Google Drive DropBox

Fig. 302 - — Web Portal - Upload Document

admin | &
OKI MCT70(PCL) M

g

User Config

a

OneDrive
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Click on Upload Document.

Click to trigger file upload or drag and drop documents.

Choose Output Format from a group of file type conversion and OCR combination.
Choose the Folder in which to store your documents.

Click on Upload.

vk wN e

admin | &
Dsendys
= OKI MCT70(PCL) ¥k

w'f Upload files

Output Format
No conversion
Document Explorer Folder

Private
Supported source file
b, html,.htm, &, tf, jpg. jpeg..png..pdf, doc
Click or drop here to select the files to be uploaded.

Click on upload button to submit the files.

Fig. 303 - — Web Portal - Upload Document
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SHAREPOINT

1. Click on Connectors.
2. Click on the pencil icon to edit SharePoint.

11}
»
~
»
z
<]
=
H

< Connectors

ust SHAREPOINT

PROFILE  SHAREPOINT

@D  isplay'sharepoint’ profile

visible @)

Select document conversion types

POF
@ Rerorr Split PDF - ZIP
PDF-A

A warnin

PG
@ License

TIFF

& Aupata

PNG

Searchable PDF

Searchable PDF-A

60008080000

Text-Txt

Document Explorer Folder

visible @)

Folder

visible @)

Document Name

visible @)

SharePointLogin

visible @)

Password

visible @)

Path

visible @)

Copyright © 2015-2016. All rights reserved. Version2.1.0.5588

Fig. 304 - Scan to SharePoint Connector

3. Change the visibility and choose which fields should be presented on Connector.
4. Click Save to apply the changes.
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SHAREPOINT

1. Click on SharePoint.

(] ES‘EmggyS = & 7 &ADMN
x
< Connectors o ot

LisT SHAREPOINT

PROFILE  SHAREPOINT

SharePoint Domain

SharePoint Server

SharepointServer.com

SharePoint Authentication Type

B | sharePoint v

() sharepoint HTTPS

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5585

Fig. 305 - SharePoint Connector

2. Make the required configuration.

Name Details

You only need to configure this if you are in the same domain as the SharePoint server,
if you are accessing a SharePoint remotely you need to leave this field empty
If you are in the same domain you can set this with the name of SharePoint machine, if
you are not in the same domain you can set this with the full name to access

SharePoint domain

SharePoint server

Name SharePoint.
SharePoint type Local/online 365
SharePoint Https Select if SharePoint server uses https

Table 52 - SharePoint Connector

3. Click Save to save the configuration.
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Note: SharePoint supported types have some limitation, on the types that are supported and also in each type definition.
Please review the follow types and types’ definitions:

e Text: SENDYS Explorer does not restrict the max amount of characters.

e  Multi-line Text: SENDYS Explorer does not restrict max amount of characters.

e Choice Menu: SENDYS Explorer does not support multi selection menu, multi-selection menu will be display as a
single selector.

e Number: SENDYS Explorer supports INTEGER type only, no max/min values validation.

e Currency: No max/min values validation.

e Date/Time: SENDYS Explorer supports DATE type only.
Note: Date/Time is displayed as “DD/MM/YYYY”, but it is a cosmetic user interface ONLY. No validation.

e Yes/No: Supported.

e Search: Not supported.

e Person or Group: Not supported.

e Hyperlink or Image: Not supported.

e Calculated Field: Not supported.

e Task Result: Not supported.

e External data: Not supported.

e Managed metadata: Not supported.

For any non-supported types, if there is a default value set at SharePoint, SENDYS Explorer will be compliance with it.
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GOOGLE DRIVE

1. Click on Connectors.

2. Click on the pencil icon to edit Google Drive.

& Usersa

£ PRINTING PoLICIES

& Sery

< CONNECTORS

€ Report

A warnin

3. Change the visibility and choose which fields should be presented on Connector.

< Connectors

ust GOOGLE DRIVE

@D  oisplay'coogle Drive' profile

visible @)

Select document conversion types

PDF
split PDF - ZIP

PDF-A

Searchable PDF

Searchable PDF-A

6oo00B000

Text-Txt

Document Explorer Folder

visible @)

Document Name

visible @)

Path

visible @)

Copyright © 2015-2016. All rights reserved.
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x
save Gancel
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Fig. 306 - Scan to Google Drive

4. Click Save to apply the changes.
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DROPBOX

1. Click on Connectors.

2. Click on the pencil icon to edit Dropbox.

& Usersa

£ PRINTING PoLICIES

& Sery

< CONNECTORS

€ Report

A warnin

3. Change the visibility and choose which fields should be presented on Connector.

< Connectors

ust DROPBOX

@D  isplay'Dropbox’ profile

visible @)

Select document conversion types

PDF
split PDF - ZIP

PDF-A

Searchable PDF

Searchable PDF-A

6oo00B000

Text-Txt

Document Explorer Folder

visible @)

Document Name

visible @)

Path

visible @)

Copyright © 2015-2016. All rights reserved.
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Fig. 307 - Scan to Dropbox

4. Click Save to apply the changes.
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ONEDRIVE

1. Click on Connectors.

2. Click on the pencil icon to edit OneDrive.

& Usersa

£ PRINTING PoLICIES

& Sery

< CONNECTORS

€ Report

A warnin

3. Change the visibility and choose which fields should be presented on Connector.

< Connectors

ust ONEDRIVE

@D  oisplay 'Onebrive’ profile

visible @)

Select document conversion types

PDF
split PDF - ZIP

PDF-A

Searchable PDF

Searchable PDF-A

6oo00B000

Text-Txt

Document Explorer Folder

visible @)

Document Name

visible @)

Path

visible @)

Copyright © 2015-2016. All rights reserved.
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Fig. 308 - Scan to OneDrive

4. Click Save to apply the changes.
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‘ONEDRIVE 365

1. Click on Connectors.
2. Click on the pencil icon to edit OneDrive 365.

= & 7 AAOMN
x
< Connectors e oot
LIST OMEDRIVE FOR BUSINESS
ONEDRIVE
PROFILE :
BUSINESS

@) oisplay 'OneDrive for Business’ profile

vistie @D
Select document conversion types

) Noconversion
@ ror
@ spitpor-zp
@ rora
@ s
TIFF
PHG

Document Explorer Folder

wisile @)

Document Name

visible {

Version 2.2.0.5588

Fig. 309 - Scan to OneDrive 365

3. Change the visibility and choose which fields should be presented on Connector.
4. Click Save to apply the changes.
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ONEDRIVE 365 CONFIGURATION

1. Click on OneDrive 365.

Dzsndys

n
-

T & a0
< Connectors -
ONEDRIVE FOR BUSINESS
PROFILE OMEDRIVE FOR BUSINESS

Domain

Copyright © 20152016 All rights reserved. Version 2.2.0.5588

Fig. 310 - Scan to OneDrive 365

2. Make the required configuration.

Name Details

You only need to configure this if you are in the same domain as the OneDrive server, if

Domain . . o
you are accessing a OneDrive remotely you need to leave this field empty.

3. Click Save to save the configuration.
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YANDEX

1. Click on Connectors.
2. Click on the pencil icon to edit Yandex.

= Connectors

st YANDEX

@D  oisplay Yandex' profile
wisile @)

Select document conversion types

) Mo conversion
) PDF

) SplitPOF-2ZIP

) PNG

Document Explorer Folder

visibie @0

Document Name

visible @)

Path

visbie @D

Copyright © 2015-2016. All rights reserved Version 2.2.0.5588

Fig. 311 - Scan to Yandex

3. Change the visibility and choose which fields should be presented on Connector.
4. Click Save to apply the changes.
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OUTPUT MANAGER

1. Click on Connectors.
2. Click on the pencil icon to edit Output Manager.

Dssndys

< Connectors

LIST QUTPUT MANAGER

@D  isplay ‘OutputManager’ profile

Copyright © 2015-2016. All rights reserved.

Version 2.1.0.5588

Fig. 312 - Output Manager Connector

3. Change the visibility and choose which fields should be presented on Connector.

4. Click Save to apply the changes.
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FLEX CONNECTORS

Flex Connectors will allow you to create new and customized Connectors. There you can set and define different workflows
for the scan documents.

The Flex Connectors could be very useful for integration with customer software, since it allows to set several output
destinations, and also to generate Metadata for the output documents.

With Flex Connectors there are several workflow possibilities.

Note: to configure the Flex Connectors correctly you must have Output Settings configured first.

Click on Connectors.

Click on the pencil icon to edit/create Flex Connectors.
Or optional:

Click on Connectors.

Click on Flex Connectors.

A4 7 &ADMN

add

< Flex Connector
FLEX CONNECTOR
Selection Mode: 3232/ A Select: All/ None/Inverse & @ B
B £ HardLink Name
No data available in table

Showing 0 to 0of 0 entries Show 10 | entries Previous | Next

*§ Flex Connector

€ Rerort
A warNING & Loc

@ LICENSE

& Aupata

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 313 - Flex Connectors
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OUTPUT SETTINGS

CREATE OUTPUT SETTINGS

1. Click on Connectors > Output Settings.
2. Click on Add.

n
»
~
L]
=
g
H
H

[+]
&

< Output Settings e

OUTPUT SETTINGS

M « nName Protocol

No data available in table

Showing 0 to 0 of 0 entries Show| 10 (V] entries Previous | Next

Copyright © 2015-2016. All rights reserved. Version2.1.0.5588

Fig. 314 - Add Output

3. Make the required configuration.

Name Details
Name Name to be presented on the Output
Protocol Select the protocol used (File / Samba / FTP)

Case you select File protocol insert the path for one exiting system folder
E.g. C:/Temp
Case you select SMB protocol insert the path for one exiting samba shared folder

[FEl E. g. \\sambaserver\sharedfolder\
Case you select FTP protocol insert the path for one exiting FTP shared folder
E. g. \sharedfolder\

Username Username for SMB or FTP access

Password Password for SMB or FTP access

Port Port for FTP access

Server IP for the FTP server

Table 53 - Add Output

Note: The configurations username / password / server / port will change depend of the selected protocol.
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4. Click Save to save the configuration.

= a & 7 &soun
. x
< Qutput Settings e ot
oUTPUT
SETTINGS NEW OUTPUT
*)
= Printin PoLicies Output Folder
o ATIO Protocol (*)
< ConNECTORS File -
(]
c\temp\File_output
3 Output Settings
Copyright ® 2015-2016. All rights reserved. Version 2.10.5588

Fig. 315 - Add Output
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EDIT OUTPUT SETTINGS

1. Click on Connectors > Output Settings.
2. Click on pencil icon to edit the Output.

£ PrINTING PoLICIES

2 sery

2 CONNECTORS

¢ Output Settings

@o

™ Docu

@ ReporT

3. Make the changes on Output configuration.

*§ CONNECTORS

& Output Settings

B DocuMENTS

& ReporT

A warnine

@ License

& Aupata

< Output Settings

OUTPUT SETTINGS

o Name
Bl outeut Folder

Showing 1t 1of 1 entries

Copyright © 2015-2016. All rights reserved.

Protocol

File

Show| 10 |v|entries

A select:All] None/nverse & & <

Version 2.1.0.5588

< Output Settings

OUTPUT

S OUTPUT FOLDER

)
Output Folder

Protocol (*)

Fig. 316 - Edit Output

File

[yl

c\temp)File_output

Copyright © 2015-2016. All rights reserved.

Version 2.1.0.5588

4. Click Save to save the Output changes.

Fig. 317 - Edit Output
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REMOVE OUTPUT SETTINGS

1. Click on Connectors > Output Settings.
2. Click on trash icon to remove the Output.

2 CONNECTORS

¢ Output Settings

@

i Doc

@ ReporT

A WarninG & Los

< Output Settings

OUTPUT SETTINGS

o Name
Bl outeut Folder

Showing 1t 1of 1 entries

Copyright © 2015-2016. All rights reserved.

Show| 10 |v|entries

'y ? & ADMIN

Add

A select:All] None/inverse & @& B

Selection Mode:

Protocol

File

Version 2.1.0.5588

3. Click Delete to confirm removal.

Fig. 318 - Remove Output

Delete data.

ND

Fig. 319 - Confirm remove Output
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ADD FLEX CONNECTOR

1.
2.

Click on Connectors > Flex Connectors.
Click on Add.

< Flex Connector

FLEX CONNECTOR

£ PrINTING PoLICIES

B < HardvLink

Name

o ER CONFIGURATION

Showing 0 to 0 of 0 entries
2 CONNECTORS

2 Flex Connector

™ Docuwi

@ ReporT

Copyright © 2015-2016. All rights reserved.

'y ? & ADMIN
Add Remove
Selection Mode: A select:All] None/nverse & & <
No data available in table
Show 10 |v|entries Previous | Next

Version 2.1.0.5588

CONNECTOR SETTINGS

Fig. 320 - Flex Connectors

1. Click on Connector Settings.

< Flex Connector

FLEX N
conniaion  CONNECTORSETTINGS

CONNECTOR SETTINGS INPUT

£ PRINTING POLICIES

*)

Flex Connector

& SERVER CONFIGURATION

2 CONNECTORS

@

2 Flex Connector

@D visible Button Scan Simplex

() Visible Button Scan Duplex
)

Q@ @ Ccolor

Quality (*)
o * 17 77 Low

Copyright © 2015-2016. All rights reserved.

Save Document in SENDYS Explorer

s &

& ADMIN

Save Cancel

OUTPUT

Version 2.1.0.5588

Fig. 321 - Flex Connectors
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2. Make the required configuration

Name
Name
Connector Icon

Save Document in
SENDYS Explorer

Visible Button Scan
Simplex

Visible Button Scan
Duplex

Color Mode

Quality

3. Click Input.

INPUT

Details
Name for the Connector

Select the icon for the Connector

If checked, the scanned document will be saved on the Output and also integrated on
SENDYS Explorer. IF not checked, the scanned document will only be saved on the

Output

Select to enable or not the Scan Button
Select to enable or not the Scan Duplex Button
Select the Color option for Scan Document

Select the Quality option for Scan Document

Table 54 - Add Connector Details

1. Click on Input.

< Flex Connector

"
»
b
-..
»
>
2
H

< Flex Connector o Conca
FLEX
CONNECTOR CONNECTOR SETTINGS

CONNECTOR

SrTTmice INPUT ouTPUT

Input Input - TextBox

Default Value

Copyright © 2015-2016, All rights reserved. Version 2.1,0.5588

Fig. 322 - Flex Connectors
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1. Make the required Input configuration.

Name Details

Name Name for the Input field. This name could be used on the output Filename.
Type Select the type that you desire to use on the Input field

Default Value If you desire you can enter the default value for the Input field

Table 55 - Add Input Details

2. Input Type configurations

Input Type Details

This will create one combo box with the values enter on the “Default Value” field. This
Combo “ ”

values need to be separated by coma. Example: “1,2,3,4

This will create one checkbox. If you set the “Default Value” with 1, checkbox will be
CheckBox

checked.
TextBox This will create one textbox.

This will create one combo box with the values returned from one query. For this to
ODBC work it’s need to configure one ODBC data source on the server. And then it’s need to
enter the Connection String for the ODBC and the desired Query for the results. This
follow the ODBC creation rules.

Hidden This will create one hidden field, it will not be editable or visible. Could be used to store

values for the Output Filename. Or to integrate with other system.
Table 56 - Add Input Details

2. Click on + Add. After you create all the Input’s for the Connector, click on Output.
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PROCESSING

Processing
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OUTPUT

1. Click on Output.

B Usersa

£ PrINTING PoLICIES

O Ser

*§ CONNECTORS

< Co

S Flex Connector

Flex Connector e *

FLEX
CONNECTOR  CONNECTORSETTINGS

CONNECTOR

SETTINGS INPUT OUTPUT

*)

4 | Output Folder - <Filename> <Input> - PDF

O ror -

FileType (%)

I <Filename> <input>- B

Metadata

Copyright © 2015-2016. All rights reserved. Version2.1.0.5588

Fig. 323 - Flex Connectors

2. Make the required Output configuration.

Name
Output Destination

FileType

Filename

Details
Select one Output that was previous created

Select the format for the Scanned Document

Define the Name of the Scanned Document

In the Filename you can use the Input’s created previously, just need to enter the input
name between “< >”.

Also you can enter the char “\” to use existing subfolders of the output location.

Example for Filename:
<Filename> <input> <Date>

\existing_folder\<Filename> <input> <Date>
Table 57 - Add Output Details

3. Click on + Add. After you create all the Output’s for the Connector, click on Save.
4. Flex Connector was created and it will forward to Flex Connectors. The new connector will be visible on your Smart

MFP.
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EDIT FLEX CONNECTOR

1. Click on Connectors > Flex Connectors.
2. Click on pencil icon to edit the Flex Connector.

= F ? & ADMIN
]
< Flex Connector )
FLEX CONNECTOR
Selection Mot A select:All] None/nverse & & <
o HardLink  Name
B % Flex Connector

4 Connecrons Showing 1 to 1of 1 entries Show 10 |« entries Previous Nt
3 Flex Connector
@o
= Doc
€ ReporT

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 324 - Flex Connectors

3. Make the changes on Connector Settings / Input /Output configurations.

= 4 a2 & ADMIN
x
< Flex Connector & e

FLEX N
Comnition  CONNECTORSETTINGS

CONNECTOR SETTINGS INPUT QUTPUT

*) [y}

) Flex Connector
@D  saveDocumentin SENDYS Explorer

2 Flex Connector

@D  visible Button Scan Simplex

C )  Visible Button Scan Duplex

8 DocumenTs *

O | @ color -
& ReporT

Quality (*)

A wrrnine

o kY Low -
@ License
& Aupata
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Fig. 325 - Edit Flex Connector

4. Click Save to save the configuration.
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REMOVE FLEX CONNECTOR

1. Click on Connectors > Flex Connectors.
2. Click on trash icon to remove the Flex Connector.

'y ? & ADMIN

Ll
< Flex Connector ) e
FLEX CONNECTOR
Selection Mode: Select: All/ None [ Inverse & @& B &
o HardLink  Name
B % Flex Connector

4 Connecrons Showing 1 to 1of 1 entries Show 10 |« entries Previous Nt
3 Flex Connector

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 326 - Flex Connectors

3. Click Delete to confirm removal.

Delete data.

ND

Fig. 327 - Confirm Remove Flex Connector
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‘ FLEX CONNECTOR PLUS

 OVERVIEW

Flex Connectors will allow you to create new and customized Connectors. There you can set and define different workflows
for the scan documents.

The Flex Connectors could be very useful for integration with customer software, since it allows to set several output
destinations, and also to generate Metadata for the output documents.

With Flex Connectors Plus you have all functionalities from Flex Connector and additional to this you have a new range of
possibilities:

e PDF Page Split

e OCR Template creation

e Zonal OCR

e Document Deskew

e Document noise removal

e  White page removal

e  Auto Page Rotation

e Regular expressions over input/OCR Zone Fields

e String Format over input/OCR Zone Fields

e  String remove empty spaces and new lines over input/OCR Zone Fields

With all of this new setting it will be a lot easy to define standard workflows and make integration of documents into
Document management systems or company ERP’s.

Additional to all of this when you push flex connector plus you also push SQL Server database integration and advanced
admin platform.

Click on Connectors.
Click on the pencil icon to edit/create Flex Connectors.
Or optional:
3. Click on Connectors.
Click on Flex Connectors.
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Dsgndys

mn
»
~
L]
>
2
H
H

< Flex Connector
FLEX CONNECTOR
Selection Mode: 3= /32 A Select: All/ None/Inverse & @ B C
B4 % HardLink Name
No data available in table

- Showing 0 to 0of 0 entries Show 10 |v|entries Pravious | Next
ConNECTORS

< Flex Connector

Copyright © 2015-2016, All rights reserved. Version 2.1,0.5588

Fig. 328 - Flex Connectors

OCR TEMPLATES

OCR templates are documents that you can use to specify zones that can be capture from a document, this zones will be
defined has output metadata variables that you can use to integrate the scanned documents.

To create a OCR Template document you need to follow the next steps:

5. Go to management application has administrator

6. Go to OCR Configurations

7. Change the name of any of the OCR ABBYY templates, make sure that you save this information.
8. Go to any of the connectors, could be “Scan to me” for example

9. Enable OCR Template on this connector

10. Go to the device

11. Click on “Scan to me”

12. Select has Output Format “OCR Template”
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13.
14.
15.
16.
17.

18.
19.
20.
21.
22.

D Output Format

Fig. 329 — Create document template sample.

Give a name to the document

Scan the document

Go to Administration console

Click on Connectors> OCR Templates>Scanned Docs
Select the scanned document

& 7 AaMw

@  Scanned files

OCRTEMPLATES ~ SCANNED DOCS

Advanced Search +

elect: All/ None | lnverse & @ [ O

o Hame Creation Date
[ = J—. afosont sors Unasigned
+ enties Previous - Hoxt

Showing 1to 1of 1 entries Show 10

Copyright © 2015-2016. All rights reserved. Version 2 10.7116
Fig. 330 — Select Document to Template.

Create the document Zonal OCR Template

Specify a name

Select a language

Add a page(s) template

Select the different areas and define the variables naming
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23. Save the page(s) template
24. Save the full template

[}
»
i

@  Copy Template

OCRTEMPLATES ~ SCANNEDDOCS  NEWTEMPLATE
Name (*)

Languages (*)

Name
+ Bsa x
Name (%
® DocPage 7 %
Page (") Page Range (*)
5 o o @
e -~ Fax
= i e .
by de » W
+
== = %
]
Copyright © 2015-2016. Al rights reserved Version 2.2.0.711¢
Fig. 331 — Zonal OCR Template.
8
g ALIDATA
.
Dear Sir{s)
[resp—
= R ) L]
- )
- v FAY AZ17H208
i b Jpney e gwew: e +
———— e e e e

Fig. 332 — Template area definition.

25. After defining the full template for the document
26. Go to the Flex-Connector that you have defined
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27. Select the connector for edition
28. Go to the tab “Processing”
29. Select the “OCR Template”

% CONNECTORS

& Flex Connector

< Flex Connector

FLEX CONNECTOR  FATURAS

CONNECTOR SETTINGS INPUT

23] NewTemplate

NewTemplate

Copyright ©2015-2016. All rights reserved.

PROCESSING OUTPUT

Processes

Nome - RegExExtraction

Fig. 333 - Flex Connectors plus processing.

d e & ADMIN
2| x
Remore Cancel

Version 2 8.0.7116
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OUTPUT SETTINGS

CREATE OUTPUT SETTINGS

5. Click on Connectors > Output Settings.
6. Click on Add.

n
»
~
L]
=
g
H
H

[+]
&

< Output Settings e

OUTPUT SETTINGS

M « nName Protocol

No data available in table

Showing 0 to 0 of 0 entries Show| 10 (V] entries Previous | Next

Copyright © 2015-2016. All rights reserved. Version2.1.0.5588

Fig. 334 - Add Output

7. Make the required configuration.

Name Details
Name Name to be presented on the Output
Protocol Select the protocol used (File / Samba / FTP)

Case you select File protocol insert the path for one exiting system folder
E.g. C:/Temp
Case you select SMB protocol insert the path for one exiting samba shared folder

[FEl E. g. \\sambaserver\sharedfolder\
Case you select FTP protocol insert the path for one exiting FTP shared folder
E. g. \sharedfolder\

Username Username for SMB or FTP access

Password Password for SMB or FTP access

Port Port for FTP access

Server IP for the FTP server

Table 58 - Add Output

Note: The configurations username / password / server / port will change depend of the selected protocol.
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8. Click Save to save the configuration.

= a & 7 &soun
. x
< Qutput Settings e ot
oUTPUT
SETTINGS NEW OUTPUT
*)
= Printin PoLicies Output Folder
o ATIO Protocol (*)
< ConNECTORS File -
(]
c\temp\File_output
3 Output Settings
Copyright ® 2015-2016. All rights reserved. Version 2.10.5588

Fig. 335 - Add Output
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EDIT OUTPUT SETTINGS

5. Click on Connectors > Output Settings.
6. Click on pencil icon to edit the Output.

£ PrINTING PoLICIES

2 sery

2 CONNECTORS

¢ Output Settings

@o

™ Docu

@ ReporT

7. Make the changes on Output configuration.

*§ CONNECTORS

& Output Settings

B DocuMENTS

& ReporT

A warnine

@ License

& Aupata

< Output Settings

OUTPUT SETTINGS

o Name
Bl outeut Folder

Showing 1t 1of 1 entries

Copyright © 2015-2016. All rights reserved.

Protocol

File

Show| 10 |v|entries

A select:All] None/nverse & & <

Version 2.1.0.5588

< Output Settings

OUTPUT

S OUTPUT FOLDER

)
Output Folder

Protocol (*)

Fig. 336 - Edit Output

File

[yl

c\temp)File_output

Copyright © 2015-2016. All rights reserved.

Version 2.1.0.5588

8. Click Save to save the Output changes.

Fig. 337 - Edit Output
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REMOVE OUTPUT SETTINGS

4. Click on Connectors > Output Settings.
5. Click on trash icon to remove the Output.

2 CONNECTORS

¢ Output Settings

@

i Doc

@ ReporT

A WarninG & Los

< Output Settings

OUTPUT SETTINGS

o Name
Bl outeut Folder

Showing 1t 1of 1 entries

Copyright © 2015-2016. All rights reserved.

Show| 10 |v|entries

'y ? & ADMIN

Add

A select:All] None/inverse & @& B

Selection Mode:

Protocol

File

Version 2.1.0.5588

6. Click Delete to confirm removal.

Fig. 338 - Remove Output

Delete data.

ND

Fig. 339 - Confirm remove Output

©Alidata 2021

276 of 341



sendys

explorer

o~

Administrator Manual

ADD FLEX CONNECTOR

4.
5.

Click on Connectors > Flex Connectors.
Click on Add.

< Flex Connector

FLEX CONNECTOR

£ PrINTING PoLICIES

B < HardvLink

Name

o ER CONFIGURATION

Showing 0 to 0 of 0 entries
2 CONNECTORS

2 Flex Connector

™ Docuwi

@ ReporT

Copyright © 2015-2016. All rights reserved.

'y ? & ADMIN
Add Remove
Selection Mode: A select:All] None/nverse & & <
No data available in table
Show 10 |v|entries Previous | Next

Version 2.1.0.5588

CONNECTOR SETTINGS

Fig. 340 - Flex Connectors

3. Click on Connector Settings.

< Flex Connector

FLEX N
conniaion  CONNECTORSETTINGS

CONNECTOR SETTINGS INPUT

£ PRINTING POLICIES

*)

Flex Connector

& SERVER CONFIGURATION

2 CONNECTORS

@

2 Flex Connector

@D visible Button Scan Simplex

() Visible Button Scan Duplex
)

Q@ @ Ccolor

Quality (*)
o * 17 77 Low

Copyright © 2015-2016. All rights reserved.

Save Document in SENDYS Explorer

s &

& ADMIN

Save Cancel

OUTPUT

Version 2.1.0.5588

Fig. 341 - Flex Connectors
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4. Make the required configuration

Name
Name
Connector Icon

Save Document in
SENDYS Explorer

Visible Button Scan
Simplex

Visible Button Scan
Duplex

Color Mode

Quality

6. Click Input.

INPUT

Details
Name for the Connector

Select the icon for the Connector

If checked, the scanned document will be saved on the Output and also integrated on
SENDYS Explorer. IF not checked, the scanned document will only be saved on the

Output

Select to enable or not the Scan Button
Select to enable or not the Scan Duplex Button
Select the Color option for Scan Document

Select the Quality option for Scan Document

Table 59 - Add Connector Details

3. Click on Input.

< Flex Connector

"
»
b
-..
»
>
2
H

< Flex Connector o Conca
FLEX
CONNECTOR CONNECTOR SETTINGS

CONNECTOR

SrTTmice INPUT ouTPUT

Input Input - TextBox

Default Value

Copyright © 2015-2016, All rights reserved. Version 2.1,0.5588

Fig. 342 - Flex Connectors
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3. Make the required Input configuration.

Name Details

Name Name for the Input field. This name could be used on the output Filename.
Type Select the type that you desire to use on the Input field

Default Value If you desire you can enter the default value for the Input field

Table 60 - Add Input Details

4. Input Type configurations

Input Type Details

This will create one combo box with the values enter on the “Default Value” field. This
Combo “ ”

values need to be separated by coma. Example: “1,2,3,4

This will create one checkbox. If you set the “Default Value” with 1, checkbox will be
CheckBox

checked.
TextBox This will create one textbox.

This will create one combo box with the values returned from one query. For this to
ODBC work it’s need to configure one ODBC data source on the server. And then it’s need to
enter the Connection String for the ODBC and the desired Query for the results. This
follow the ODBC creation rules.

Hidden This will create one hidden field, it will not be editable or visible. Could be used to store

values for the Output Filename. Or to integrate with other system.
Table 61 - Add Input Details

4. Click on + Add. After you create all the Input’s for the Connector, click on Output.
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PROCESSING

1. Select the connector for edition
Go to the tab “Processing”
Select the “OCR Template”

Dsengys = s d 2 amown
< Flex Connector H w: o

FLEX CONNECTOR  FATURAS

CONNECTOR SETTINGS INPUT PROCESSING OUTPUT

=3 CoNMECTORS

B NewTemplate

3 Flex Connector Deskes andlial

Processes

Nome - RegExExtraction

Copyright ©2015-2016. All rights reserved.

Version 2 3.0.7116

Fig. 343 - Flex Connectors plus processing.

4. Click “Save”
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OUTPUT

5. Click on Output.

B Usersa

£ PrINTING PoLICIES

O Ser

*§ CONNECTORS

< Co

S Flex Connector

Flex Connector e *

FLEX
CONNECTOR  CONNECTORSETTINGS

CONNECTOR
SETTINGS INPUT OUTPUT

(]
<Filename> <Input> - PDF
FileType (*)

O ror -

4 | Output Folder v H

I <Filename> <input>- B

Metadata

Copyright © 2015-2016. All rights reserved. Version2.1.0.5588

Fig. 344 - Flex Connectors

6. Make the required Output configuration.

Name
Output Destination

FileType

Filename

Details
Select one Output that was previous created

Select the format for the Scanned Document

Define the Name of the Scanned Document

In the Filename you can use the Input’s created previously, just need to enter the input
name between “< >”.

Also you can enter the char “\” to use existing subfolders of the output location.

Example for Filename:
<Filename> <input> <Date>

\existing_folder\<Filename> <input> <Date>
Table 62 - Add Output Details

7. Click on + Add. After you create all the Output’s for the Connector, click on Save.

8. Flex Connector was created and it will forward to Flex Connectors. The new connector will be visible on your Smart

MFP.
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EDIT FLEX CONNECTOR

5. Click on Connectors > Flex Connectors.
6. Click on pencil icon to edit the Flex Connector.

= F ? & ADMIN
]
< Flex Connector )
FLEX CONNECTOR
Selection Mot A select:All] None/nverse & & <
o HardLink  Name
B % Flex Connector

4 Connecrons Showing 1 to 1of 1 entries Show 10 |« entries Previous Nt
3 Flex Connector
@o
= Doc
€ ReporT

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 345 - Flex Connectors

7. Make the changes on Connector Settings / Input /Output configurations.

= 4 a2 & ADMIN
x
< Flex Connector & e

FLEX N
Comnition  CONNECTORSETTINGS

CONNECTOR SETTINGS INPUT QUTPUT

*) [y}

) Flex Connector
@D  saveDocumentin SENDYS Explorer

2 Flex Connector

@D  visible Button Scan Simplex

C )  Visible Button Scan Duplex

8 DocumenTs *

O | @ color -
& ReporT

Quality (*)

A wrrnine

o kY Low -
@ License
& Aupata

Copyright © 2015-2016. Al rights reserved. Version 2.1.0.5568

Fig. 346 - Edit Flex Connector

8. Click Save to save the configuration.
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REMOVE FLEX CONNECTOR

4. Click on Connectors > Flex Connectors.
5. Click on trash icon to remove the Flex Connector.

'y ? & ADMIN

Ll
< Flex Connector ) e
FLEX CONNECTOR
Selection Mode: Select: All/ None [ Inverse & @& B &
o HardLink  Name
B % Flex Connector

4 Connecrons Showing 1 to 1of 1 entries Show 10 |« entries Previous Nt
3 Flex Connector

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 347 - Flex Connectors

6. Click Delete to confirm removal.

Delete data.

ND

Fig. 348 - Confirm Remove Flex Connector
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‘ FLEET MANAGER CONNECTOR
This connector provides a way for you to control and manage devices and offers usage statistics and device

alerts on a personalised dashboard for easier maintenance and increased cost-effectiveness.

 OVERVIEW
MONITOR and MANAGE YOUR DEVICES IN REAL TIME

SENDYS Explorer’s Fleet Manager tool allows you to remotely view the real-time status of all your printers and MFPs. The
hardware fleet overview offers usage statistics, as well as device alerts on a personalised dashboard in the event of jams or
power issues.

Device alerts in real-time and error logs enable easier maintenance, improving efficiency, as well as increased cost-
effectiveness through faster, more efficient consumables management, ensuring you're never without toner when you need
it.

MAIN ADVANTAGES

e Device accounting - A reporting tool that quickly displays print volumes for one or several devices at a time. Create
graphs and print results right from the application, or export data in a variety of formats.

e Job accounting - Provides management Information detailing printer use on a departmental or individual basis, so
you can enjoy the time and money saved by automating and streamlining business processes.

e Device Management — Offers an overview of your hardware fleet including a device/alerts dashboard with real-time
error logs (paper alert, power-off). Automatic email notifications, remote device configuration and supplies
dashboard allows you to quickly see what your print fleet is doing.

e Device discovery - Scan your network so you can quickly install and configure your new added devices.

e Firmware updates - Manage the firmware on your devices remotely, allowing you to upgrade at a time that suits
you, for example, overnight or over the weekend.

e Alerts & Consumables management - Receive alerts, and proactively manage your consumables to minimise
downtime and improve productivity.
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OCR CONFIGURATIONS

TESSERACT

Google Tesseract is possibly the most accurate open source OCR engine available. Combined with the Leptonica Image
Processing Library it can read a wide variety of image formats and convert them to text in over 60 languages. It was one of
the top 3 engines in the 1995 UNLV Accuracy test. Between 1995 and 2006 it had little work done on it, but since then it has
been improved extensively by Google.

INSTALLING LANGUAGES

To install a new language in the OCR engine there are two options:

ONLINE

Go to http://serverlP:50091/controlserver/default.aspx.
Click on Server Configuration > Application Settings.

Click on List > Application Config.
Click on Scan.

s N e

Select the Tesseract OCR Language.
Note: When you change the language SENDYS Explorer will try to download and install the new language

OFFLINE

For offline mode go to https://github.com/tesseract-ocr/tessdata

Download the language pack.

Extract the language pack.

Copy the files to Program Files or Program Files (X86) \Alidata\Tesseract-OCR\tessdata.
Go to http://serverIP:50091/controlserver/default.aspx.

Click on Server Configuration > Application Settings.
Click on List > Application Config.
Click on Scan.

N R LN R

Select the Tesseract OCR Language.
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ABBYY RECOGNITION SERVER (SENDYS EXPLORER PREMIUM)

SENDYS Explorer will silently install ABBYY when a valid SENDYS Explorer PREMIUM license is activated, but you will still need
to manually insert the ABBYY license and import/create the ABBYY workflows.

A sample workflow file that you can import to ABBYY is provided in the installation files. These workflows are already
preconfigured in SENDYS Explorer.

ABBYY INSTALL

When you insert a SENDYS Explorer PREMIUM license, the system will try to install ABBYY recognition server. If this action
fails it will try to guide the user through the installation process.

ABBYY CONFIGURATION

ABBYY LICENSE ACTIVATION

To insert an ABBYY license and activate the product go through the following steps:

1. Inyour Start Menu find and click on ABBYY’s Remote Administration Console.
2. Click on License.
3. Click on Add Key Icon.
4. Select the Activation method
5. Click Next.
GG #88VY Recognition Server 4 Adminiatration Console ABBYY ition SerVEPALD LicerSHNPURE Wizard [ ——
File Action View Help
& 2B = H \E The License Update Wizard wil help you renew the parameters of your license:
[2‘5 gB,::(:;:;?::I;:VT,TS;_0_0_1) License # State Pages left CPUco.. Processing Sta... Update ABBYY Recognition Server 4.0
w._‘AJ Workflows (2/4) Please update the license of your copy of ABBYY Recogrition Server 4.0.
(5] Jobs (0/0)
» & Stations Select an update method:
2% Users ¥ Via the intemel fast, recommended)
 fisthe el o, eamnanded)

™ Event Log " by email fast)

" by e-mail from another computer (slow)

¥ you have already obtained a license file. select the item below and click Next

" Load license file

’.i Remote Administration Console

Hext > Cancel

Fig. 349 — ABBYY
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ABBYY IMPORTING WORKFLOWS

Open ABBYY’s Remote Administration Console.
Click on Workflow.

Right-click on the Workflow's window.

Click on Load Workflows Settings...

o

5 ABEYY Recognition Server 4 Administration Console - -— _ - loc
File Action View Help
= 2@ @
[ ABBYY Recognition Servers E Actions
[ Recognition Server (127.0.0.1) = Workflows (2/4) "N
‘Workflows (2/4) Hne] L] Sz
3 %é Jobs O/0) &y ' c BEVY Reco: 40\Default Workilow\SE\Metadata Mere Actions '
. 1 Sttions
2E Ueers E7 ' c BEVY Reco: 40\Default Workflow\SE\BarcodeFolder
7 Licensing E7 o ¢ BEVY Recognition Server 4.0\Default Workflow!\SE\Barcodefile
& eventLog ikl Metadatabxtraction2 & C:\Users\Public\ABBYY\ABBYY Recognition Server 4.0\Default Workflow\SE\MetadataEtract2
New Workflow.

Load Workflow Settings...
Save Workilow Seftings..

Refresh

<Mothing selected> Help

Fig. 350 - ABBYY

5. Select the file with the connectors to import.
Note: A sample file is provided in C:\inetpub\ftproot\SENDYSExplorer\Abbyy\SESampleWorkflows.xml.
6. Click Import.
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SENDYS EXPLORER PREMIUM AND ADDITIONAL ABBYY WORKFLOW IMPORT

You can Remove/Edit existing ABBYY workflows or Import new ones.

OCR configuration (new ABBYY Workflows):

1. On ABBYY Remote Console:
a. Create a new ABBYY workflow

Workflow name (any)
Input folder (any)
File format (any)

Output folder (C:\inetpub\ftproot\SENDYSExplorer\ScannedFiles)
b. Export new ABBYY workflow (file)
2. On SENDYS Explorer:
a. OCR Configuration >Import (file) and provide the name to be displayed to SENDYS Explorer users.

IMPORT WORKFLOW

1. Click on OCR Configuration.
2. Click on Import.
3. Select the ABBYY configuration file.

Note: This action will create all workflows that contain SENDYS Explorer Scanned Files Folder as Output Folder on
SENDYS Explorer.

@ OCR Configuration

ust

Split PDF-ZIP

PDF-A

Searchable PDF
Searchable PDF-A
Text- Txt
ABBYY - Barcode Split (Pdf)
ABBYY - Metadata (Txt)
ABBYY - Microsoft Excel
ABBYY - Microsoft Word
ABBYY - Searchable PDF

ABBYY - Searchable PDF-A

Copyright © 2015-2016. All rights reserved.

@ =

Impart Rearder

Value

c

Ci\inetpub\ftproot|SendysExplorer\Abbyy\xis
Cinetpub\ftproot\Sendysexplorer\Abbyy\doc
Ciinetpub\ftproot\sendysexplorer\abbyy\pdf

c

& ? &nOmMN

Version 2.1.0.5588

Fig. 351 -

Import ABBYY Workflow
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ADD WORKFLOW

1. Click on OCR Configuration.
2. Click on New.

# OCR Configuration

LIST NEW OCR

NewWorkflow

Copyright © 2015-2016. All rights reserved.

Version 2.1.0.5588

Fig. 352 - Add Workflow

3. Make the required configuration

Name Details
Name Name for the ABBYY workflow
Value Input folder for ABBYY

Table 63 - Workflow Details

4. Click on Save to add the workflow.
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EDIT WORKFLOW

1. Click on OCR Configuration.
2. Click on pencil icon to edit the Workflow.

@ OCR Configuration ey e = r—

ust

o Name Value
PDF
Split PDF-ZIP
PDFA

ONNEC
JPG

@ OCRCONFIGURATION

TIFF

™ Dc PNG

ol Searchable PDF
B Report

Searchable PDF-A

Text - Txt

ABBYY - Barcode Split (Pdf) i ode

ABBYY - Metadata (Txt) c
ABBYY - Microsoft Excel Ci\inetpub\ftproot\SendysExplorer\Abbyy\xls
ABBYY - Microsoft Word C:\inetpub\ftproot|SendysExplorar\Abbyy\doc

ABBYY - Searchable PDF Ci\inetpub\ftproot\SendysExplorer\Abbyy\pdf

ABBYY - Searchable PDF-A c P

Copyright ® 2015-2016. All rights reserved. Version2.1.0.5583

Fig. 353 - Edit Workflow

3. Make the changes on Workflow.

.35\%9,9)/5 = . ) & ADMIN
X . ® *
% OCR Configuration o e ot
LIsT ABBYY - BARCODE SPLIT (PDF)
ABBYY - Barcode Split (Pdf)
@ OCR CONFIGURATION
0 S
8 Doci
@ RerorT
& Auioata
Copyright ® 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 354 - Edit Workflow

4. Click Save to save the configuration.
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REMOVE WORKFLOW

1. Click on OCR Configuration.

2. Click on trash icon to remove the Workflow.

< Cont

@ OCRCONFIGURATION

= Doct

€ Report

& Auoara

©

ust

OCR Configuration

Split PDF-ZIP

PDF-A

JPG

TIFF

PNG

Searchable PDF

Searchable PDF-A

Text - Txt

ABBYY -
ABBYY -
ABBYY-
ABBYY -
ABBYY -
ABBYY -

Barcode Split (Pdf)
Metadata (Txt)
Microsoft Excel
Microsoft Word
Searchable PDF

Searchable PDF-A

Copyright ® 2015-2016. All rights reserved.

@
import
Value
ci ode

.

Cilinetpublftproot\SendysExplorer\Abbyy\xis
CAinetpub\ftproot\Sendysexplorer\Abbyy\doc
Ciinetpub\ftproot|SendysExplorer\Abbyy\pdf

.

P

=

Reorder

Version 2.1.0.5588

3. Click Delete to confirm removal.

Fig. 355 - Remove Workflow

Delete data.

No Delete

Fig. 356 - Remove Workflow
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DOCUMENTS

This section is used to made a quick search on the printing and scanning jobs that were processed by SENDYS Explorer.

SPOOLER JOB

Spooler documents are the documents printed to pull prim queue, and that will be stay on hold until they are released by
user. When the user enters on the printer he can consult the Spooler documents

This view shows the actual printing jobs on the Spooler of the system.

1. Click on Documents.
2. Click on Spooler Job.

a  Spooler Jobs

Advanced Search nr
Selection Mode: A select:All] None/inverse & @& B
@  FullName Queue Name File Name Date
Administrator OKIPCLS Test Page 00/02/2017 17:20:27
Bl dministrator OKIFCLS Test Page 00/02/2017 17:30:25
Bl dministrator OKIPCLS Test Page 00/02/2017 17:29:22
Showing 1 to 3 of 3 entries Show| 10 [ entries Previous Next

B DocuMENTS

r Job

A warnING & Lo

@ License

& Aupata

Version 2.1.0.5588

Copyright © 2015-2016. All rights reserved.

Fig. 357 - Spooler Job

3. Click on trash icon to remove the spooler job pretended.
Select one or more Jobs to delete them by click the Remove.
4. Click Delete to confirm removal.

Delete data.

- 23

Fig. 358 - Confirm Remove Spooler Job
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‘SPOOLER HISTORY

History documents are the documents printer. They still be accessible by the user, until the Clean Spooler Job deletes them.

This view shows the history documents of the system.

1. Click on Documents.
2. Click on Spooler History.

B DocuMENTs

@ Spooler History

€ RepoRT

AW

@ License

&> AuDATA

© Spooler History

Advanced Search

Selection Mode: &

A select:All/ None/ Inverse & @ ]

FullName Queue Name File Name Printed Date
admin PrintTestPage_2.pdf v 08/02/2017 11:5521
Testsendys20 Document 91538 x 07/02/2017 16:21:01
TestSendys182 Document 52859 v 07/02/2017 16:21:01
TestSendys128 Document 31248 v 07/02/2017 16:21:01
TestSendys204 Document 61622 x 07/02/2017 16:21:01
Testsendys797 Document 91842 x 07/02/2017 16:21:01
TestSendys3s8 Document 20022 v 07/02/2017 16:21:01
Testsendysg64 Document 1678 v 07/02/2017 16:21:01
TestSendys217 Document 66846 x 07/02/2017 16:21:01
TestSendys632 Document 26235 v 07/02/2017 16:21:01
Showing 1 to 10 6f 900 entries Show 10 |v entries Previous - 23|45

Copyright © 2015-2016. All rights reserved.

90 Next

Version 2.1.0.5588

Fig. 359 - Spooler History

3. Click on trash icon to remove the spooler history pretended.
Select one or more Jobs to delete them by click the Remove.

4. Click Delete to confirm removal.

Delete data.

No Delete

Fig. 360 - Confirm Remove Spooler History
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‘SCANNED FILES

This view shows the list of scanned jobs processed on the system.

1. Click on Documents.
2. Click on Scanned Files.

= Scanned File

Advanced Search

& File Full Name

[ & | x TestSendysl
[ & | E3 Testsendysl
[ & | & TestSendysl

Showing 1 to 3 of 3 entries

B DocuMENTS

& Scanned File

@ ReporT

A warnING & Lo

@ License

&> AuDATA

Copyright © 2015-2016. All rights reserved.

File Name Pages

scan3.pdf 1

scanz.pdf 1

scanLpdf 1
show 10 |v|entries

Selection Mode:

Date
09/02/2017 17:47:45
09/02/2017 17:47:23

09/02/2017 17:46:37

A select:All] None/nverse & & <

Previous Next

Version 2.1.0.5588

Fig. 361 - Scanned Files

3. Click on download icon to download the scanned file.
Click on trash icon to remove the spooler history pretended.
Select one or more Jobs to delete them by click the Remove.

5. Click Delete to confirm removal.

Delete data.

ND

Fig. 362 - Confirm Remove Scanned Files
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‘DLP DOCUMENTS

Data leak prevention was created to help customers to be more compliant with GDPR regulation. On this section of the
application we can make configuration about company internal policies and with this definition help the company track the
process and track the paper documents.

When did GDPR come into effect?

The GDPR was approved and adopted by the EU Parliament in April 2016. The regulation took effect after a two-year
transition period and, unlike a Directive, did not require any legislation to be passed by government. GDPR came into force
on 25th May 2018.

Who does the GDPR affect?

The GDPR not only applies to organizations located within the EU but also applies to organizations located outside of the EU
if they offer goods or services to, or monitor the behaviour of, EU data subjects. It applies to all companies processing and
holding the personal data of data subjects residing in the European Union, regardless of the company’s location.

What constitutes personal data?

The GDPR applies to ‘personal data’, meaning any information relating to an identifiable person who can be directly or
indirectly identified in particular by reference to an identifier. This definition provides for a wide range of personal identifiers
to constitute personal data, including name, identification number, location data or online identifier, reflecting changes in
technology and the way organizations collect information about people.

What are the penalties for non-compliance?
Organizations can be fined up to 4% of annual global turnover for breaching GDPR or €20 Million.
What will happen to companies that have missed the deadline?

If the GDPR deadline has been missed, it is imperative the business in question acts urgently to become compliant.
Demonstrating strong data rights management is important to both customers and employees; they should understand why
the data is collected and how it is handled on a legal basis. Current business data processes need to be looked at as an
immediate priority so that the company doesn’t risk non-compliance penalties.

This section is responsible for document inspection and for the user to handle the documents when notify, with this the
company as evidence of the document handling from the person that should be responsible for that specific action.

That person can be the user that has copy/print the document or the company Data protection officer, responsible for
company GDPR compliance.
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Fig. 363 - DLP Document View.
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Fig. 364 - DLP Document View.
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Fig. 365 — DLP Document View.
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This section is used for data analysis and to generate various types of reports. The reports can be accessed by clicking
individually on the wanted report.

Almost all the Reports works on a similar way. Most of them have a Begin and End dates to insert so the reports are

restricted between a date. Others reports have another input field (Search) that is required to insert to proceed the build of
the report. After the required fields are filled we can click on Reload.

Begin
10 January, 2017

End

10 February, 2017

Search

Fig. 366 - Report Parameters

While the reports are showed there are options on the report view:

= Q t ‘ 1 Page: 1 |of1 - | + | Automatic Zoom * \i‘ }C Q * . | »

Fig. 367 - Report Options
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‘ DATA ANALYSIS
This Report list all the jobs processed by SENDYS Explorer.

1. Click on Reports.
2. Click on Data Analysis.

= a4 7 &rOMIN
= Dataanalysis
Advanced Search +
Selection Mode: A select:All] None/nverse & & c
Group user DocumentName  PrinterName  JobType Date Pages  sheets Mono  Color  Cost
3 Unassigned 08/02/2017
Unassigned OKI MC853(PCLE)  Copy-Ad - Color 3 3 o 3 01500
Unassigned 09:29:42
3 Print - A4 - Color - 07/02/2017
Unassigned admin PrintTestPage_5.pdf OKIMC562(PLCS) 1 1 0 1 00500 €
single 16:15:10
. Print - Ad - Color - 08/02/2017
Unassigned admin PrintTestPage_2.pdf OKI MC853(PCL6) 1 1 0 1 0.0500€
Single 11:55:21
3 OKI Print - Ad - Color - 18/01/2017
Unassigned Document 26 ES 0 36 1.8000 €
ES5442(PCLS)  Single 16:21:01
3 05/02/2017
_ Unassigned TestSendys819 OKI MC562(PLCS)  Copy - Ad - Color 31 31 0 31 15500 €
= Data analysis 16:21:00
. OKI 30/01/2017
Unassigned TestSendys308 Document@11 Copy-Ad - Black 1 1 1 0 00110€
£55442(PCLS) 16:21:00
. Print - Ad - Color - 12/01/2017
Unassigned TestSendyss64 Document1043  OKIMC853(PCL6) 4 n 0 43 21500€
Duplex 16:21:01
3 OKI Print - A4 - Color - 21/01/2017
Unassigned TestSendys53 Document 121 1 1 0 1 0.0500€
ES5442(FCLS)  Single 16:21:00
. OKI Print - Ad - Black - 28/01/2017
Unassigned TestSendys309 Document 1318 18 18 18 0 0.0180€
ES5442(PCLS)  Single 16:20:50
N Print-Ad - Color - 01/02/2017
Unassigned TestSendys309 Document 137 OKIMCTTO(PCL) 7 7 0 7 03500€
single 16:20:59
4517620
Total 18798 14009 9062 8836
Showing 1 to 10 0f 551 entries Show 10 |v|entries Previous 2 3 4 5 .. 56 Next
Copyright © 2015-2016. Allrights reserved. Version2.1.0.5588

Fig. 368 - Data Analysis

ANONYMIZE/DELETE
All Data can be anonymized or deleted using the top right button. There are 3 option:

Anonymize Selected: Anonymizes user data from the documents selected.

Anonymize All: Anonymizes all user data from all documents.

Delete All Data: Prompts the user to confirm the delete action by inserting a random generated pin and Deletes all
documents data.

Anonymize or Delete Data contents?

e

Fig. 369 - Data Analysis — Anonymize/Delete
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‘ BENEFITS
This Report list all the jobs that were not printed. Jobs that were sent to Spooler or Pull Print Queue and then were deleted.
There are 3 possible Benefits Reports:

e Department Benefits: report that shows the jobs count and costs grouped by Department of the non-printed jobs.
e Device Benefits: report that shows the jobs count and costs grouped by Printer of the non-printed jobs.
e User Benefits: report that shows the jobs count and costs for each User of the non-printed jobs.

= F ? & ADMIN

2 Benefits

DEPARTME..! DEVICE USER
BENEFITS BENEFITS BENEFITS

o  Description
B} oepartment Benefits

IEY Device Benefits
B} UserBenefits

Showing 1 to 3 of 3 entries Show| 10 |v]entries Previous Next

Copyright ® 2015-2016. All rights reserved. Version 2.1,0.5588

Fig. 370 - Benefits Report

GENERATING REPORT

Click on Reports.

Click on Benefits.

Click on view details icon to open the report pretended.
Click on Begin to define the start date for the report.
Click on End to define the end date for the report.

oV hAEWNPE

Click on Search if you would like to enter some search criteria.
Note: The search criteria will change between Department / Device / User depending on the report.
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7.

Click on Reload button to generate the report.
Note: After report creation is possible to export it by clicking on Export.

o
A warnING & Lo

@ License

& AupaTA

] [} =
|~
2 Benefits Export Reiosa
DEPARTME.. USER
ust BENEFITS DEVICE BENEFITS BENEFITS
Begin

10 January, 2017

End

10 February, 2017

Search

= Q L[ Page [ 1]of1

= | + | automaticZoom =+ X e X nl>»

e = @y
sen dys i DEVICE - BENEFITS
Explorer Report of non printed jobs

Device Sheets Fages Copies Mono Color Bensiit

oasswrs s pres 1 1o 27 mame

camcams 1 im “ ] w5 Jazme

camcmras 2 261 o = s mame

caramre 2m a3 Fa e im0 e

ToTAL ) ) = o 7o e e
page o711

Copyright © 2015-2016. All rights reserved.

Version 2.1.0.5588

Fig. 371 - Device Benefits Report
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‘ COSTS
This Report list all the jobs that were printed and their costs.
There are 5 possible Costs Reports:

e Department Cost: report that shows the job costs grouped by Department.

e Device Cost: report that shows the job costs grouped by Printer.

e User Cost: report that shows the job costs for each User.

e User Job Cost: report that shows all the printed job costs.

e Department Detail Cost: report that shows job cost by user grouped by Department.

mn
»
~

& ADMIN

@ Costs

DEPARTME..! USER JOB DEPARTME...!
ust i DEVICE COST ~ USER COST G At

of  Description
B} oepartment Cost
B} oevicecost
EY usercost

IEY usersobcost

IE) Department Detail Cost

Showing 1 to 5 of 5 entries Show| 10  [¥|entrles Previous Next

@ ReporT

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 372 - Benefits Report

GENERATING REPORT

Click on Reports.

Click on Costs.

Click on view details icon to open the report pretended.
Click on Begin to define the start date for the report.
Click on End to define the end date for the report.

o U s N e

Click on Search if you would like to enter some search criteria.
Note: The search criteria will change between Department / Device / User depending on the report.
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7. Click on Reload button to generate the report.
Note: After report creation is possible to export it by clicking on Export.

@ Costs
ust DEPARIME-"  Devicecost  usercost  USERJOP T DERARTME
Begin

10 January, 2017

End

10 February, 2017

Search
&
= Q 1|71 Page 1|of10 = | + | AutomaticZoom &

D sendys

explore

USER - COSTS
Report of printed jobs costs

'y ? & ADMIN
0 z
Export v Relosd

S X e i n|>»

User

o
A warnING & Lo

@ License

& AupaTA

Total Cost

Total Cost

Foge 1ol 10

Copyright © 2015-2016. All rights reserved.

Version 2.1.0.5588

Fig. 373 - User Cost Report

©Alidata 2021

302 of 341



msend

explorer Administrator Manual

‘ VOLUME
This Report list the counters of all the jobs that were printed.
There are 3 possible Volume Reports:

e Department Volume: report that shows the job counters grouped by Department.
e Device Volume: report that shows the job counters grouped by Printer.
e User Volume: report that shows the job counters for each User.

11}
»
~

& ADMIN

- Volume

DEPARTME...! DEVICE USER
VOLUME VOLUME VOLUME

o  Description
B} oepartmentvolume

B} vevice volume
EJ vservolume

Showing 1 to 3 of 3 entries Show| 10 |v]entries Previous Next

Copyright ® 2015-2016. All rights reserved. Version 2.1,0.5588

Fig. 374 - Volume Report

GENERATING REPORT

Click on Reports.

Click on Volume.

Click on view details icon to open the report pretended.
Click on Begin to define the start date for the report.
Click on End to define the end date for the report.

oV hAEWNPE

Click on Search if you would like to enter some search criteria.
Note: The search criteria will change between Department / Device / User depending on the report.
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7. Click on Reload button to generate the report.
Note: After report creation is possible to export it by clicking on Export.

[} Fs]
[l
- Volume Export Reiosa
DEPARTME.. u:
ust VOLUME DEVICE VOLUME VOLUME
Begin

10 January, 2017

End

10 February, 2017

Search

= Q t|71 Page 1]of1 = |+ | pvtomaticZoom ¢ S/xXx e xnl>»
€ Report

D sen d)/S i e sosuis DEVICE - COUNTERS

explore Report of printed jobs counters
Print Counters ‘Copy Counters Total Counters
Hono Hono Color Hono Color  Total Counters
L Volume - = ” 237 e e
o
A warnING & Lo
@ License
& AuaTa
Page 1l

Copyright © 2015-2016. All rights reserved. Version2.1.0.5588

F

g. 375 - Device Volume Report
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‘ ENVIRONMENT
This Report show various types of graphics related with Environment.
There are 3 possible Environment Reports:

e Consumed Sheets: graphics showing type of consumed sheets on different perspectives.
e Supplies: graphics showing the printer the various consumables.
e  Savings: graphics showing sheet savings on different perspectives.

Dsendys

11}
»
~

& ADMIN

# Environment

CONSUMED'
ust S e

SUPPLIES  SAVINGS

o  Description
B} consumed sheets
B} suoplies

B sevines

Showing 1 to 3 of 3 entries Show| 10 |v]entries Previous Next

Copyright ® 2015-2016. All rights reserved. Version 2.1,0.5588

Fig. 376 - Environment Report

GENERATING REPORT

Click on Reports.

Click on Environment.

Click on view details icon to open the report pretended.

Note: This reports will be generated automatically when they are opened and they do not need parameters.

©Alidata 2021 305 of 341



)

sendys

explorer

Administrator Manual

4. Click on Reload button to refresh the report.
Note: After report creation is possible to export it by clicking on Export.

# Environment

ust CONSUMED SHEETS ~ SUPPLIES  SAVINGS

= Qi R
Dsendys

ENVIRONMENT
Consumed sheets

Last Month - 21780 Actual Month - 4526 Actual Year - 21780
Duplex  Simplex  Copy  Duplex  Simplex  Copy  Duplex  Simplex  Copy
15 . m = m 502 s s B

e v Cony Srve - Copy

& Environment

pege a1

@ License

Toral - 21780
Duplex  Simplax  Copy
1569 ey .

&

- S ey

& Aupata

Copyright © 2015-2016. All rights reserved.

Version 2.1.0.5588

Fig. 377 - Environmental Consumed Sheets Report
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‘ LIST
This Report list the printers and the counters of all printers.
There are 2 possible List Reports:

e Deuvice List: report that shows a list the devices installed on the platform.
e Device Billing: report that shows a list about the billing associated to each printer used on the platform.

)
Q?.%EIQYS = A ?  &ADMIN
8 List
DEVICE
st DEVICE LIST e
©f  Description
B} vevice List
B} Doevicesiling
Showing 1 to 2of 2 entries Show 10 v |entries Previous Next

@ ReporT

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 378 - List Report

GENERATING REPORT

Click on Reports.
Click on List.
Click on view details icon to open the report pretended.

Bl A

Click on Search if you would like to enter some search criteria.
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5. Click on Reload button to refresh the report.

Note: After report creation is possible to export it by clicking on Export.

8 List

ust

Search

€ Report

A warnING & Lo

@ License

& AupaTA

DEVICE LIST

a t|3

'y ? & ADMIN
Export v Relosd

DEVICE BILLING
Page | 1]of1 — | + |Automaticzoom  * X e inl>»

“

Omiz
P sen dys DEVICE BILLING LIST
Explorer Report of billing counters
Device Location » mAC SeriolNumber  Mono Count Calor Gount Page Count
camwapny  UmSwE. wumosm PR s 1 » w
e
caescpay TR,  wmwms [ree—— s 2 o 2
orERnS) iy 12168084 0EBLELOSE sn0aazes 2 1 3
oorcmpns  JEEE,  musse wzsssease ez w = -
owomeny Vel oy omssmn sooms o 0 o
commpan b=l o mmwaws e 1 i a
ToTAL =3 £ 0903
sage 1or1
v
Version 2.1.0.5568

Copyright © 2015-2016. All rights reserved.

Fig. 379 - List Device Billing Report
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‘OTHER
This are other useful reports.

There are 3 possible Other Reports:

e Printer QR Code: report that shows a list the QR Code associated to each printer used on the platform.
e Device Status: report that shows a list the Status of each printer used on the platform.
e Last 30 Days: report that shows a list of the last 30 days counters on the platform.

'y ? & ADMIN

Other

e PRINTER QR DEVICE LAST 30
CODE STATUS DAYS

o  Description
B} Frinter or code
B} oevice status
EY Lest300ays

Showing 1 to 3 of 3 entries Show| 10 |v]entries Previous Next

Copyright ® 2015-2016. All rights reserved. Version 2.1,0.5588

Fig. 380 - Other Report

GENERATING REPORT

Click on Reports.
Click on Other.
Click on view details icon to open the report pretended.

Note: This reports will be generated automatically when they are opened and they do not need parameters.
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4. Click on Reload button to refresh the report.
Note: After report creation is possible to export it by clicking on Export.

= L 2 & ADMIN
= 0 c
= Other et fetcad
PRINTER QR DEVICE
st S S LAST 30 DAYS
= Q L[73 Page 1ef1 = |+ | AutomaticZoom ¢ X8 Al>
"
m exp|orery Report of last 30 days pages
Print Copy Total
Rerorr Last 30 Days Black Color Total Black Color Total Black Color Total
00/02/2017 0 0 0 0 0 4 0 0 0
08/02/2017 0 0 [} 0 0 o 0 0 (]
07/02/2017 0 1 1 0 3 3 0 4 4
06/02/2017 105 1 106 220 08 318 325 % 424
05/02/2017 102 100 202 313 67 380 415 167 582
04/02/2017 25 101 126 62 £ 406 87 445 532
03/02/2017 71 35 106 226 67 293 297 102 399
02/02/2017 160 80 240 245 69 314 405 149 554
£ Other 01/02/2017 64 140 204 58 216 274 122 356 478
31/01/2017 236 a2 318 193 236 429 429 318 747
30/01/2017 107 170 277 223 36 250 330 206 536
29/01/2017 132 193 225 311 363 674 443 556 999
28/01/2017 107 63 170 174 216 390 281 279 560
27101 2m17 296 20 w95 1 2 180 asn 247 ans )
Copyright © 2015-2016. Allrights raserved. Version 2.1.0.5588

Fig. 381 - Other Last 30 Days Report
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‘SCHEDULE REPORTS

In this section, we can schedule reports to be sent by email (one or more) and you can configure certain parameters, such as
date of sending, message and others.

1. Click on Reports > Schedule Reports.
2. Click on New.

= & ? &rMN
&
& Schedule Reports [
LisT
Advanced Search +
Selection Mode: 1A Select: All/ None/Inverse & @ [
H = nName Start Date Email To Email cc Email Bec
Nodata availablein table
Showing 0 to 0 of 0 entries Show| 10 |v|entries Previous | Next
© Schedule Reports
A WarNING & Loc
@ License
& AupaTA
Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 382 - Schedule Reports

©Alidata 2021 311 of 341



sendys
m explorery Administrator Manual

 DETAILS
1. Click on Details.

'y J ? & ADMIN

x
# Schedule Reports o .
st NEW REPORT CONFIG
EMAIL
DETAILS SCHEDULING MESSAGE
*)
& | Department Cost -
*)
Dpartment Cost
sento@email.com
@ Report
Email Bco Email Cc
Subject.
SENDYS Explorer
Document Type Language
& PDF - M | English -
Start Date Next Scheduling
10 January, 2017 10 February, 2017
Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 383 - Schedule Reports Details

2. Make the required configuration.

Name Details

Report Choose the report to schedule.
Name Name of the schedule report.
Email To Email to send.

Email Bcc Email Bcc.

Email CC Email CC.

Subject Insert the email subject.
Language Select the language.

Start Date Start date.

Next Scheduling Next scheduling date.

Table 64 - Schedule Reports Details

3. Click Scheduling.
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'SCHEDULING

1. Click on Scheduling.

'y Q. ? & ADMIN

x
# Schedule Reports e et
st NEW REPORT CONFIG
DETALS  scHEDULNG  EMALL
Recurrence
Hour Day Week Month Year
@ onthe
€ Report « First -
Day Weekday Weekend day
Mo Tu We Th Fr sa Su
ofevery 1 13 month(s).
Repeats:
& Schedule Reports @ Forever.
O 1 [ time(s).
Ountil 02/10/2017
Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 384 - Schedule Reports Scheduling

Make the required configuration.

Enable/disable the date/time option.

For each option select time and date to schedule and you can configure the repeats.
Click Email Message.

vk wnN
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 EMAIL MESSAGE

1. Click on Email Message.

€ Rerort

& Schedule Reports

# Schedule Reports

ust NEW REPORT CONFIG

DETAILS ~ SCHEDULING  EMAIL MESSAGE

Message

©» 1B I & K A 2 H

SENDYS Explorer

Copyright © 2015-2016. All rights reserved.

=

'y Q. ? & ADMIN

Version 2.1.0.5588

Fig. 385 - Schedule Reports Email Message

4. Click Save to save the configuration.
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WARNINGS & LOGS

In this section, we can consult the errors, warnings and log associated with the printers and platform.

PRINTER WARNINGS

1. Click on Warning & Log.

2. Click Printer Warnings menu.

On this view a list of warnings is shown.

= A 7 &ADMN
A Printer Warnings
Advanced Search +
Selection Mode: 32 /2] A select: All/ None [ Inverse & @ Z
Profile Name Name Model Manufacturer 1P Address MAC Address Location status
0KI209 OKI MCTT0(PCL) OpenPlatform 0K 192.168.0.97 00:80:01:76:78:32 Unassigned  Tray2 Open
Showing 1to 1of 1 entries Show 10 |v|entries Previous Next
@ RerorT
A WarninG & Lo
B Printer Waming
Copyright © 2015-2016. All rights reserved. Version2.10.5588

Fig. 386 - Printer Warnings
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‘ALL WARNINGS

1. Click on Warning & Log.
2. Click All Warning.

This view shows the warnings of the system containing specific information.

m g,gyys = A 2 & ADMIN
A All Warnings
Advanced Search +
Selection Modk A select:All/ None  Inverse & & Z
Type Printer Name Start Date Subject
OKI MCTTO(PCL) 30/01/2017 18:26:10 SENDYS Explorer
OKIMCT?0(PCL) 30/01/2017 18:26:10 SENDYS Explorer
OKI MCTTO(PCL) 30/01/2017 18:26:10 SENDYS Explorer
Showing1to3 of 3 entries Show 10 | entries Previous Next
@ Rerort
A WarninG & Loc
= All Warning
Copyright © 2015-2016. All rights reserved. Version2.10.5588

Fig. 387 - All Warnings

All warnings have a type represented by a icon:

(v Status OK 0 Status INFO

Status WARNING (3] Status ERROR/FATAL
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‘ALERT MESSAGE QUEUE

1. Click on Warning & Log.
2. Click Alert Message Queue.

This view shows the alerts/warnings messages queue from the platform. It is important the Administrator use this view to

check the system warnings and treat them. On the list, there are some parameters to check the stability of the system, for

example, the Active is the parameter that indicates if the warning/alert was already checked or not. When checked the alert

changes to not Active (cross).

The possible actions to operate with this view are:

Remove - remove the selected messages.

Delete - delete individually the queue.

Check As Read - select an alert that still Active and click on Check as Read button. It will appear a window requiring the

Result field the Comment field. Clicking on confirm to save the changes and now the alert is not Active.

Q

Alert Message Queues

LisT

€ RepoRT
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Advanced Search

fCoooEogeE@Q@@E@E =

Printer Type
nen . ®
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3?&73( PCL6) °
32‘373 (PCLE) °
3?373( PCLE) <
gzls?a (PCLE) o
3?3731 PCLE) >

OKIMCTT0(PCL) ]
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Fig. 388 - Alert messages queues
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SEND ITEMS

1. Click on Warning & Log.

2. Click Sent items.

This view shows the list of Sent Email configured on the platform.

1
»
-

& ADMIN
4 Senditems
Advanced Search =

ano () or H

A select:All/ None [ Inverse & @ [+

NFIGURATION Selection Mod
Send Date Email To Email Bec Email €c Subject Message

Printer Name: OKI MCT70(PCL)
30/01/2017 18:26:08 SENDYS Explorer Printer IP: 192.168.0.97
Printer Mac: 00:80:91:76:78:32

Printer Narme: OKI MCT70(PCL)
30/01/2017 18:26:07 SENDYS Explorer Printer P: 192.168.0.97
REPORT Printer Mac: 00:80:01:76:73:32

Printer Narme: OKI MCT70(PCL)
30/01/2017 18:26:07 SENDYS Explorer Printer P: 192.162.0.07
Printer Mac: 00:80:91:76:78:32

A Warning & Loc

Printer Name: OKI MCT70(PCL)
30/01/2017 18:26:07 SENDYS Explorer Printer IP: 192.168.0.97
Printer Mac: 00:80:91:76:78:32

4 Sentitems Printer Name: OKI MCT70(PCL)
30/01/2017 18:26:07 SENDYS Explorer Printer IP: 192.168.0.97
Printer Mac: 00:80:91:76:78:32

Printer Narme: OKI MCT70(PCL)
30/01/2017 18:26:07 SENDYS Explorer Printer [P: 192.168.0.97
Printer Mac: 00:80:

32

Printer Name: OKI MCTT0(PCL)
30/01/2017 18:26:07 SENDYS Explorer Printer IP: 192.168.0.97
Printer Mac: 00:80:91:76:78:32

% Lici

& Aupata

Printer Name: OKI MCT70(PCL)
30/01/2017 18:26:07 SENDYS Explorer Printer P: 192.168.0.97
Printer Mac: 00:80:91:76:73:32

Printer Narne: OKI MCT70(PCL)
30/01/2017 18:26:07 SENDYS Explorer Printer [P: 192.168.0.97
Printer Mac: 00:30:91:76:78:32

Show 10 | entries

Showing 1 to 9.of 8 entries Previous

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 389 - Sent items
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‘ APPLICATION LOGS

1. Click on Warning & Log.
2. Click Applications Logs.

3. Select Application to show on the Log Content.

On this view it is possible to consult the application logs related with the Document Spooler, Virtual Spooler, Service, Events,
Monitor and Control Server.

B?%.ngs = & 7  &ADMN
q a i [
@  Application Logs Send essage ClerLoz Refesh
select Application
&% | Spooler -
Log Content
"
@ RePoRT
A WarniNG & Loc
v
B Application Logs
Copyright © 2015-2016. All rights reserved, Version 2.1.0.5588

Fig. 390 - Application Logs
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‘EMAIL MESSAGE

This view shows the Standard Platform Email configurations that are used to send automatic emails.

Click on Warning & Log menu.
Click on Email Message.
Select the Email Message.

Select the Subject for the Email.

LA A

Configure the Body elements.

Click Save to apply or Cancel to cancel the actions.

DaGhgys

= A ? & ADMIN
£ e =  Email Message i)
&
Select Email Message
& Users s < £ | Userinformation -
Subject
SENDYS Explorer
Body
<> L B s A A L | = =E = = = = - I =
€ Rerorr SENDYS Explorer User details
A Name: _firstname__lastname_
U Username : _portaliogin_
PIN:_userpin_
Email :_email_
Application Link: _serverip_
B4 Email Message
Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 391 - Emails message
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‘ FILE CONFIGURATION

1. Click on Warning & Log menu.
2. Click on File Configuration.

3. Select Application option to load the xml on the Log Content.

This view shows the file configurations for each Select Application.

Click Save to apply or Cancel to cancel the actions.

B?%.ngs = & 7  &ADMN
. X . x
#  File Configuration e ot
select Application
&% | Spooler -
Log Content
<2xml version="1.0"2> -~
>
@ RePoRT
A WarniNG & Loc
v
>
[@ File Configuration
Copyright ® 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 392 - File configuration
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‘\NARNING SUPPLY/STATUS

Here in this section are shown warning related with the consumables and status of the printers.

So the next submenus are showed.

 SUPPLY

1. Click on Warning & Log menu.
2. Click on Warning.
3. Click on Supply submenu.

Use this view to control the supply warnings created for the platform to help controlling the printer supplies.

5?%9;93/5 = A 7 & ADMIN
A > 7 &
& Dx 2 8 Warning Supply r emae
& usT
& Users
Advanced Search +

£ PrINTING PoLICIES

Selection Mode Select: All/ None [ Inverse & @& <

Toner Toner Toner Toner Drum Drum Drum Drum
o Type Belt  Fuser
Black Cyan Magenta Yellow Black cyan Magenta Yellow
Sepecific Printer
BB 5% 15% 15% 15% 15% 15% 15% 15% 15%  15%
OKI MCTTO(PCL)
Showing 1to 10f 1 entries Show| 10 [v|entries Previous Next

@ Rerort

A WarniNG & Loc

& Warning

8 supply

Copyright © 2015-2016. All rights reserved,

Version 2.1.0.5588

Fig. 393 - Warning Supply

SUPPLIER

1. Click on New button.

2. Configure the next options.

Name Details

Profile Select the printer profile (one or more).
Printer Select the printer (one or more).
Warning Level Select the warning.
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Select the tonners and/or the drum color percentage level to trigger the warning.

H a4 & ADMIN
8  Warning Supply “ e
LIST NEW
SUPPLER LT ;EEQP‘SARETE SoRpLIER.
Profile
Printer
=3
Warning Level (%)
= .
& RerorT
Toner Black Toner Cyan
A WarninG & Loc [ [
& Printer Warning — —
Toner Magenta Toner Yellow
) @
— —
Drum Black Drum Cyan
€3 ]
— o—
£ warning
8 Supply Drum Magenta Drum vellow
] 2]
— —
Belt Fuser
=] .
— o—
Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588
Fig. 394 - Warning supply configuration
REPORT MESSAGE
Configure this to generate a warning message to show on all warning submenu.
Name Details
Report as Message Define is the status warning will message show on the All Warning menu.
Subject Define the subject for the message.
Message Define the message content.
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= A 7 &ADMN
. x
8  Warning Supply e Cancet
ust NEW
REPORT

SUPPLIER  REPORT MESSAGE EMAIL RSEUPPC",RJETRO
MESSAGE

@) reportasMessage

subject

SENDYS Explorer

Message

< 1 B I & A A & M

n
I
Il
I
iii
i
|

H

Jii

@ RerorT

Printer Name: _printername._

A WarNING & Loc v Printer IP; _printerip_
Printer Mac: _printermac_

Copyright © 2015-2016. All rights reserved. Version2.10.5588

fFig. 395 - Warning supply configuration - report message

REPORT EMAIL MESSAGE

Configure this to generate an email message(warning) to send an email automatically.

Name Details

Report as Email Select the option to use this as an email message.
To Send to field.

Bcc Send Bcc field.

CC Send Cc field.

Subject Define the subject for the email.

Message Define the message content for the email.
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m
»

? & ADMIN
8  Warning Supply

ust NEW

REPORT REPORTTO
SUPPLIER MESSAGE REPORT EMAIL MESSAGE SUPPLIER

@) reportasemail

To

@ RerorT

Subject
A WarNING & Lo - SENDYS Explorer
Message

o 1B /I 5 A A & M

n
I
Il
L}
iii
in
I
-
i

Printer Name: _printername._
Printer IP: _printerip_

Printer Mac: _printermac_

Copyright © 2015-2016. All rights reserved. Version2.10.5588

Fig. 396 - Warning supply configuration - report email message

REPORT TO SUPPLIER

Configure this to generate an email message(warning) to send an email to the supplier automatically.

Name Details

Auto Require Supply Select the option to use this as an email message to supply.
To Send to field.

Bcc Send Bcc field.

CC Send Cc field.

Subject Define the subject for the email.

Message Define the message content for the email.

Click Save to apply or Cancel to cancel the actions.
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A WaRNING & Loc

-4

ReFORT

Warning

8 supply

8  Warning Supply

LSt NEW
REPORT

SuPPLIER  MERORT EMAIL REPORT TO SUPPLIER
MESSAGE

(D) Aautorequire supply

To

Bec «

Subject

SENDYS Explorer

Message

o 1B /I 5 A A & M

Printer Name: _printername
Printer IP:_printerip_
Printer Mac: _printermac

-

a2 d =

& ADMIN

Cancet

Copyright © 2015-2016. All rights reserved.
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Fig. 397 - Warning supply configuration - report to supplier
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 STATUS

1. Click on Warning & Log menu.
2. Click on Warning menu.

3. Click on Status submenu.
Use this view to control the status warnings created for the platform to help controlling the printer status.

SUPPLIER

1. Click on Status submenu.

2. Configure the next options.

Name Details

Profile Select the printer profile (one or more).
Printer Select the printer (one or more).
Warning Level Select the warning.

Status Insert the type of status.

5?%9;93/5 = A d 2 & ADMIN
n . &
oARD * Warning Status o e
st
Advanced Search
A select:All/ NoneInverse £ @ <
o Type Status
Sepecific Printer OKI MCT70{PCL) Tray open
Showing 1to 1of 1 entries Show 10 |v|entries Previous Next

@ Rerort

A WarninG & Loc

Copyright © 2015-2016. All rights reserved. Version2.10.5588

Fig. 398 - Warning status—supplier

REPORT MESSAGE

1. Click on Report Message submenu.
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2. Configure this to generate a warning message to show on all warning submenu.

Name Details

Report as Message Define is the status warning will message show on the All Warning menu.
Subject Define the subject for the message.

Message Define the message content.

m gl%lgrgys = A D. ? & ADMIN
- x
* Warning Status e o
LIST NEW
SUPPLIER REPORT o REPORT TO
MESSAGE MESSAGE SUPPLIER
Profile
NFIGURATION
< Co
Printer
@ OCRConFicu N =
BB DocumenTs Warning Level (¥)
=] -
% REPORT
Status
A WarniNG & Log
f -
£ Warning
* Status
Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 399 - Warning status—-report message

REPORT EMAIL MESSAGE

1. Click on Report Email Message submenu.

2. Configure this to generate an email message(warning) to send an email automatically.
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Name Details
Report as Email Select the option to use this as an email message.
To Send to field.
Bcc Send Bcc field.
CC Send Cc field.
Subject Define the subject for the email.
Message Define the message content for the email.
= A 7 asom

8 Warning Supply

usT NEW

REPORT REPORT TO
SUPPLIER MESoncE REPORT EMAIL MESSAGE CURBLIER

@D reportasEmail

To

Subject

SENDYS Explorer

Message

< 1B /I & A A S =

n
L}
([}
n
i
i
I
-+
[}

8 Supply
* status

@ License

& AupaTA

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 400 - Warning supply configuration - report email message

REPORT TO SUPPLIER

1. Click on Report Message submenu.

2. Configure this to generate an email message(warning) to send an email to the supplier automatically.

Name Details

Auto Require Supply Select the option to use this as an email message to supply.
To Send to field.

Bcc Send Bcc field.

CC Send Cc field.

Subject Define the subject for the email.

Message Define the message content for the email.
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Click Save to apply or Cancel to cancel the actions.

A 7 &nDMN

. x
4  Warning Supply Sove Concat
LIST NEW
REPORT REPORT TO
SUPPLIER MESSAGE REPORT EMAIL MESSAGE SUPPLIER

@D reportasemail

To
Bec «
M8 Doc s <
2 ReroR .
€ Rerorr subject
A WarninG & Loc SENDYS Explorer
Message

o 1B I & A A & B

Printer Name: _printername._
Printer IP: _printerip_
Printer Mac: _printermac_

£ Warning

8 supply

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 401 - Warning supply configuration - report email message
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‘PRINTER WARNING LOG

All status warnings configurations detected are logged with date that the status warning was found and when was resolved.
The logs can be reviewed on the menu, Warning & Log > Printer Warning Log.

— Iy ? & LUISNEVES
A Printer Warning Log
Advanced Search W
A select:All/None/Inverse & @ B =
Printer serial . Warning .
Location Status Message BeginDate " End Date
Name Number Level
Logistica- 5 491:Tray1 Empty - Drum Life Error for Magenta|Drum Life Error for Vellow|Belt Life 24/02/2021  24/02/2021
Logistica Logistica (-]
MC8T3 Warning|Paper Out for Trayl - Code:47289 171713 18:17:07
Hardware- 19/02/2021
2C000047A  Hardware Alerts - Cyan Toner Empty|Cyan Toner Cartridge Low|Paper Empty in Drawer2
£50450 15:05:59
Financeiro- 11/02/2021  11/02/2021
AKS2044188  Financeiro ONLINE|TRAY1 EMPTY - Paper Out Warning for Tray1 - Coder16012
MBs62 16:16:50 18:16:50
Armazem- 11/02/2021  11/02/2021
e MFPT447CO  Armazem @ Alerts - Face Up Stacker Cover Open|Paper Jam|Cover Open
} ReporT MB760 15:16:51 15118221
A RECEPCAO™ ) ac037957 Recepcao (<] OFFLINE|481: TRAY1 EMPTY - Paper Out for Tray1 - Code:47289 VAT IR
& Loc 795 01 - - Codex
WhRNING & Loc MC880 s B ¥ 1211657 1317:01
= Allwa Corredor- 11/02/2021  11/02/2021
K73350002  Corredor @ Alerts - Prepare new waste toner boxInside Error
E50476 11:06:34 1116554
Corredor- 10/02/2021  10/02/2021
k73350002 Corredor @ Alerts - Prepare new waste toner box|Inside Error
E59476 11:10:02 1112118
Logistica- ) 491:Tray1 Empty - Belt Life Warning|Brum Life Error for Magenta|Drum Life Error for 01/02/2021  01/02/2021
Logistica  Logistica  ©
=] g MCET3 Yellow|Paper Out for Trayl - Code:47289 16:16:38 17:16:42
o Ui Logistica- ) Ready To Print]Sleep Mode - Belt Life Warning|Drum Life Error for MagentalDrum Life Error  01/02/2021
Logistica  Logistica @
o ——— McsT3 for Vellow - Code:10971 15:16:40
E FerT Corrador- 01/02/2021  01/02/2021
K73350002  Corredor @ Alerts - Prepare new waste toner boxInside Error
59476 14:33:05 15:16:41
& License
Showing 1to 10 0f 23 entries Show| 10 v entries Previous - 2 3 Next
R AT inara
Copyright ©2017. Allrights reserved. Version 4.1.10.10262

Fig. 402 — Printer Warning Log — Output Manager Printer Warning Logs

All logs have the following information:

Name Details

Printer Name Device Sendys Explorer name that recorded the warning.
Serial Number Device Serial Number.

Location Configured device location.

Warning Level Warning level of caught warning.

Status Message The device warning message.

Begin Date Date when the warning was logged.

End Date Date when the warning was resolved on the device.

Table 65 - Printer Warning Log
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‘LOG REPORT

All actions on the Output Manager are logged and can be reviewed on the menu, Warning & Log > Log Report.

& 7 anowm

=2 W

Log Report

; pgpopegng»

Copyright & HAT, Al ights eserved Version 3124168

Fig. 403 — Log Report — Output Manager log report

All logs have the following information:

Name Details

Timestamp The date and time when the action was called.

User The user that called the action.

Api The Action called.

Version Output Manager version when the action was called.
Title Title of the log.

Message Message of the log.

Tags Method type of the action and log tags

Table 66 — Log Report
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LICENSE

ADD

ONLINE ACTIVATION

1. Click on License.

2. Click on Add.

3. Insert the Serial Number.

4. Select “Online activation”.
= a2 & 2 amomm
% License s: c:m

LIsT ADD LICENSE

*)

@D onlineActivation

B¢ LicENSE

& ALDATA

Copyright ® 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 404 - Online Activation

5. Clickin “Save”.
6. Confirm the license activation, if there is any error, please contact to support@sendysexplorer.com.

Note: For online activation to work all you need is access to the internet.
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 OFFLINE ACTIVATION

1. Click on License.
2. Click on Add.
3. Insert the Serial Number.
4. Unselect “Online activation”.
Dsendys = a d 2 s
% License “ C:m
LIsT VﬁDDLICENSE
)
(D online activation
e
License Fie
=
Copyright 02015 2016 Al ght reserved. Verson 210358
Fig. 405 - Offline Activation
1. This will create a file and will also give you a destination email
2. Click on Activation Request File to download the created file.
3. Send the file xxxxxxxxx_company_lic.txt as email attachment to activation@sendysexplorer.com.
4. You will receive the offline activation as one attachment, download it to your server.
5. Click on Browse and select the downloaded License File.
= A d& 7 s
% License h c:u.
LisT VADDLICENSE
*
() Online Activation
Bl vortoromentyoomrn
€ RepoRT
AT IC company_lic_resultixt
& License
& AupaTA
Copyright ©2015-2016. Al ights resrved, Verson2 105568

Fig. 406 - Offline Activation

6. Click on Save. This will activate the product.
7. If there are any errors, please contact support@sendysexplorer.com.
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‘UPDATE

1. Click on License > List.

2. Click on pencil icon to Update the License.

3. Update the Serial Number.

% licenses

LIST UPDATE LICENSE

Serial Number (*)

A Warn

& License

& ALDATA

Copyright © 2015-2016. All rights reserved.

Version 2.1.0.5588

4. Click in “Save”.

Fig. 407 - Update License

5. Confirm the license update, if there is any error, please contact to support@sendysexplorer.com.

Note: For the update to work you need is access to the internet.
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‘REMOVE

 ONLINE DEACTIVATION

1. Click on License > List.
2. Click on deactivate icon to Remove the License.
3. Select “Online deactivation”.

m ;\%ggys = a2 & ADMIN
. )] ®
% License Denimie e
LisT DEACTIVATE LICENSE
‘Serial Number (*)
@D Activation online
Copyright ©2015-2016. Al rights reserved. Version 2.1.0.5588
pyright llrigh q i

Fig. 408 - Online Deactivation

4. Click in “Deactivate”.
Note: For online deactivation to work all you need is access to the internet.
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 OFFLINE DEACTIVATION

1. Click on License > List.
2. Click on deactivate icon to Remove the License.
3. Unselect “Online deactivation”.

= F Y ? & ADMIN
: 2 %
& License Deniate e
ust DEACTIVATE LICENSE
(9]
( Online Deactivation
Download the Deactivation request file and send it as an attachment via Email to:
Eactwaunn@sendysexptmer.mm
License File
& License
& AupamA
Copyright © 2015-2016. Al rights reserved. Version2.1.0.5588

Fig. 409 - Offline Deactivation

This will create a file and will also give you a destination email.
Click on Deactivation Request File to download the created file.
Send the file xxxxxxxxx_company_lic.txt as email attachment to activation@sendysexplorer.com.

You will receive the offline activation as one attachment, download it to your server.
Click on Browse and select the downloaded License File.

W XN, A

Click on Save. This will activate the product.
10. If there are any errors, please contact support@sendysexplorer.com.
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‘ CHECK FOR UPDATES
To update the manuals and to update the translation of SENDYS Explorer, you just need to:

1. Click on Licence.
2. Select Check for Update.

A ?  &ADMN

. v
% License g CheckcFor Update
LIsT
of 'SENDYS Explorer
el |

Showing 1 to 4 of 4 entries. Show 10 e“""“ Previous Next
G LiceNSE
& Aupama

Copyright © 2015-2016. All rights reserved. Version 2.1.0.5588

Fig. 410 - Update manuals and translation

3. Click YES to confirm update.

A Alert x

Confirm Action

Mo Yes

4.  Fig. 411 - Update manuals and translation
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ALIDATA

FILE CONFIGURATION

3. Click on Warning & Log menu.
4. Click on File Configuration.

5. Select Application option to load the xml on the Log Content.

This view shows the file configurations for each Select Application.

Click Save to apply or Cancel to cancel the actions.

Doy

o File Configuration

Setect Application

Log Content

Fig. 412 - File configuration
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‘REPORT

1. Click on Alidata menu
2. Click on Report menu.

On this view Reports can be managed. They can be cloned, edited, hide, show or deleted one by one or with a selection.

¢ Report

ust

Advanced Search

«
a
a
a
B DocumenTs B
& ReporT E
(]
A Warnin B
Q¢ LICENSE @
& Aupata

Showing 1 to 10 0f 39 entries

Description
Department Cost
Device Cost

User Cost
Departmental Benefits
Device Benefits
User Benefits
Department Volume
Device Volume
Device List
Printer QR Code

Show 10 v entries

selection Mode: A sclectAll/None/Inverse & @ B
View
reportCostsView
reportCostsView
reportCostsView
reportBenefitsView
reportBenefitsview
reportBenefitsView
reportVolumeView
reportvolumeView
reportListview

reportOtherView

F’\é.\oxsi 3 4 Next

Copyright ©2017. All rights reserved.

Version 4.1.10.10262

Fig. 413 - Alidata - Report

 NEW REPORT

1. Click on New button.

Clicking on New to add a new contact individually on the platform and fallow the next configurations:

Name
View

118n Key

Report Data

Details

Insert the name for the new Report.

base reports and edit it from there.

Select the view where the new report should be saved.

Report Parameters

Choose the parameters that should be used on the report.

Table 67 - New Report Details

Click Save to save the configurations on adding new contact or Cancel to cancel the insertion.

Paste the report XML that contains the layout. You can clone this information from the
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